* **1+ years of experience in Cybersecurity with focus on Endpoint Security and Incident Response.**
* **Deployment ,delivery and maintenance of Sequrtek Endpoint Security solutions.**
* **Knowledge of incident response processes.**
* **Exposure to Penetration Testing and Vulnerability Analysis.**
* **Understanding of programming and scripting such as Python, Bash, PowerShell, C++.**
* **Capable of independently learning new technology by utilizing available documentation and vendor support resources.**
* **Problem solver, collaborative and enjoy working in a team-oriented group.**
* **Meticulous, task-oriented, and a team player**
* **Time management required to meet strict deadlines**
* **Strong analytical and problem-solving skills.**

**PROFESSIONAL SUMMARY:**

|  |  |
| --- | --- |
| **Batchelor of Technology in Information Technology** | ***NIT Srinagar***  ***2013-17*** |

**EDUCATION**

* **Ethical Hacking CEH v10 by Supraja Technologies**
* **Udemy’s Penetration Testing Course**
* **Advanced Hacking by Supraja Technologies**
* **SOC Analyst by SOC Experts**

**CERTIFICATIONS**

* **Penetration Testing**
* **Vulnerability Analysis**
* **Offensive Security**
* **Android Hacking**
* **Web Application Hacking**

**AREAS OF INTEREST**

**ROHIT TIWARI**

***Endpoint Security Engineer***

|  |  |
| --- | --- |
|  | [**linkedin.com/in/rohit-tiwari-0b8302198/**](https://www.linkedin.com/in/rohit-tiwari-0b8302198/) |

|  |  |
| --- | --- |
|  | [**rt1220011@gmail.com**](mailto:rt1220011@gmail.com) |

|  |  |
| --- | --- |
|  | **8447753719** |

|  |  |  |
| --- | --- | --- |
| **Mar 2021 – Till Date** |  | **Sequretek IT Solutions Pvt Ltd. [*Endpoint Security Engineer*]**   * Experience with Endpoint Security tools (i.e., Symantec Endpoint Solutions, Seqrite, Sequretek EDR) * Deployment ,delivery and maintenance of Sequrtek Endpoint Security solutions. * Work with large enterprise customers in a wide range of functions including product demos, Product Enhancement and Product support. * Expertise at managing, configuring, tuning, and troubleshooting Windows issues. * Provide end-user support as directed by management. * Actively contribute to the development with sound ideas in order to enhance the product as a whole. |
| **Dec 2020– Mar 2021** |  | **Sequretek IT Solutions Pvt Ltd. [*Incident Response Analyst*]**   * Monitoring Security alerts generated Micro Focus ArcSight. * Knowledge of incident response processes (detection, triage, incident analysis, remediation, and reporting) * Assist in identifying Root Causes of incidents and follow-up with Senior Analyst for incident closure. * Give recommendations to the client by summarising and analysing the Daily report. * Give Recommendations to clients based on Advisory issued by Sequretek Malware Team. * Presenting the Monthly Dashboard to the clients. |
| **Aug 2018 – Jan 2020** |  | **Ummira Pvt Ltd. [*Web Designer*]**   * Built new corporate website (ummira.in) single-handedly from scratch. * Developed dynamic web site using PHP, MySQL, HTML, jQuery, CSS, and JavaScript. * Monitor and maintained website with email maintenance . |

**WORK IN DETAIL**

|  |  |
| --- | --- |
| **SIEM** | **Splunk, ArcSight** |
| **Endpoint Security** | **Sequretek EDR, Symantec**  **ESM, Seqrite** |
| **Pentesting Tools** | **SQLMap, Netcat, Shodan, Nmap, Dirbuster, Metasploit, Burpsuite, MimiKatz etc.** |
| **VA** | **Nessus** |
| **Analysis Tools** | **IPVoid, VirusTotal, ExifTool, Wireshark** |

**TOOL EXPOSURE**

|  |  |  |
| --- | --- | --- |
| **Dec 2020 – Till Date** |  | **Sequretek IT Solutions**  ***Endpoint Security Engineer*** |
| **Aug 2018 – Jan 2020** |  | **Ummira Pvt Ltd**  ***Web Developer*** |

**EXPERIENCE**