1. 漏洞类型

|  |  |  |
| --- | --- | --- |
| Default Password | Fuzzed | Software |
| <http://www.exploit-db.com/exploits/21136/>  (User Auth Vul) |  | Symantec Messaging Gateway 9.5/9.5.1 |
| <http://www.exploit-db.com/exploits/19099/>  Private Key Exposure(User Auth Vul) |  | F5 BIG-IP |

|  |  |  |
| --- | --- | --- |
| Logic Error | Fuzzed | Software |
| <http://www.exploit-db.com/exploits/23156/>  SSH2\_MSG\_USERAUTH\_PASSWD\_CHANGEREQ  Before password authentication(User Auth Vul) |  | SSH-2.0-6.0.11.5 SSH Tectia Server  Default installation Linux version 6.1.9.95 vul |
| <http://www.exploit-db.com/exploits/5720/>  Debian OpenSSL Predictable PRNG Brutefoce |  | OpenSSL Debian SSH |
| <http://www.exploit-db.com/exploits/20615/>  SSH 1.0 Daemon Logging Failure |  | SSH 1.0 |
| <http://www.exploit-db.com/exploits/24133/>  authentication bypass (User Auth Vul) |  | FreeSSHd |
| <http://www.exploit-db.com/exploits/20509/>  SSH protocol mismatch Dos |  | CiscoCatalyst 4000/5000/6000 |
| <http://www.exploit-db.com/exploits/20560/>  Weak Encrypted Authentication |  | SSH 1.0 SUN-DES-1 encryption |

|  |  |  |
| --- | --- | --- |
| Buffer Overflow | Fuzzed | Software |
| <http://www.exploit-db.com/exploits/18535/>  (User Auth Vul) | OK | Sysax<=5.53 SSH |
| <http://www.exploit-db.com/exploits/387/>  (User Auth Vul) |  | Linux x86 Dropbear SSH <= 0.34 |
| <http://www.exploit-db.com/exploits/17462/>  (User Auth Vul) |  | FreeBSD OpenSSH 3.5p1 |
| <http://www.exploit-db.com/exploits/6804/>  SSH\_FXP\_OPEN |  | GoodTech SSH |