# Vendor Security Risk Assessment – Zoom

Date: May 27, 2025

Assessed Vendor: Zoom Video Communications, Inc.

Purpose: Evaluate Zoom’s publicly documented security practices against 12 key questions based on ISO 27001, SOC 2, and GDPR standards.

## Summary of Findings

- Total Questions: 12  
- Compliant (Yes): 10  
- Partial Compliance: 2  
- Non-Compliant: 0  
- Final Risk Score: 2  
- Risk Level: Low Risk

## Top Observations

1. Regular vulnerability scanning is only partially described.  
2. Third-party vendor assessment practices were not fully detailed publicly.

## Conclusion

Zoom demonstrates a strong baseline of security practices and alignment with industry frameworks such as ISO 27001 and SOC 2. While two areas—vulnerability scanning and third-party assessments—were only partially documented, overall risk is low.
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