*Use Case №1:* Create account  
*Primary Actor*: Customer  
*Pre Condition*: Installed browser and active internet connection   
*Main scenario*:

1. Customer initiates browser
2. Customer specifies web address for accessing the OnlinePetShop
3. Customer enter Registration Module
4. Customer register with username, email and password
5. Customer becomes a registered user after receiving email with confirmation

*Negative scenario:*  
 4.1 Registration fails – required information fields were not entered  
 4.1.1 System prompt the guest to fill necessary fields

4.2 Registration fails – username / email already exist in database

4.2.1 System requires another username / email to continue with registration

*Use Case №2:* Login  
*Primary Actor*: User / Admin  
*Pre Condition*: One must be registered as user / admin  
*Main scenario*:

1. One enter “Sign in” section, situated on main menu bar
2. Enter (username or email) and password
3. System does authentication
4. Welcome page is displayed

*Negative scenario:*  
 2.1 Authorization fails – wrong username/password  
 2.1.1 Prompt the user that the username/password is typed wrong  
 2.1.2 System allow to re-enter the username/password  
 2.2 Authorization fails – forgotten username/password  
 2.2.1 Prompt the user to enter registered email  
 2.2.2 User receives an email with instructions about his login credentials

*Use Case №3*: Change password  
*Primary Actor*: User  
*Pre Condition*: User logged in   
*Main scenario*:

1. User goes to OnlinePetShop.Navigate to “Profile” menu
2. User initiates “Change Password” functionality
3. User provides current password, new password and confirm new password
4. System displays message for successful change

*Negative scenario:*  
 3.1 Authorization fails – wrong password  
 4.1.1 Prompt the user that he typed the password wrong  
 4.1.2 Allow him to re-enter the password  
 3.2 Authorization fails – new password and confirm new password do not match  
 4.2.1 Prompt the user that new password and confirm new password do not match  
 4.2.2 Allow him to re-enter the attributes.  
 3.3 Authorization fails – new password and confirm password are less than 6 chars  
 4.3.1 Prompt the user that password must be at least 6 characters  
 4.3.2 Allow him to re-enter new and confirm password