# EJEMPLO 1:

# Efectividad de Modelos de Machine Learning en la detección de intrusos en sistemas de información y su Aplicabilidad en el Contexto del Emprendimiento e Innovación: Una Revisión Sistemática de Literatura

# Introducción

## 1. Contexto

## En el contexto actual de la era digital, la ciberseguridad se ha consolidado como un campo de investigación prioritario dentro de las ciencias de la computación y la ingeniería de sistemas. Desde inicios de la década de 2010, el crecimiento exponencial de dispositivos conectados y la digitalización de procesos críticos han incrementado significativamente la superficie de ataque de las organizaciones, generando un entorno cada vez más complejo y vulnerable. En particular, durante los últimos diez años se ha observado un aumento sostenido tanto en la frecuencia como en la sofisticación de las amenazas cibernéticas, como lo evidencian los informes de Symantec y Data Breach Today, que reportan más de 14 mil millones de registros comprometidos desde 2013 y una proliferación alarmante de ataques de día cero [1][2].Frente a este escenario, los Sistemas de Detección de Intrusos (IDS, por sus siglas en inglés) basados en técnicas de Machine Learning (ML) han adquirido una creciente relevancia en la comunidad científica. Estos sistemas representan una evolución frente a los enfoques tradicionales, permitiendo la detección proactiva de comportamientos anómalos y patrones maliciosos mediante algoritmos capaces de aprender y adaptarse a nuevas estrategias de ataque [3]. Estudios recientes han evidenciado que técnicas como Deep Learning, Random Forests y Support Vector Machines mejoran significativamente la tasa de detección y reducen los falsos positivos en comparación con métodos estáticos [4][5][6]. En su revisión sobre métodos de ML aplicados a IDS, [3] destacan la capacidad de estos enfoques para manejar grandes volúmenes de datos en tiempo real, lo que los convierte en herramientas clave en un entorno de amenazas persistentes. Del mismo modo, investigaciones más recientes como las de [7]y [8] han explorado el uso de redes neuronales profundas para la identificación temprana de ataques, con resultados prometedores en términos de precisión y eficiencia computacional. Asimismo, en [9] proponen arquitecturas híbridas que combinan aprendizaje supervisado y no supervisado, demostrando mejoras notables en entornos dinámicos.

## 2. Problema

## A pesar del notable avance en la aplicación de técnicas de Machine Learning (ML) en los Sistemas de Detección de Intrusos (IDS), persisten desafíos críticos que dificultan su adopción efectiva en contextos reales. La literatura actual ha demostrado el potencial de estos modelos para identificar amenazas con alta precisión [1][2]; sin embargo, esta investigación ha estado mayormente centrada en entornos controlados o en pruebas de laboratorio, lo que deja sin resolver aspectos clave de su implementación práctica.

## Uno de los principales problemas identificados es la falta de evaluaciones comparativas estandarizadas entre distintos modelos de ML. Diversos estudios emplean metodologías, métricas y conjuntos de datos diferentes, lo que dificulta la replicabilidad y la comparación objetiva de resultados [3][4]. Esta situación ha generado un panorama fragmentado, en el que es complejo establecer cuáles enfoques ofrecen el mejor rendimiento en función de criterios como precisión, escalabilidad, eficiencia o adaptabilidad. Adicionalmente, se observa una carencia de investigaciones integradoras que exploren el uso de modelos de ML en IDS desde una perspectiva estratégica de negocio, particularmente en entornos de innovación y emprendimiento. A pesar de que startups y pequeñas empresas constituyen uno de los sectores más vulnerables a ataques cibernéticos, son también los menos preparados en términos de protección digital avanzada [5]. La falta de herramientas accesibles, adaptables y eficientes en costo limita significativamente el aprovechamiento del ML en este tipo de organizaciones.

## 3. Justificación

La presente Revisión Sistemática de Literatura (RSL) se justifica por la creciente importancia **científica y técnica** de aplicar modelos de *Machine Learning* (ML) en Sistemas de Detección de Intrusos (IDS), especialmente en un contexto de amenazas cibernéticas cada vez más complejas. **A nivel económico y social**, este tema es crucial para startups y emprendimientos tecnológicos, los cuales carecen de recursos robustos en ciberseguridad. Aunque existen numerosos estudios individuales, no se han encontrado RSL recientes que aborden de forma integral y aplicada esta temática, considerando aspectos como escalabilidad, viabilidad y transferencia tecnológica. Esta revisión **es necesaria para consolidar el conocimiento disperso** y orientar tanto la investigación académica como el desarrollo de soluciones prácticas en entornos de innovación. Así, se busca identificar modelos de ML con mayor potencial de implementación real, permitiendo cerrar la brecha entre la investigación y su aplicación efectiva en sectores estratégicos .

## 4. Objetivo de la RSL

Esta Revisión Sistemática de Literatura (RSL) tiene como objetivo explorar los modelos de Machine Learning y su efectividad en la detección de intrusos, evaluando su impacto y aplicabilidad en el contexto del emprendimiento e innovación.

.
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**EJEMPLO 2**

**El método Kaizen en el incremento de la productividad en empresas manufactureras: Revisión sistemática de Literatura**

## Contexto

En la actualidad, la mejora continua de la producción es un objetivo primordial para las empresas manufactureras a nivel global. Si una empresa no implementa una estrategia de mejora continua en sus procesos, a largo plazo puede presentar problemas, tales como: pérdida de competitividad, disminución de la productividad, aumento de los costos de producción por retrabajo y desperdicios, problemas de calidad y satisfacción del cliente, etc. Uno de los enfoques más efectivos para lograr la mejora continua de la producción es la metodología Kaizen, un sistema de gestión japonés que se enfoca en la optimización de los procesos productivos a través de pequeños cambios incrementales. Al adoptar una mentalidad de mejora continua y el involucramiento activo de todos los empleados, las organizaciones pueden identificar y eliminar ineficiencias en sus operaciones y optimizar el flujo de producción.Como indican varios estudios [1], [2], [3], la implementación del método Kaizen muestra resultados significativos en la productividad y la mejora de la eficiencia de los procesos. Por otro lado, para que la implementación de Kaizen en una empresa manufacturera sea sostenible a lo largo del tiempo, es fundamental contar con el firme liderazgo y compromiso de la alta dirección, como indica [4]. Asimismo, se debe implementar un seguimiento y una medición continua de los resultados.

## 2. Problema

A pesar de la creciente aplicación del método Kaizen, muchas empresas no logran mantener su implementación a largo plazo o no obtienen los resultados esperados debido a la falta de compromiso organizacional o a una aplicación inadecuada. Esto refleja una necesidad de estudios que analicen cómo se está aplicando la metodología en diferentes contextos manufactureros y cuáles son los factores que influyen en su éxito o fracaso.

## 3. Justificación

El desarrollo del presente estudio permite analizar los diferentes aspectos que involucran la implementación del método Kaizen en empresas manufactureras de distintos sectores a nivel mundial y sus respectivos resultados.   
Además, busca aportar evidencia concreta que sirva de base para que las empresas puedan tomar decisiones fundamentadas al considerar adoptar Kaizen como herramienta de mejora continua.

## 4. Objetivo

El objetivo de este artículo es comprender cómo la implementación del método Kaizen contribuye a reducir los costos de inventario y disminuir el desperdicio de recursos en empresas manufactureras. Para ello, se realiza una investigación que evalúa los beneficios derivados de dicha implementación a través del análisis de literatura científica especializada.

## 5. Organización del contenido

El documento está estructurado de la siguiente manera:  
En el capítulo 2 (Metodología) se describe la estrategia de búsqueda sistemática de literatura, utilizando la pregunta PICOC, sus componentes, las subpreguntas derivadas, la ecuación de búsqueda aplicada a la base de datos SCOPUS, los criterios de inclusión y exclusión, y el diagrama PRISMA. En el capítulo 3 (Resultados) se presentan las respuestas a las subpreguntas PICOC, acompañadas de gráficos y tablas que sintetizan la información hallada. El capítulo 4 (Discusión) abarca los hallazgos principales del estudio, el análisis de los resultados y su comparación con estudios previos, así como las limitaciones encontradas y propuestas para futuras investigaciones. Finalmente, en el capítulo 5 (Conclusiones) se responde al objetivo de investigación planteado y se describe la contribución que esta RSL hace al campo de estudio.
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