**LITERATURE SURVEY**

**TYPES OF SYSTEM PERSENT IN BLOCKCHAIN**

# Decentralized Blockchain

The decentralized nature of blockchain technology means that it doesn’t rely on a central point of control [1].This removes the need for powerful central authorities and instead hands control back to the individual user. A lack of a single authority makes the system fairly more secure. In Decenterlized system relying on a central authority to securely transact with other users, blockchain utilizes innovative consensus protocol across a network of nodes, to validate transactions and record data in a manner that is incorruptible. As the system does not rely on a central authority, the fees that are normally collected by these organisations are no longer a factor. Therefore, transacting on the blockchain can be seen to be cheaper, as the only costs incurred by the parties involved are the nominal fees used to reward the miner or forgers that run a node on the network. The information recorded on the blockchain can be certain to be true as it is near impossible to manipulate due to there being multiple copies that require a complex consensus to be edited. The data is made even more secure by the fact that there is no reliance on a central point of storage, reducing the risk of it being lost or destroyed. Attacking one point of storage would result in no loss of data since all the information is stored on multiple devices around the world.

**Problem with decentralized system**

* **Low throughput**:  decentralized system can only process a limited number of transaction [2].
* **Slow transaction times:** The time required to process a block of transactions is slow. For example, Bitcoin block times are 10 minutes, while Ethereum block times are around 14minuts.
* **Not environmental friendly:** massive amount of miners mining on the network means that difficulty needs to keep increasing thereby leading to mostly useless computations done by miners to out beat each other. It is estimated that every Bitcoin transaction costs about as much electricity that is required to power an average home for eight days. Therefore public ledgers are not very environment-friendly [2].
* **Complex consensus mechanism:** A transaction is introduced to the members, and is only validated, or executed when more than 50% of the network reaches consensus about it. As these transactions have anonymity associated with them. As long as the network agrees that the transaction is valid, the transaction is executed. What if the transaction was from an arms dealer or payment from drug traffickers? There’s very little a government could do to stop the transaction.

# Centralized Blockchain

Centralized platforms require all data (communications/information/etc.) to enter into, and leave through a central hub [3]. That is to say, you physically can’t send or receive any information without it going through that single point, which is often a private server or hub. At the heart of it, blockchain level encryption ensures that your data is safe, in the same way a decentralized blockchain does by ensuring that transactions cannot be altered without invalidating the entire chain. with a centralized blockchain platform, a single point of data collection exists that can identify when unscrupulous activity it taking place; the ability to do this satisfies regulatory and governmental bodies with regard to the problem of consensus. There is one, trackable central point of data dissemination.

**Advantages of Centralized Blockchain:**

* **High throughput:** It can process any number of transaction at any time [3].
* **Data Security:** Blockchain level encryption ensures that your data is safe, in the same way a decentralized blockchain does by ensuring that transactions cannot be altered .
* **More customizable:** Centralized blockchains offer much more customizability and control over the network to the organization deploying it as they can decide who gets to participate in the network.
* **Fast Transaction:** The time required to process transection is too low

**CONCLUSION**

According to our problem statement, we want a system which can process the transaction in a faster manner and it can process any number of the transaction at the given time.it is also easy to update our business logic easily. For our Problem statement, Centralized Blockchain would be a best option.
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**TRANSACTION IN MERKLE TREE**

Merkle Tree: It is a datatype used to store the hash values of multiple transactions in a go. It uses several the transaction’s hash values, preferably in power of two, and create a hash value of it, which is stored in the block [1].

Working: It works in layer-wise format. First layer of consists of hash values of all the transactions. It starts by calculating the hash value of the first two transactions and result will be stored in next upper layer [2]. This continues till the last. If any transaction is left alone, then it is hashed with itself and result is evaluated. Hashing technique is selected before starting of the program.

![](data:image/jpeg;base64,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)

**Fig. 1:** Construction of Merkle Tree

In fig. 1 transaction of the lowest layer in pair of two is hashed to get the hash value of the next level. This is done in recursive manner until a single block is achieved ie. the merkle root.

The merkle tree reduces the size of the block. It includes a single hash instead of many hashes and occupies low traffic while sending the data.

The merkle tree also involves some disadvantages: Adding new update is very costly. It changes the merkle root value which results in changing the block header value which in turn will break the chain of blocks. We thought of not including the merkle root value while calculating the merkle root value but then we cannot provide security to the stored values.

An Alternative Approach:

SQL: Structured Query Language. It is used to query, monitor and update the database. It is a domain specific language used to manage the data held in the database management system.

Inclusion of an SQL table in each block.

SQL tables are highly manageable. Update is not so costly.

Changes made:

CustomerID will be used to address each block. It will be consisting of the PrevBlock, NextBlock addressing the other adjacent blocks. One block of its own header and SQL table and a block defining the total number of coins each customer has.

Each transaction will be added to the database only after passing the **proof of authority** test. No transactions will be allowed be remove or update once added.

**Comparison:**

* Updates take a lot of computation in Merkle tree whereas it is very easy in case of the database management system.
* Update takes very long time in merkle tree whereas this is not the case in DBMS.
* Since all the data will be verified at start itself using the **PoA** technique, providing security is not required. So, no use of Merkle tree’s security.

**Result:**

Selected DBMS and SQL to store the data in the blockchain.

**REFERENCES:**
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**DIGITAL SIGNATURE IN BLOCKCHAIN**

**ECDSA**

This algorithm is used in bitcoin and ethrium [1]. It is an public key encryption algorithm which solves a group of an elliptic curve points. First of all the encryption is done on the basic property of the elliptical curve that it is symmetric along x axis ,the curve used for bitcoin and ethrium is called sect256k1 which in a form of equation is y^2=x^3+7. It has a property that any two point on the curve added together will give third point on the curve and then the symmetric point can also be plotted(symmetric along x-axis). Suppose we have a point p then we can calculate the third point using p+p and so on. The algorithm is used for 256 bit integer so there will be maximum of 510 steps to get the result let x be the integer then total no of combination of the integer will be 2^255 we need to compute xp which will give a result let it be X then we can give the equation as X=xp here we cannot get x using X which satisfies the property of public key encryption and so X can be taken as public key and x be the private key. This also has an advantage that there is no complex computation of division, it can be easily computed just using addition

The disadvantage of this system is the possibility error which makes it possible to select a private key value such that identical signatures for different documents can be obtained. However, enormous computational performance is required for this chance to materialize.

**EGIAMAL ENCRYPTION SYSTEM**

It uses deffie Hellman encryption [2]. It is an asymmetric encryption also ie. different key is used for encryption and decryption suppose there are two user A and B then A forms a mix of its private key and public key (Apub+Apri) and B forms a mix of its private key and public key (Bpri+Bpub)

Then these two exchanges their mixtures of the keys after the exchange of mixture the two add their private key to the exchanged mixture to obtain a secret key. This type of algorithm ensures encryption as well as digital signature.

This solution is employed in public key certificates for the purposes of protecting connections in TLS (SSL, HTTPS, WEB), messages in XML Signature (XML Encryption), and the integrity of IP addresses and domain names (DNSSEC).

The shortcoming of this approach is that the encrypted text length is doubled compared to the initial length this causes longer computation time and tougher requirements for communication channel.

**RABIN CRYPTOSYSTEM**

This algorithm is an extension of a RSA algorithm which can be solved using Chinese Remainder Theorem [2]. In this algorithm first two prime no is then such that both no on division with 4 gives a reminder as 3. Encryption is done as c=m^2modN, therefore there is 4 possible output on decryption which is given as mp=+-c^((p+1)/n)modp and mq=+-c^((q+1)/n)modq which can be solved using chinese remainder theorem and we have to select any one of the 4 outputs.

Though this algorithm has higher operating speed vs RSA it is needed to select necessary message out of the 4 possible outcomes.

**IDENTITY BASED DIGITAL SIGNATURE**

In this algorithm the digital signature is been added based on the unique id of the receiver [3]. Suppose there are different blocks in a block chain each have its unique id, as we are dealing with a private block chain the unique id of every block is known ,if a sender wants to send the data so that only a authorise person is able to access a data , the sender encrypts the data with the unique id of the receiver ,when the receiver decrypts the data it initially compare the id with the unique id of the receiver then only grants the permission to the receiver to view the data ie. if the receiver is not authorise then it will not be able to view the data even if the data is been received. The implementation of this also is very simple and works very well for a private blockchain

**CONCLUSION**

Comparing all the different algorithms such as RSA,ECDSA,EGIAMAL,RABIN CRYPTOSYSTEM,IDENTITY BASED DIGITAL SIGNATURE we came to conclude that identity based digital signature would be the better algorithm to be implemented as it does not need much high computation power and is better suited for the private blockchain authorisation.

**REFERENCES**
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**CONSENSUS ALGORITHMS**

|  |  |  |
| --- | --- | --- |
|  | Permissionless (Public) Blockchain | Permissioned (Private) Blockchain |
| Acess | Open read/write | Permissioned read and/ or write |
| Speed | Slower | Faster |
| Consensus Algorithm | Proof of Work  Proof of Stake | Pre-approved participants |
| Identity | Pseudonymous | Known identities |

**Fig.1.** Classification of Blockchain

Fig.1. enlists the various distinguishing criteria for classifying the types of blockchain [1].The consensus algorithm evaluates the criteria’s and circumstances that are to be reached in order to validate the blocks that are to be included in the blockchain. The consensus algorithm is an outcome of the Byzantine Generals’ Problem which states that any two devices on the decentralised unreliable network cannot completely and indisputably ascertain that they are representing the same data. The Byzantine Fault Tolerance is an attribute which denotes the tough set of defective nodes that are associated with the Byzantine Generals’ Problem. It can tolerate up to 33% defective nodes that is 3f+1 where f is the total number of faulty replicas present in the system [2]. Typically, there are four proofs used to implement the consensus algorithm. The Proof of work (PoW) is a consensus algorithm used in public blockchain like bitcoin and has proven itself to be successful against Sybil attacks [3]. It involves the concept of mining for adding new blocks by solving a hash puzzle. PoW has its own limitations [4]. It makes use of exhaustive computations and consumes lot of electricity for mining. A common security approach is to accept the changes made in the last block only after the transactions are confirmed in the previous six blocks. This takes almost an hour and thus restricts the usability and applicability of the present day PoW Blockchain technologies. In Proof of Stake (PoS) consensus algorithm the block validator constructs a hash from the collection of data indicating the currency owned by the validator and the duration of ownership. The participant needs to put certain crypto coins at stake to verify the transactions. The block validator is then chosen pseudo-randomly based on the participant’s wealth and coins at stake. The hash function is rerun with the latest timestamp as input in case the hash function does not start with a particular number of zeroes [5]. In Delegated Proof of Stake (DPoS) introduced by Daniel Larimer stakeholders elect the members (witnesses) responsible for block creation. The witnesses generate a block only when it is their turn to do so. If the witness fails in producing the block they are removed from future elections. The blocks are produced after every three seconds and the producers are re-arranged after every 21 blocks. Every voter is given an importance according to their crypto coins at stake [6]. Typically the top 20 witnesses are rewarded for verifying the transactions. DPos is significantly faster and scalable than PoS due to lesser number of participants responsible for block creation and validation. Proof-of-Authority (PoA) is a replacement for Proof-of-Work, which can be used for private chain setups, uses a set of “authorities” - nodes that are explicitly allowed to create new blocks and secure the blockchain. The chain has to be signed off by the majority of authorities, in which case it becomes a part of the permanent record. This makes it easier to maintain a private chain and keep the block issuers accountable. PoA is secure, scalable and interoperable.

For e.g. Oracle's Network is open public permission network based on ethereum protocol with proof of authority consensus reached by independent pre-selected validators. Validators are service authorities who secure the network and seal the blocks. They are the known individuals with active notary public license that means that all their information is in the public domain and any third party can check their identity. With no mining or stake required Oracle's network makes smart contract platform cheaper and faster. It makes open networks more affordable for small and medium businesses.

The blockchain node network administrators are responsible for following governance-spawned functions [7]:

* Assigning and retaining roles/permissions that are used to authorize node activity to trusted and capable participants
* Securing public and private keys for authentication and authorization purposes
* Encrypting data via instituted cryptography practices
* Storing rules that represent smart contracts, and for the invoking of these
* Formulating and instituting consensus validation algorithm(s)
* Maintaining a node’s processing history, and its degree of success
* Recording of service level agreements (e.g., performance, uptime), as approved by the node network administrators
* Managing and monitoring of network performance by:
  + Balancing the load among the nodes
  + Detecting rogue threats and malicious activity
  + Monitoring the machine state of the network (e.g., nodes are operational and in-synch)
  + Evaluating a node’s processing performance against any service level agreement measurements

PoA algorithms favour availability over consistency [8]. Proof-of-Authority (PoA) is a new family of BFT (Byzantine fault tolerant) algorithms which has recently drawn attention due to the offered performance and toleration to faults. PoA requires less message exchanges hence provides better performance. Table 1 depicts the differences between the various consensus algorithms discussed so far [9].

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | PoW | PoS | DPoS | PoA |
| Principle | The solution is complex to deduce but convenient to validate. | Higher the stake of a validating node in the network, the more chances and legitimacy it has to validate transactions. | Panel of delegates elected by users of the network monitor the blockchain and propose changes to the protocol which must be approved by the users. | Blocks are validated if signed by a specified quorum of signers. |
| Node Identity Management | Open | Open | Open | Permissioned |
| Energy Saving | No | Partial | Partial | Yes |
| Tolerated Power of Adversary | <25% computing power | <51% stake | <51% validators | <33.33% validators |
| Throughput(TPS) | <100 | <1000 | <1000 | <2000 |
| Scalability | Strong | Strong | Strong | Weak |

**Table 1.** Comparison of various Consensus Algorithms

Two of the main PoA algorithms are AuRa and Clique. Proof of Authority (PoA) is a family of consensus algorithms for permissioned blockchain. PoA algorithms rely on a set of N trusted nodes called the authorities. Each authority is identified by a unique id and a majority of them is assumed honest, namely at least N/2 + 1.

AuRa is the name for Parity's Proof-of-Authority (PoA) consensus engine, the name originally comes from Authority Round (used to be AuRo). It's used in the Kovan network. In AuRa, each block proposal requires two message rounds: in the first round the leader sends the proposed block to all the other authorities, in the second round each authority sends the received block to all the other authorities. A block is committed after a majority of authorities have proposed their blocks, hence the latency in terms of message rounds in AuRa is 2( N/ 2 + 1), where N is the number of authorities. In Clique, a block proposal consists of a single round, where the leader sends the new block to all the other authorities. The block is committed straight away; hence the latency in terms of message rounds in Clique is 1. Such a huge difference between AuRa and Clique is due to their different strategies to cope with malicious authorities aiming at creating forks: AuRa waits that enough other blocks have been proposed before committing; Clique commits immediately and copes with possible forks after they occur. Clique seems to outperform PBFT too, which takes three message rounds to commit a block. So the number of authorities has a linear relationship with the latency (in terms of message rounds) in case of AuRa. If the number of authorities increases the latency (in terms of message rounds) will increase. On the other hand latency (in terms of message rounds) remains unaffected by the number of authorities. The number of validators(authorities) shall be restricted if a blockchain network is using AuRa consensus algorithm.

**AuRa**

AuRa makes use of three parameters:

1. N: the number of nodes
2. f: the number of faulty nodes
3. t: the step duration in seconds

Time is divided into discrete steps of duration t, determined by UNIX time/t. The index s of each step is deterministically computed by each authority as s = t/step duration, where step duration is a constant determining the duration of a step. The leader of a step s is the authority identified by the id l = s mod N. Authorities maintain two queues locally, one for transactions Qtxn and one for pending blocks Qb. Each issued transaction is enqueued by authorities in Qtxn. For each step, the leader l includes the transactions in Qtxn in a block b, and broadcasts it to the other authorities. Then each authority sends the received block to the others (round block acceptance). If it turns out that all the authorities received the same block b, they accept b by enqueuing it in Qb. Any received block sent by an authority not expected to be the current leader is rejected. The leader is always expected to send a block, if no transaction is available then an empty block has to be sent. If authorities do not agree on the proposed block during the block acceptance, a voting is triggered to decide whether the current leader is malicious and then kick it out. An authority can vote the current leader malicious because (i) it has not proposed any block, (ii) it has proposed more blocks than expected, or (iii) it has proposed different blocks to different authorities. The voting mechanism is realised through a smart contract, and a majority of votes is required to actually remove the current leader l from the set of legitimate authorities. When this happens, all the blocks in Qb proposed by l are discarded. Note that leader misbehaviours can be caused by benign faults (e.g., network asynchrony, software crash) or Byzantine faults (e.g., the leader has been subverted and behaves maliciously on purpose). A block b remains in Qb until a majority of authorities propose their blocks, then b is committed to the blockchain. With a majority of honest authorities, this mechanism should prevent any minority of (even consecutive steps) Byzantine leaders to commit a block they have proposed. Indeed any suspicious behaviour (e.g., a leader proposes different blocks to different authorities) triggers a voting where the honest majority can kick the current leader out, and the blocks they have proposed can be discarded before being committed.

**Clique**

Clique [10] is another PoA algorithm employed in Geth [11]. The algorithm executes in time divisions which are recognised by a prefixed order of committed blocks. When a new period starts, a special transition block is broadcasted. It specifies the set of authorities (i.e., their ids) and can be used as snapshot of the current blockchain by new authorities needing to synchronise. While AuRa is based on UNIX time, Clique computes the current step and related leader using a formula that combines the block number and the number of authorities. Most of all, in addition to the current leader, other authorities are allowed to propose blocks in each step. To avoid that a single Byzantine authority could wreak havoc the network by imposing a sheer number of blocks, each authority is only allowed to propose a block every N/2+ 1 blocks. Thus, at any point in time there are at most N − (N/2 + 1) authorities allowed to propose a block. Similarly to before, if authorities act maliciously (e.g., by proposing a block when they are not allowed) they can be voted out. Specifically, a vote against an authority can be casted at each step and if a majority is reached the authority is removed from the list of legitimate authorities. As more authorities can propose a block during each step, forks can occur. However, fork likelihood is limited by the fact that each non-leader authority proposing a block delays its block by a random time; hence the leader block is likely to be the first received by all the authorities. If forks happen, the GHOST protocol [12] is used, which is based on a block scoring approach: leaders’ blocks have higher scores, thus ensuring that forks will be eventually solved.

## Though PoA is best suited for private blockchains it still faces a lot of challenges. First, it strongly lacks decentralization. Second, PoA suffers from the problem of censorship. Third, chances are that signer key/machine may get compromised and lead to the addition of malicious user to list of valid signers.

## Consensus algorithm is the core technology of blockchain, yet the present day research of the consensus mechanism is still in its infant stage. The consensus algorithm specially designed for different scenarios is still very seldom. “How to enhance the performance of the blockchain in a particular scenario?” is still a question requiring further research to be answered.
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