* Der Benutzer muss darüber informiert werden, wie genau seine Daten in Verwendung kommen
* Der Benutzer muss seine Erlaubnis erteilen, bevor seine Daten benutzt/bearbeitet werden. Dafür muss der Benutzer 14 Jahre oder älter sein, ansonsten muss der Erziehungsberechtigte die Erlaubnis erteilen. Dies soll verhindern, dass Kinder ihre Daten veröffentlichen. Der Benutzer ist außerdem dazu berechtig, seine Zustimmung jederzeit zu widerrufen (**Widerrufsrecht**).
* Es ist obligatorisch, dass der Benutzer gespeicherte Informationen über sich selbst zugeschickt bekommen kann. Auf Instagram kann sich der Nutzer seine Nutzer-Daten selber runterladen.
* Der Benutzer kann jederzeit beantragen, dass Informationen von sich geändert werden oder gelöscht werden
* **Persönlichkeitsrecht:** Das Recht am eigenen Bild ist wie das Namenrecht ein Persönlichkeitsrecht. Es besteht darin, dass Bilder von Personen nicht der Öffentlichkeit zugänglich gemacht werden dürfen, wenn dadurch berechtigte Interessen der/des Abgebildeten oder unter Umständen einer/eines nahen Angehörigen verletzt würden. Dabei sind nicht nur das Bild selbst, sondern auch Bildunterschriften, Begleittexte und der Gesamtzusammenhang zu berücksichtigen.
* **Tagging:** Durch das Taggen eines anderen Nutzers auf Facebook wird ein Link erstellt, durch den der eigene Post bzw. das Foto in der Chronik der anderen Person aufgenommen werden kann. Wurde ein Nutzer auf Facebook in einem Beitrag markiert, erhält dieser darüber eine Benachrichtigung. In den Privatsphäre-Einstellungen lässt sich festlegen, ob man Beiträge, in denen man getagged wurde, in der eigenen Chronik erlauben will oder nicht. (Nachteile ?)
* **Max Schrems:** wurde für seine Kampagnen gegen Facebook wegen Datenschutzverletzungen, darunter Verstöße gegen europäische Datenschutzgesetze und die angebliche Übermittlung personenbezogener Daten an die US-amerikanische National Security Agency im Rahmen des PRISM-Programms der NSA, bekannt.
* **Gesichtserkennung**