OTP Test Case

1. Verify if an OTP is generated when the user requests for it.
2. Verify if the OTP follows the correct format ( e.g. 6-digit numeric value)
3. Verify the time taken for the OTP to be delivered. ( e.g. 60 seconds)
4. Verify if the OTP is sent to the targeted person ( e.g. number and email are correct )
5. Verify that no duplicate OTPs are sent within a single request.
6. Verify if the OTP expires after a set duration. ( e.g. 120 seconds)
7. Verify that an OTP can’t be reused once it has been used successfully.
8. Verify the system's behaviour when an incorrect OTP is entered.
9. Verify that the system doesn’t accept incorrect OTPs.
10. Verify that the user is temporarily blocked after multiple incorrect OTPs entries (e.g. 10 times)