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جرم شناسی شبکه

جرم شناسی امنیتی کلا دو اهمیت کلی دارد، اول آنکه باعث می­شود تسلط زیادی بر روی ترافیک های حساس و مشکوک داشته باشیم که بتوانیم هر گونه رفت و آمد و **درخواست** ها را بررسی کنیم و از طرفی دیگر باعث میشود از نفوذ **هکران** به سیستم های کامپیوتری یا به طور کلی در شبکه آگاه شویم و از انجام کار های زیادی که ممکن است باعث به خطر افتادن اطلاعات سازمان مربوطه شود جلوگیری و سپس نفوذگر را شناسایی و تحویل قانون بدهیم.

مفهوم دیگری نیز با جرم شناسی شبکه وجود دارد، آن است که جرم شناسی سایبری را در قالب: بررسی عواملی که باعث ایجاد جرم در فضای مجازی (**اینترنت**) و **عواقب** آن در دنیای حقیقی است که بتوانیم مناسب با این عواقب و تاثیران آن راهکار هایی را برای پیشگیری از **حوادث** **سایبری**، ارائه کنیم، تعریف می­شود.