# 第5章 传输层

## 练习题

一．选择题

（1）下列关于TCP和UDP的描述正确的是\_\_\_\_\_\_。

A．TCP和UDP均是面向连接的 B．TCP是面向连接的，UDP是无连接的

C．TCP和UDP均是无连接的 D．UDP是面向连接的，TCP是无连接的

【参考答案】B

（2）若在网络上传输语音和影像数据，传输层一般采用\_\_\_\_\_\_。

A．HTTP B．TCP C．UDP D．FTP

【参考答案】C

（3）传输层向其上的\_\_\_\_\_\_提供通信服务。

A．物理层 B．数据链路层 C．网络层 D．应用层

【参考答案】D

（4）在TCP/IP网络上，用\_\_\_\_\_\_来标识一台主机和在主机上的应用程序。

A．端口号和主机地址 B．主机地址和IP地址

C．IP地址和主机地址 D．IP地址和端口号

【参考答案】D

（5）在UDP报文中，伪首部的作用是\_\_\_\_\_\_。

A．数据对齐 B．计算校验和 C．数据加密 D．填充数据

【参考答案】B

（6）在下列关于UDP的陈述中正确的是\_\_\_\_\_\_。

A．UDP使用TCP传输协议 B．给出数据的按序投递

C．不允许多路复用 D．提供普通用户可直接使用的数据报服务

【参考答案】D

（7）UDP数据报首部不包括\_\_\_\_\_\_。

A．UDP源端口号 B．UDP检验和

C．UDP目的端口号 D．UDP数据报首部长度

【参考答案】D

（8）在TCP数据段的布局格式中，头开始的固定格式长度是\_\_\_\_\_\_。

A．20字节 B．24字节 C．32字节 D．36字节

【参考答案】A

（9）TCP是一个面向连接的协议，它采用\_\_\_\_\_\_技术实现可靠数据流的传送。

A．超时重传 B．肯定确认（捎带一个分组的序号）

C．丢失重传和重复确认 D．超时重传和肯定确认（捎带一个分组的序号）

【参考答案】D

（10）TCP使用的流量控制协议是\_\_\_\_\_\_。

A．固定大小的滑动窗口协议 B．可变大小的滑动窗口协议

C．后退N帧ARQ协议 D．选择重发ARQ协议

【参考答案】B

（11）在TCP协议中，建立连接需要经过\_\_\_\_\_\_阶段。

A．直接握手 B．2次握手 C．3次握手 D．4次握手

【参考答案】C

（12）主机A与主机B之间已建立一个TCP连接，主机A向主机B发送了2个连续的TCP段，分别包含300字节和500字节的有效载荷，若第1个报文段的序列号为200，主机B正确接收这2个报文段后，发送给主机A的确认序列号是\_\_\_\_\_\_。

A．500 B．700 C．800 D．1000

【参考答案】D

（13）在TCP协议中，发送方的窗口大小决定于\_\_\_\_\_\_。

A．仅接收方允许的窗口 B．接收方允许的窗口和发送方允许的窗口

C．接收方允许的窗口和拥塞窗口 D．发送方允许的窗口和拥塞窗口

【参考答案】C

（14）TCP报文中，确认号为1000表示\_\_\_\_\_\_。

A．已收到999字节 B．已收到1000字节

C．报文段999已收到 D．报文段1000已收到

【参考答案】A

（15）在采用TCP连接的数据传输阶段，如果发送端的发送窗口值由1000变为2000，那么发送端在收到一个确认之前可以发送\_\_\_\_\_\_。

A．2000个TCP报文段 B．2000个字节

C．1000个字节 D．1000个TCP报文段

【参考答案】B

（16）下列说法中错误的是\_\_\_\_\_\_。

A．TCP协议可以提供面向非连接的数据流传输服务

B．TCP协议可以提供可靠的数据流传输服务

C．TCP协议可以提供面向连接的数据流传输服务

D．TCP协议可以提供全双工的数据流传输服务

【参考答案】A

（17）TCP的主要功能是\_\_\_\_\_\_。

A．进行数据分组 B．保证可靠传输

C．确定数据传输路径 D．提高传输速度

【参考答案】B

（18）在TCP协议中，采用\_\_\_\_\_\_来区分不同的应用进程。

A．端口号 B．IP地址 C．协议类型 D．MAC地址

【参考答案】A

（19）TCP报文包括\_\_\_\_\_\_两个部分。

A．源地址和数据 B．目的地址和数据 C．头部和数据 D．序号和数据

【参考答案】C

（20）TCP协议为了实现可靠的服务，采用超时重传和累计确认技术，并规定，确认号为\_\_\_\_\_\_。

A．上一个已接收的报文段的末字节序号

B．下一个希望接收的报文段的首字节序号

C．下一个将要发送的报文段的末字节序号

D．下一个将要发送的报文段的首字节序号

【参考答案】B

（21）虽然TCP协议中并没有解决拥塞问题，但在实际使用中发现如果不进行控制将会出现拥塞崩溃现象。因此TCP得标准推荐了两种技术，即加速递减和\_\_\_\_\_\_。

A．快启动 B．慢启动 C．拥塞检测 D．拥塞恢复

【参考答案】B

（22）可靠传输协议中的“可靠”指的是\_\_\_\_\_\_。

A．使用面向连接的会话 B．使用“尽力而为”的传输

C．使用滑动窗口来维持可靠性 D．使用确认机制来确保传输的数据不丢失

【参考答案】D

（23）当一个应用程序通知TCP数据已传送完毕时，TCP将单向地关闭这个程序，报文段标志字段的\_\_\_\_\_\_位均被置1，指示发方已发送完数据。

A．SYN B．ACK C．PSH D．FIN

【参考答案】D

（24）下面信息中\_\_\_\_\_\_包含在TCP首部中而不包含在UDP首部中。

A．目标端口号 B．序列号 C．发送端口号 D．校验和

【参考答案】B

（25）TCP处于TCP/IP协议族的\_\_\_\_\_\_中。

A．传输层 B．网络层 C．会话层 D．应用层

【参考答案】A

二．简答题

1．试述UDP检验和的计算过程。

【参考答案】

根据IP分组头中的信息做出伪数据报头，跟UDP数据报头和数据一起进行16位的检验和计算。对覆盖范围为奇数字节的情况，增加全0字节使其成为偶数字节后再行计算。检验和计算的方法如下：首先，在计算前将检验和段的所有16位均置成0，然后对覆盖范围从头开始每两个字节为一个单位相加，若相加的结果有进位，那么将和加1。如此反复，直到所有的信息都相加完为止，将最后的值对1求补，即得出16位的检验和。当检验和的结果为0时，将它的所有位都置成1（对1求补）。当检验和段的所有位都是0时，对接收方而言就不再具有检验和的意义，这在调试和高层协议认为检验和没有问题的情况下使用。

2．因为IP和UDP都是面向无连接的，现在只需用IP分组实现无连接传输，丢弃UDP协议，是否可以，为什么？

【参考答案】

IP分组只包含IP地址，该地址指定一个目的地主机，一旦这个分组到达目的地主机时，网络控制程序必须要把它交给相应的应用进程。UDP数据报中就包含了一个目的端口，网络控制程序就通过该字段，才能将分组投递给正确的应用进程。所以不能丢弃UDP协议。

3．一个应用程序用UDP传输，传递到IP层将数据报划分为4个数据报片发送出去，到达目的主机时前2个数据报片丢失，后2个数据报片到达目的节点。一段时间后应用程序重传该数据报文，UDP将数据报文传递到IP层时仍然划分为4个数据报片传送，本次传输前2个数据报片到达目的节点而后2个数据报片丢失。试问：在目的节点能否将收到的2次传输的4个数据报片组装成为完整的数据报？假定目的节点第1次收到的后2个数据报片仍然保存在目的节点的缓存中。

【参考答案】

不可以。因为重传时，IP数据报的标识字段会重新给出，因此，这2次传输的数据报文的标识符不同。而在目的节点组装数据报片时，仅当标识符相同的IP数据报片才能组装成一个IP数据报。前2个IP数据报片的标识符与后2个IP数据报片的标识符不同，因此不能组装成一个IP数据报。

4．TCP为什么使用3次握手来建立连接？

【参考答案】

3次握手完成两个重要的功能，既要双方做好发送数据的准备工作（双方都知道彼此已经准备好）也要允许双方就初始序列号进行协商，这个序列号在握手过程中被发送与确认。握手信息若丢失，则可能发生死锁。B给A发送连接请求分组，A收到分组并发送确认应答分组已经成功建立，可以开始发送数据分组。若A发给B的应答分组丢失，则B将认为连接还未建立成功确认应答分组。而A发送给B的数据分组将超时并且A将重复发送同样的分组，这样形成一死锁。

5．为什么在TCP首部最开始的4个字节是TCP的端口号？

【参考答案】

在ICMP的差错报文中要包含紧随IP头部后面的8个字节的内容，让在TCP头中的最开始的4个字节是TCP的端口号，就可以在ICMP的差错报文的上述8个字节中有TCP的源端口和目的端口。当发送IP分组的源收到ICMP差错报文时需要用这两个端口来确定是哪个应用的网络通信出了差错。

6．在使用TCP传送数据时，如果有一个确认报文段丢失了，也不一定会引起与该确认报文段对应的数据的重传。试说明理由。

【参考答案】

这是因为发送方可能在还未重传时就收到了对更高序号的确认。例如主机A连续发送两个报文段：（SEQ=92，DATA共8字节）和（SEQ=100，DATA共20字节），均正确到达主机B。B连续发送两个确认：（ACK=100）和（ACK=120）。但前者在传送时丢失了。假如A在第一个报文段（SEQ=92，DATA共8字节）超时之前收到了对第二个报文段的确认（ACK=120），此时A知道，119号和在119号之前的所有字节（包括第一个报文段中的所有字节）均已被B正确接收，因此A不会再重传第一个报文段。

7．在主机1上的一个进程被分配端口x，在主机2上的一个进程被分配端口y。试问，在这两个端口之间是否可以同时有两条或更多条TCP连接？

【参考答案】

不可以。一条连接仅仅用它的套接口标识。因此，（1，x）一（2，y）是在这两个端口之间唯一可能的连接。

8．试分析为什么重置TCP连接释放可能会丢失用户数据，而使用TCP妥善释放连接方法可以保证用户数据不丢失？

【参考答案】

重置TCP连接释放可能会丢失用户数据，是因为应用程序已经交给传输实体的数据可能有一部分没有发送完，仍然在缓冲区中等待；已经被传输实体发送出去的数据可能有一部分还在网络中传送，没有到达接收方；已经到达接收方传输实体的数据也可能仍然存在于其缓冲区中，尚未能够递交给应用进程。在这样情况下的非正常中止，突然释放供连接使用的所有相关资源，就可能会丢失用户数据。而TCP连接的妥善释放在通信的两个方向上分别进行，让双方把需要发送的数据都发送完再启动释放过程；而且，在任一方向上，发出释放请求的一方必须在得到对方的确认后才能完成在该方向上的释放。因此，使用TCP的妥善释放连接方法就可保证不丢失数据。

9．试画图说明TCP连接建立的3次握手机制。

【参考答案】
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TCP连接建立采用三次握手机制，握手次数是指客户和服务器之间交换报文的次数，TCP连接建立的三次握手过程如图所示。
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10．试画图说明TCP慢启动机制。

【参考答案】

慢启动传输过程示意图如图所示。

11．试画图说明TCP滑动窗口机制。

【参考答案】

假定主机A和主机B通信，主机A向主机B发送数据，主机B给出确认。主机A维护发送窗口，主机B维护接收窗口，同时主机B发送给主机A通告窗口。图给出了主机A根据主机B给出的通告窗口值构造自己的发送窗口大小。现假定A收到了B发来的确认报文段，其中窗口是20（字节），而确认序号是31（表明B期望收到的下一个序号是31，而序号30以前的数据已经收到）。根据这两个数据，A就构造出自己的发送窗口，其位置如图所示。
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假定A发送了序号为31~41的数据，发送窗口位置并未改变（但发送窗口内靠后面有11个字节（灰色小方框）表示已发送但未收到确认，而发送窗口内靠前面的9个字节（42~50）是允许发送但尚未发送的数据。如图所示。
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