**Требования**

1. Использование собственных защищённых каналов связи

2. Шифрование каналов связи

3. Возможность выбора сценария нанесения ядерных ударов

4. Настройка сценариев

5. Верификация действий ежедневно обновляемыми кодами безопасности

6. Система обновления кодов безопасности

7. Система экстренного оповещения

8. Система мониторинга вооружения

9. Моделирование сценариев

10. Повышенное требование к безопасности

**Вопросы**

1. Чем отличаются первый и второй пункты?

2. Какие используются каналы связи?

3. Как работает система верификации кодами безопасности?

4. Что подразумевается под повышенными требованиями безопасности?

5. Зачем рассчитывать данные на клиенте?

6. Моделирование сценариев должно происходит на клиенте?

7. Как происходит экстренное оповещение?

8. Система проверки кодов безопасности должна выполняться сервером?

9. Программа будет использоваться на переносимом устройстве?