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# 界面功能需求

## 核心功能是支付 下单 查单 回调

，左侧菜单菜单项是用户管理，代理管理，管理员管理，资金账变，资金操作，订单管理，渠道管理，产品管理，上游管理。系统配置

列表字段是 支付渠道，拉单笔数，成功笔数，成功率，下单金额，成功金额，手续费。

商户管理的页面列表。字段是商户编号，用户名，通道名称及编号，总代收金额，总提现金额，总代付金额，总代收usdtt，总提取usdt，是否禁用，最后登录时间，历史登录IP，操作。

代收资金订单列表页面。字段是时间日期，系统订单号，商户订单号，商户编号，商户名称，收款类型，收款通道，金额，实际金额，手续费，订单状态，是否回调。操作

通道列表，页面字段是编号，类型，名称，接入编号，接入手续费率，是否开启，创建时间，更新时间，操作。

管理员管理列表，，字段是编号，用户名，职位，是否开启谷歌验证码，创建时间，更新时间，操作。

通道总表（列表页面），字段是编号，类型，通道名称，接入编号，总入金额，手续费，实际金额，总提款，我要提款，提款记录，通道余额，是否开启，创建时间。

# 对接sdk

|  |  |  |
| --- | --- | --- |
|  | java php c# go | 20 |

# 对接文档 openapi

# kms密钥管理

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| kms密钥管理 | 密钥生成，加密，解密等 |  |  |  |

# 会话管理

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 会话管理 + | token签发，拉黑，洗白，注销，强制登出 |  |  |  |
| 会话管理 + | 多因子认证 |  |  |  |
|  | 展示在线管理员，强制退出、限制多设备登录等功能 |  |  |  |

# IM模块

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| im模块 | mfa验证接收，安全通知等 |  |  |  |
|  | 收发消息 |  |  |  |

# 审计日志

|  |  |  |
| --- | --- | --- |
| 审计日志 | 安全日志与审计 |  |
|  | 操作日志 |  |
|  | api接口审计日志 |  |
|  | 登录日志 |  |
|  | 重要参数变更记录 |  |
|  | WORM防篡改日志 |  |
|  | 签名区块链日志 |  |

# WORM合规留存

# siem模块部分接入，安全信息事件管理

核心重要业务事件接入siem

# 预警模块

|  |  |  |
| --- | --- | --- |
| 预警机制 | 定义若干异常点，预警通知 |  |
|  | 预警机器人 |  |
|  | 监控埋点 |  |

## 自动化响应 封禁IP/冻结账号 等措施

# 数据一致性

|  |  |  |
| --- | --- | --- |
| 数据一致性 |  | 防止错乱 |
|  |  | 聚合统计 |
|  |  | 异步补偿 |
|  |  | 幂等处理 |
|  |  | 强一致机制锁 |
|  |  | 数据回写补偿 |
|  |  | 数据版本控制 |

# 安全需求

## 权限rbac模式

## Pam特权账号管理 动态授权，会话审计

## Mfa多元素认证

|  |  |
| --- | --- |
| 防刷库防止遍历 |  |
| 反爬 |  |
| 黑白名单 |  |
| 强密码策略密码强度校验 |  |
| 账号锁定机制 |  |
| 冻结期设计 |  |
| 设备指纹识别 |  |

## 防泄露，需要尽可能加密存储aes rsa等

## 分离存储

## 防xss 强检测模式

金融级别防护，遇到不合理输入检测不通过不入库。。从原头禁止存储不合理数据。。

不使用过滤机制，使用前置检测机制

## 防数据遍历拖库

数据id等不能以自动id模式，要是有uuid模式，防止遍历整个数据

## Crsf防护，使用jwt token等模式，不使用session cookie模式

## 防注入使用安全参数化api

Jpa mybatis参数化api等

## 防重放

## 防爆破攻击 适当限流频控

## 数据脱敏令牌环

## Soar安全编排自动化响应 安全告警自动化处理

## Ueba用户实体行为分析，，检测异常用户行为

# 防篡改

## 权限细化

## 三方篡改，使用签名模式

## 运维等内部渗透存储篡改防止

要使用不可篡改的日志记录

## 防止替换回滚攻击

# 其他金融合规需求

# 稳定性 性能 维护性需求 略