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Abstract:

Work From Home: 3 words that embody the radical shift most of us have been confronted with in the last year.

At an enterprise level, the novelty of the pandemic alongside the lackluster communication at the governmental level has induced multiple delays which have snowballed into the emergence of new risks – logging into company infrastructure from an unsecured platform or without a VPN, for example. If these risks come to pass, they constitute threats to business continuity, threats that a year ago were most likely not in most threat models.

By working off of real-world examples, we will embark on an adventure where we show some of the risks that came to pass, and what we can learn from them to ensure business continuity for when the zombies rise from their graves or something.

Outline:

- Introduction:

Giving a broad timeline of events and industries that are concerned. Specifying the notions of business continuity, risks and threats.

- Emerging constraints:

Giving an overview of the more frequent forced changes to work habits and the effect on people, infrastructure and overall security.

- Varying faceplants:

Through public examples, show the diversity of problems that have emerged and what effect they had in quantifiable metrics (losses, layoffs, ...)

- Lessons for future threat models:

Compiling subsets of risks and their sources in order to derive threat models for the next big thing, whilst staying in the realm of (relative) sanity.

- Conclusions:

Recap of what we want to avoid and why, in the tone of C(-suite execs) major.

https://www.instituteforgovernment.org.uk/sites/default/files/timeline-lockdown-web.pdf