E)

Login

Endpoint: /IAuthService/Login  
Formato: Json  
Cabecera entrada: -  
Cabecera salida: -  
Método http: post

Estructura input:

{

"user": "exampleUser",

"password": "examplePassword"

}

Estructura out:

{

"token": "eyJhbGciOiJIUzI1NiIsInR5cCI6IkpXVCJ9"

}

Estructura de datos ERR:

{

"type": "error",

"description": "Invalid username or password"

}

Logout

Endpoint: /IAuthService/Logout  
Formato: Json  
Cabecera entrada: -  
Cabecera salida: -  
Método http: post

Estructura input:

{

"token": "eyJhbGciOiJIUzI1NiIsInR5cCI6IkpXVCJ9"

}

Estructura out:

{

"status": true

}

Estructura de datos ERR:

{

"type": "error",

"description": "Invalid or expired token"

}

ValidateToken

Endpoint: /IAuthService/ValidateToken  
Formato: Json  
Cabecera entrada: -  
Cabecera salida: -  
Método http: get

Estructura input:

{

"token": "eyJhbGciOiJIUzI1NiIsInR5cCI6IkpXVCJ9"

}

Estructura out:

{

"valid": true

}

Estructura de datos ERR:

{

"type": "error",

"description": "Token validation failed"

}