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# 1 项目背景

{{s1}}

## 1.1 国家政策法规要求

1. 《中华人民共和国网络安全法》；
2. 《中华人民共和国密码法》；
3. GB/T 39786-2021《信息安全技术 信息系统密码应用基本要求》；
4. GB/T 22239-2019《信息安全技术 网络安全等级保护基本要求》；
5. GB/T 25070-2019《信息安全技术 网络安全等级保护安全设计技术要求》；
6. GB/T 28448-2019《信息安全技术 网络安全等级保护测评要求》；
7. GB/T 25058-2019《信息安全技术 信息系统安全等级保护实施指南》；
8. GB/T 28449-2018《信息安全技术 网络安全等级保护测评过程指南》；
9. GB/T 36627-2018《信息安全技术 网络安全等级保护测试评估技术指南》；
10. GB/T 22240-2020《信息安全技术 网络安全等级保护定级指南》；
11. GB/T 38541-2020《信息安全技术 电子文件密码应用指南》；
12. GB/T 38556-2020《信息安全技术 动态口令密码应用技术规范》；
13. GB/T 33560-2017《信息安全技术 密码应用标识规范》；
14. GB/T 37092-2018《信息安全技术 密码模块安全要求》；
15. GM/T 0115-2021《信息系统密码应用测评要求》；
16. GM/T 0116-2021《信息系统密码应用测评过程指南》；
17. GM/T 0054-2018《信息系统密码应用基本要求》；
18. 《信息系统密码应用高风险判定指引》
19. 《商用密码安全性评估FAQ（第二版）》
20. 《商用密码应用安全性评估量化评估规则（2021）》
21. 《政务信息系统密码应用与安全性评估工作指南》
22. 《中华人民共和国电子签名法》；
23. 《关键信息基础设施安全保护条例》；
24. 《网络安全等级保护条例（征求意见稿）》；
25. 《关于贯彻落实网络安全等级保护制度和关键信息基础设施安全保护制度的指导意见》；
26. 《商用密码应用安全性评估管理办法（试行）》；
27. 《国家政务信息化项目建设管理办法》国办发【2019】57号；
28. 《国家密码管理局关于请进一步加强国家政务信息系统密码应用与安全性评估工作的函》国密局函【2020】119号；

## 1.2 密码应用现状

如何合规、正确、有效使用商用密码，充分发挥商用密码在保障网络安全的核心技术和基础支撑作用，关乎国家大局、关乎网络空间安全、关乎用户隐私，然而当前密码安全形势严峻，商用密码应用现状不容乐观，主要存在密码应用不广泛、密码应用不规范和密码应用不安全等问题。

{{sysname}}密码应用建设充分考虑建立健全网络和信息系统密码保障体系的必要性，完善密码基础设施，提升密码适用管理水平，推进密码在重要领域系统身份认证、安全隔离、信息加密、信息数据保护等方面的应用，实现密码应用安全工作全面展开迫在眉睫。

然而当前{{sysname}}平台中存在广泛的安全隐患。如，系统设计初期在网络通信方面采用HTTP协议或不合规的HTTPS协议访问，未对通信实体进行身份鉴别，未采取措施提供数据传输的机密性和完整性保护；设备计算安全方面通过账号口令登录系统进行运维管理；在应用数据方面使用账号口令或动态验证密码实现应用登录验证；应用数据未使用加密技术加密存储。{{sysname}}平台整体现状未涉及商用密码安全应用。

## 1.3 项目实施的必要性

为贯彻落实《密码法》关于信息系统密码应用的要求，结合《国家电子政务建设指导意见》，决定对{{sysname}}进行密码应用方案设计，进一步加强重要基础设施的安全防范能力，提高运行保障水平，确保重要信息系统安全稳定运行，防止敏感信息泄露。

通过对{{sysname}}的现状和密码应用需求进行分析，依据GB/T 39786-2021《信息安全技术 信息系统密码应用基本要求》设计密码应用方案。

在网络安全上升到国家安全层面之后，{{sysname}}安全性要求，就成为了重中之重。{{sysname}}安全隐患主要分为两个层面：一是系统的安全，包括设备主机安全、中间件安全、操作系统安全、网络安全、应用安全等；二是数据的安全，在数据聚集化的趋势下，集中后的数据如何安全的存储、传输和使用也是个挑战。商用密码对于网络空间技术领域具有重要的基础性、引领性、关键性地位，特别是在数据加密、身份鉴别、访问控制、取证溯源等方面依然发挥着难以替代的重要作用。

到目前为止，密码技术仍是保障网络与信息安全最有效、最可靠、最经济的关键核心技术。通过基于密码技术的身份鉴别、信任管理、访问控制、数据加密、可信计算、密文计算、数据脱敏等措施，可以有效解决数据产生、传输、存储、处理、分析、使用等全生命周期安全问题，解决基础网络资源、信息设施、计算分析、应用服务、网络接入等全体系安全问题。

目前国际上通用的密码算法存在安全隐患，如RSA会被植入后门等，且使用的芯片大部分都是国外产品和技术，在我国尚未完成对这些核心技术控制的现状下，采用国产自主密码技术保障系统安全也成为必然的选择。

《中华人民共和国网络安全法》、《中华人民共和国密码法》（2020年1月1日正式施行）、《网络安全等级保护条例》的陆续颁布，及中央、地方的政策加强，进一步奠定了密码技术作为网络安全保护重要手段的地位。

因此，本项目的建设将切合国家网络安全政策要求，同时将有力地消除密码安全隐患，提升业务系统综合防护能力，保护国家和公共利益。