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（1）这个文件是根据[TCP/IP](https://www.baidu.com/s?wd=TCP%2FIP&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf) for Windows 的标准来工作的，它的作用是包含IP地址和Host name(主机名)的映射关系，是一个映射IP地址和Host name(主机名)的规定，规定要求每段只能包括一个映射关系，IP地址要放在每段的最前面，空格后再写上映射的Host name(主机名)。对于这段的映射说明用“#”分割后用文字说明。

**Hosts在Windows中是怎么工作的**

首先通过[DNS服务器](https://www.baidu.com/s?wd=DNS%E6%9C%8D%E5%8A%A1%E5%99%A8&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf)把[网络域名](https://www.baidu.com/s?wd=%E7%BD%91%E7%BB%9C%E5%9F%9F%E5%90%8D&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf)（[www.XXXX.com](http://www.XXXX.com)）解析成61.XXX.XXX.XXX的IP地址后，我们的计算机才能访问。对于每个域名请求，我们都要等待域名服务器解析后返回IP信息，这样访问网络的效率就会降低，而[Hosts文件](https://www.baidu.com/s?wd=Hosts%E6%96%87%E4%BB%B6&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf)就能提高解析效率。

根据Windows系统规定，在进行DNS请求以前，Windows系统会先检查自己的Hosts文件中是否有这个地址映射关系，如果有则调用这个IP地址映射，如果没有再向已知的DNS服务器提出域名解析。也就是说Hosts的请求级别比DNS高。

有哪些作用呢?

1.加快域名解析

对于要经常访问的网站，我们可以通过在Hosts中配置 域名和IP 的映射关系，这样当我们输入域名计算机就能很快解析出IP，而不用请求网络上的[DNS服务器](https://www.baidu.com/s?wd=DNS%E6%9C%8D%E5%8A%A1%E5%99%A8&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf)。

2.方便局域网用户

在很多单位的局域网中，会有服务器提供给用户使用。但由于局域网中一般很少架设DNS服务器，访问这些服务要输入难记的IP地址，对不少人来说相当麻烦。现在可以分别给这些服务器取个容易记住的名字，然后在Hosts中建立IP映射，这样以后访问的时候我们输入这个服务器的名字就行了。

3.屏蔽网站

现在有很多网站不经过用户同意就将各种各样的插件安装到你的计算机中，有些说不定就是木马或病毒。对于这些网站我们可以利用Hosts把该网站的域名映射到错误的IP或自己计算机的IP，这样就不用访问了。比如不想访问[www.XXXX.com](http://www.XXXX.com)，那我们在Hosts写上以下内容：

[127.0.0.1](https://www.baidu.com/s?wd=127.0.0.1&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf) [www.XXXX.com](http://www.XXXX.com) #屏蔽的网站

0.0.0.0 [www.XXXX.com](http://www.XXXX.com) #屏蔽的网站

这样计算机[解析域名](https://www.baidu.com/s?wd=%E8%A7%A3%E6%9E%90%E5%9F%9F%E5%90%8D&tn=SE_PcZhidaonwhc_ngpagmjz&fenlei=mv6quAkxTZn0IZRqIHckPjm4nH00T1Y3njcduW9-nH63PH0sPWF90ZwV5Hcvrjm3rH6sPfKWUMw85NP7gdKWyh9GuA7EUMICmdq8uLK9uvdJX6K1TL0qnfK1TL0z5HD0IgF_5y9YIZ0lQzqlpA-bmyt8mh7GuZR8mvqVQL7dugPYpyq8Q1D4rjnYnW6Lrf)就解析到本机或错误的IP，达到了屏蔽的目的。

4.顺利连接系统

对于Lotus的服务器和一些数据库服务器，在访问时直接输入IP地址那是不能访问的，只能输入服务器名才能访问。那么我们配置好Hosts文件，这样输入服务器名就能顺利连接了。

最后要指出的是，Hosts文件配置的映射是静态的，如果网络上的计算机更改了请及时更新IP地址，否则将不能访问。

（2）

<https://blog.csdn.net/tanga842428/article/details/53078643>