В файле **httpd.conf** строка **ServerTokens Prod**  - отключает показ версии сервера

**CSRF** – создать в форме невидимое поле с типом hidden и вписать в value соль или токен, и те же данные вписать в сессию, в итоге только отправляя форму с этой страницы можно получить верные данные, в ином случае крашнуть код. Эта штука защищает пользователя от сторонних атак, если на чужом сайте в action формы вписать нужную страницу, то значения подставиться, с помощью этой защиты кражи можно избежать

**CSS** – через строку пробить кусок js кода и спереть куки

**Brute-force** – перебор паролей

**Zero-day** – один узнал баг – все его знают, постоянно обновляться

**Backdoor** – в чужих кодах могут быть вирусы, которые дадут владельцам часть твоего кода

**FRAUD** – спереть данные с карточки и купить что-то в другом онлайн магазине, в итоге владелец карточки вернет деньги себе, а продавец потеряет

**POODLE**

**BEAST**