**自宅テレワーク時の情報セキュリティ保持に関する誓約書**

富士通株式会社　御中

2021年　　　月　　　日

所属部署名：

氏名：　　　　　　　　　　　　　　　　　　印

東京海上日動火災保険株式会社（以下、お客様）に関する業務「東京海上日動プロジェクト」を自宅テレワークにて実施するに際し、「受託者用情報管理要領」、「受託者用情報管理要領ガイドライン」、「金融機関向け業務受託時のセキュリティ遵守事項」、プロジェクト独自セキュリティ規約、お客様セキュリティ規約に加えて、次の事項を遵守することを誓約します。

1. 自宅テレワークにおける作業場所は、私の自宅内に限定し、いかなる場合でも自宅外でのテレワークは実施しません。
2. 自宅テレワーク実施時は、同居家族に対しても画面のぞき見などを防止する措置をとり、お客様秘密情報の秘匿に努めます。
3. Web会議、電話などで業務遂行に関わる会話を行う際には、情報の漏洩を防止する措置をとり、お客様秘密情報の秘匿に努めます。
4. 自宅テレワークにて使用するPCは、会社支給された業務用PCもしくは自宅PCからの全社仮想デスクトップサービス環境に限定します。
5. 自宅テレワークにて扱う情報資産については、プロジェクトにて準備されたインターネット版Project Webに保存することとし、テレワークで使用する社給PCのローカルディスクには一切保存しません。プロジェクト終了時にはデータが保存されていない旨を証明します。
6. 自宅テレワークにて扱う情報資産については、自宅内プリンタでの印刷、自宅内の他デバイスへの転送など、インターネット版Project Web外に取り出す行為を一切行いません。
7. 別途プロジェクトより提示される自宅テレワーク実施におけるプロジェクト内運用ルールを遵守します。
8. 自宅テレワークの実施期間は、お客様と富士通で合意した実施期間の範囲とします。
9. 自宅テレワークで利用するネットワークはFreeWifi等の信頼性のないネットワークは利用しませ

ん。また自宅内無線LAN環境を使用する場合は、認証と暗号化方式の通信を使用します。

以　上