# Informe de evaluación de riesgos de seguridad

|  |
| --- |
| **Parte 1: Selecciona hasta tres herramientas y métodos de reforzamiento a implementar** |
| 1. Implementar la Autenticación en Múltiples Factores (MFA) 2. Implementar políticas de Contraseñas Seguras 3. Implementar políticas de Firewall |
|

|  |
| --- |
| **Parte 2: Explica tus recomendaciones** |
| 1. La Autenticación en Múltiples Factores aumentará significativamente la seguridad de las cuentas de los trabajadores de la organización, actuando como una barrera muy difícil de vulnerar para los atacantes. 2. La política de Contraseñas Seguras resultará clave debido a las vulnerabilidades relativas a las contraseñas débiles. Medidas como elevar el número mínimo de caracteres a 10, junto con incluir una mayúscula, además de uno o varios números, elevará increíblemente la dificultad de ataques por fuerza bruta. Esto, sumado a la detección y detención de eventos sospechosos, como un intento de inicio de sesión fallido y constante en un corto tiempo permitirá mitigar de manera efectiva este tipo de ataques. 3. Ajustar correctamente los Firewalls de la organización es crucial debido a la información altamente sensible que maneja. Será determinante restringir cualquier acceso exterior a los activos clave de la empresa, por lo que se recomienda encarecidamente configurar activamente cada Firewall según los requerimientos específicos y la infraestructura de la red interna de la organización. |