Literature Review

Windows Services

Definition

Microsoft Windows services, also known as NT services, help user to create long-running executable applications running in the background as long as the Windows session is live. Windows services can be started, paused and stopped automatically whenever the PC boots up or otherwise. Since these services do not operate with a user interface, it makes them ideal to run on servers or mainframes. These services act as long running scripts executing commands. Windows services can also be run on a specific User account. They can be managed by employing Windows Service Manager. Since they run on the Operating System level, the services must have proper security clearances.

Basic Features

* + All services must be installed on the System or User level before being started.
  + Windows Services run in a different security context from any other program
  + .NET framework does not allow the services to interact with the interactive sessions of the User.
  + A service can exist in one of three basic states: running, paused or stopped. A service can exist in its running state indefinitely until it is either stopped or paused or until the computer shuts down.

Types

There are two broad categories of Windows Services. Services that are the only service in a process are assigned Win32OwnProcess whereas the ones that share a process with one or more services are assigned Win32ShareProcess.

Architecture

Any Windows service application inherits from System.ServiceProcess.ServiceBase class. The service can utilize the following methods in order to articulate the basic functionality of a background process:

* OnStart
  + Actions to be taken when the service starts. It can either be a call to another method or can contain the business logic of the application.
* OnPause
  + Actions to be taken when the service is paused either manually or programmatically.
* OnStop
  + Actions to be taken when the service is stopped either manually or programmatically.
* OnContinue
  + Actions to be taken when the service restarts from after being paused.
* OnShutdown
  + Actions to be taken when the PC is shutting down, if the service is running then.
* OnCustomCommand
  + Actions to be taken when the service returns a custom command.
* OnPowerEvent
  + Actions to be taken when a power management event is received, such as a low battery or suspended operation.

The ServiceBase class’s Run method must also be called in order to initiate the process of the service. In order to be able to install the service and furthermore run it, the service class must also inherit System.ServiceProcess.ServiceProcessInstaller. By overriding its methods the program can add executable classes that are used further. Services can be run directly from this class by calling appropriate post installation event handlers.

The service is installed onto the system by a .NET utility called InstallUtil.exe . This executable file uses the classes created above and loads the service onto the system. If not left to be manual, the service starts after the installation as coded in the post installation event handers.

Windows Communication Foundation

Definition

Windows Communication Foundation or WCF is a framework for designing services that can communicate with other processes or services by sending asynchronous data among themselves. WCF services can be hosted in a variety of processes. For most common uses, WCF services are hosted in a Windows service or under Internet Information Services (IIS).

Terminology

* **message**
  + self contained unit of data with a header and a body
* **endpoint**
  + construct that assists in sending or receiving messages. It comprises a location (an address) that defines where messages can be sent, a specification of the communication mechanism (a binding) that described how messages should be sent, and a definition for a set of messages that can be sent or received (or both) at that location (a service contract) that describes what message can be sent. A WCF service is exposed via these endpoints. Each endpoint can have a function associated on its end.
* **address**
  + the location where messages are received and is specified as Uniform Resource Identifier or URI. This can be integrated with HTTP or TCP/IP protocols. A WCF service must have a unique endpoint address in order for it to function calmly.
* **binding**
  + definition of how the endpoint communicates with the world. It is constructed by a set of components called binding elements that "stack" on each other in order to produce a communication infrastructure. A binding defines the transport protocol; security protocol and the encoding used being used in the data communication. There are four major System-Provided bindings viz.
    - BasicHttpBinding: HTTP protocol binding used majorly in letting ASMX-based web services communicate with the WCF service.
    - WSHttpBinding: interoperable binding used in letting web services of all types communicate with the WCF service.
    - NetNamedPipeBinding: connects with WCF endpoints on the same machine.
    - NetMsmqBinding: connects with WCF endpoints using queued message connections.

* **binding element**
  + component of the communication stack in the binding. Can detail the communication protocol, encoding or security context of the address.
* **behaviors**
  + component that controls the various run-time aspects of the service. Behaviors are grouped according to the scope. Common behaviours affect all components whereas specific ones do not.
* **service operation**
  + procedure that defines functionality of the service. It can have multiple arguments and can return data of any type.
* **service contract**
  + ties together operations into one bed. It defines the namespace and other service level settings. It is a required component of the class.
* **operation contract**
  + defines the parameters and return type of each service operation in the service using System.ServiceModel.Web namespaces like WebInvoke. Return type, method to do so, body style of the returned value and the URI extension are mentioned.
* **hosting**
  + WCF service must be hosted in some process. The host controls the lifetime of the service. Services can be self-hosted or managed by Windows Services, IIS etc.
* **client application**
  + program that exchanges messages with the WCF service. This can either be a web page or another service for that matter.
* **security**
  + In WCF, includes confidentiality (encryption of messages to prevent eavesdropping), integrity (the means for detection of tampering with the message), authentication (the means for validation of servers and clients), and authorization (the control of access to resources). These functions are provided by either leveraging existing security mechanisms, such as TLS over HTTP (also known as HTTPS), or by implementing one or more of the various security specifications.
* **transport security mode**
  + confidentiality, integrity, and authentication are provided by the transport layer protocols. Despite being robust, “man-in-middle” attacks can be a worry.

Architecture