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**Задание:**

Разработать программу, реализующую алгоритм согласования ключей Диффи-Хеллмана на примере общения двух абонентов.

**Решение:**

|  |
| --- |
| 1. Генерируется число для расчёта P = 11 |
| 1. Генерируется А, такое что 1<A<10 А = 5 |
| 1. Пользователь 1 генерирует секретное число 9 |
| 1. Пользователь 1 вычисляет y1 = 9 |
| 1. Пользователь 2 генерирует секретное число 8 |
| 1. Пользователь 2 вычисляет y2 = 4 |
| 1. Пользователи обмениваются y |
| 1. Пользователь 1 считает ключ 3 |
| 1. Пользователь 2 считает ключ 3 |
| 1. Ключи равны |

**Вывод:**

После выполнения описанного алгоритма абоненты получили один и тот же ключ.