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**Задание:**

Разработать программу, реализующую алгоритм RSA

**Решение:**

Генерируется простое число P: 11

Генерируется второе простое число Q: 13

Вычисляется N= 143

Вычисляется f= 120

Вычисляется d= 97

Вычисляется e= 433

Вводится сообщение: 567 и отправляется на сервер

Сервер получает закодированное сообщение =['135', '19', '72'], e=433 и N=143. И расшифровывает его

Клиент получает ['5', '6', '7']

**Вывод:**

Клиент и сервер успешно сгенерировали одинаковые ключи и проверили их, не обмениваясь ими.