|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Escena  **VIDEO 1** | Momento | Voice Off | Texto en pantalla | Acciones |
| 1 | Inicio | **Seguridad de la Información. Buenas prácticas.**  El siguiente video es el primero de una serie enfocada en compartirte las recomendaciones de seguridad más importantes a implementarse dentro y fuera de tu organización.  **Empecemos** | LOGO DE S4B  **Seguridad de la Información. Buenas prácticas.**  (TÍTULO) | Animación del logo y sobre fondo blanco aparece el título del curso. |
| 2 | Título del video | Situación: Cafetería local | Situación: Cafetería local | Fondo blanco |
| 3 | Aparece la cafetería |  |  | La cafetería empieza a aparecer |
| 4 | Inician las recomendaciones | **El uso de dispositivos móviles tiene asociados ciertos riesgos**. |  | Señal de alerta en los dispositivos de los comensales de la cafetería |
| 5 |  | Ten cuidado con las redes wifi-libres.  Las Redes wifi y otras redes de acceso libre **NO** son seguras.  Navega de forma segura, revisa que los sitio web a los que accedes utilicen https.  Antes de conectarte a una red, asegúrate de que sea legítima, los estafadores crean redes “Falsas” y “Suplantadas”, para engañar a los usuarios. | Ten cuidado con las redes WiFi-Libres.  Navega de forma segura  Antes de conectarte a una red, asegúrate de que sea legítima | Señales de WIFI con símbolos de peligro.  Barra de navegación en Internet  En un listado de las redes disponibles que detecta el dispositivo, algunas tienen signo de peligro |
| 6 |  | Descarga sólo aplicaciones confiables. Es importante revisar el desarrollador, las reseñas y las características antes de descargar cualquier aplicación.  Antes de “Registra visita”, piénsalo dos veces. Estas actividades en redes sociales pueden revelar tus hábitos a los estafadores.  Oculta tu información confidencial de la gente que está a tu alrededor.  Ten cuidado con tu entorno. Mantén tus dispositivos móviles contigo en todo momento, un portátil, un teléfono o una tableta se pueden robar fácilmente. | Descarga sólo  Aplicaciones confiables.  Antes de “Registrar visita”, piénsalo dos veces.  Oculta tu información confidencial  Mantén tus dispositivos móviles contigo en todo momento. | Proceso de descarga en una tienda de aplicaciones  Pantalla de redes sociales  Usuario en estado de alerta, cuidando de sus dispositivos |
| 7 | Cierre | Ahora toca poner en práctica estas recomendaciones para proteger tus dispositivos y tus datos en lugares públicos. |  | De nuevo aparece la toma general de la cafetería, pero las señales de alerta cambian por escudos y candados. |
| 8 | Evaluación | ¿Préstate atención? Llegó la hora de demostrarlo.  Preparamos algunas preguntas basadas en un incidente de seguridad real que pondrán a prueba lo que aprendiste. | ¿Préstate atención? | Animación de exámenes o signos de interrogación. |
|  |  |  |  |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Escena  **VIDEO 2** | Momento | Voice Off | Texto en pantalla | Acciones |
| 1 | Inicio | **Seguridad de la Información. Buenas prácticas.**  Continuamos con la serie de videos enfocada en compartirte las recomendaciones de seguridad más importantes a implementarse dentro y fuera de tu organización.  **Empecemos** | LOGO DE S4B  **Seguridad de la Información. Buenas prácticas.**  (TÍTULO) | Animación del logo y sobre fondo blanco aparece el título del curso. |
| 2 | Título del video | Situación: Entorno Corporativo | Situación: Cafetería local | Fondo blanco |
| 3 | Aparece el Entorno Corporativo |  |  | El entorno corporativo hace su aparición (oficinas) |
| 4 | Inician las recomendaciones | **Garantiza la seguridad de los sistemas y datos corporativos** |  | Señales de alerta en los dispositivos de los oficinistas. |
| 5 |  | Hay varias situaciones potencialmente arriesgadas, a las que los empleados podrían enfrentar cualquier día.  No compartas información confidencial con extraños o colaboradores no autorizados.  Esto aplica también para los documentos, archivos, planes y otros datos confidenciales, no los dejes a la vista pública.  Y por supuesto, mantén tus credenciales de inicio de sesión privadas, no las compartas en ninguna circunstancia. | No compartas información confidencial | Bajo una señal de “prohibido”, dos colaboradores hablan sobre información confidencial  Bajo una señal de “prohibido”, un colaborador deja documentos en un escritorio, mientras otro se percata.  Pantalla de inicio de sesión |
| 6 |  | Utiliza protecciones físicas y técnicas. Bloquea tus sistemas y guarda los dispositivos en un sitio seguro cuando tengas que ausentarte de tu mesa.  Utiliza contraseñas complejas para cada una de tus cuentas, sin repetirlas.  Destruye los documentos que contengan datos confidenciales cuando ya no los necesites.  Siempre utiliza cifrado para guardar o compartir archivos que contengan información confidencial.  Ten cuidado con las técnicas de ingeniería social. Los estafadores pueden utilizar diferente tipo de tecnología para llevar a cabo su cometido.  Phishing, correo electrónico: piensa dos veces antes de hacer clic, incluso si se trata de mensajes y archivos adjuntos de remitentes conocidos.  Smishing, mensajes de texto SMS: un enlace peligroso puede estar detrás de un mensaje inofensivo.  Vishing, llamadas telefónicas: haciéndose pasar por alguna institución bancaria, de gobierno o hasta por un familiar, podrán obtener tus datos confidenciales con tan sólo una llamada. | Utiliza protecciones físicas y técnicas  Utiliza contraseñas complejas  Destruye los medios de almacenamiento que ya no necesitas  Siempre utiliza cifrado si se trata de información confidencial  Ten cuidado con las técnicas de ingeniería social  Phishing, correo electrónico.  Smishing, mensajes de texto SMS.  Vishing, llamadas telefónicas. | Un colaborador bloquea su pantalla, después procede guardarla o colocarle un candado.  Usuario: juan.roja  Contraseña: RwjUodfs803&#?  Trituradora  Cifrado tecnológico  (Ejemplos: <https://www.youtube.com/watch?v=UW73wlzfpoI> |
| 7 | Cierre | No olvides que tus acciones tienen un impacto en tu entorno corporativo, un descuido puede vulnerar la seguridad de los dispositivos y sistemas de tu empresa. |  | De nuevo aparece la toma general del entorno corporativo, pero las señales de alerta se intensifican y todo empieza a colapsar. |
| 8 | Evaluación | ¿Préstate atención?  Llegó la hora de demostrarlo.  Preparamos algunas preguntas basadas en un incidente de seguridad real que pondrán a prueba lo que aprendiste. | ¿Préstate atención? | Animación de exámenes o signos de interrogación. |
|  |  |  |  |  |