Preguntas

1. ¿Existen documentos de políticas de seguridad en la empresa?
2. ¿Tu empresa invierta presupuesto en ciberseguridad?
3. ¿Los empleados tienen la formación que necesitan para prevenir errores de seguridad informática?
4. ¿Los empleados son capaces de identificar un virus/malware?
5. ¿Conoces las aplicaciones y dispositivos extraíbles que utilizan en tu empresa?
6. ¿Gestionas el uso seguro de redes sociales y correo electrónico?
7. ¿Controlas los datos empresariales?
8. ¿Los empleados hacen un uso adecuado de las contraseñas y datos personas?
9. ¿Tus empleados conocen los riesgos de uso de redes wifi-públicas?
10. ¿Controlas la seguridad de todos los usuarios empresariales?
11. ¿Cuentas con un plan de prevención de riesgos informáticos?
12. Los ordenadores de su empresa, ¿tienen instalado antivirus?
13. El antivirus que tienen instalado (si es el caso), ¿está actualizado con las últimas definiciones?
14. ¿Se realiza un mantenimiento informático periódico sobre los ordenadores de la empresa?
15. ¿Se utilizan programas de descarga de archivos de usuario (música, películas, programas...)?
16. ¿De cuántos ordenadores dispone su empresa?
17. ¿Disponen de servidor central de datos en su empresa?
18. Si su empresa tiene conexión sin cables (WIFI), ¿utiliza las medidas de seguridad pertinentes para proteger dicha conexión?
19. ¿En su empresa se trabaja desde algún ordenador externo, por conexión vía Internet?
20. ¿Los ordenadores de trabajo tienen datos de la empresa almacenados dentro de su disco duro?
21. ¿Se realiza copia de seguridad de los datos de la empresa?
22. En caso de que se realice copia de seguridad, con qué frecuencia
23. ¿Dispone de alguna copia de seguridad (CD / DVD / ...otro) fuera de la empresa?
24. ¿Se realiza un mantenimiento de las copias de seguridad de la empresa?
25. ¿Los programas que se utilizan en su empresa, que almacenan datos, cumplen con las características de seguridad de su empresa (incluyendo la LOPD)?
26. ¿Algún técnico es el encargado de instalar/desinstalar los programas y aplicaciones informáticas en su empresa?
27. ¿Existen acuerdos de confidencialidad con sus empleados en la empresa?
28. ¿Existe control y gestión de la asignación y uso de privilegios en entornos multiusos?