#### 设计（论文）的主要任务及目标

以智能手机、可穿戴设备为代表的移动便携式智能设备的普及，给一些以前极难处理的信息采集任务带来了极大的便利即群智感应系统。如智能交通、环境监测等需要大范围采集数据的任务，利用人群携带的智能设备中的传感器，在处理中心的协调下，可以快捷高效的完成。但由于现实环境中一些不利因素的存在，给群智感应系统的有效运作带来了困难，其中，群智系统中节点隐私信息的保护就是一项必须要克服的困难。当群智系统在采集信息到信息时，在反馈给处理中心时，往往需要附带上一些诸如节点所在位置、时间、节点标识等必要的但设计节点隐私的信息。这就带来了数据在传输和处理过程中可能泄露节点隐私信息的可能。这些信息一旦被恶意利用，则可能造成严重的后果。因此，在群智感应系统中，对节点隐私信息的保护是必不可少的任务之一。本次毕业设计的主要任务就是针对群智系统中的节点隐私信息的保护提出具体的设计以实现保护节点隐私及探测并排除恶意节点的目标。

1. **设计（论文）的主要内容：**

首先提出一个具体的群智感应系统模型，并在此模型中模拟实际的群智感应系统的运作。在此模拟的群智感应系统中设计一套完整的可以保护节点信息的数据加密和路由系统以确保节点的隐私信息不泄露。此设计中使用的模拟环境是道路信息的手机系统，在该系统中，有许多参与采集任务的节点。由于节点具有随机移动性，所以模拟中使用节点主动提出申请和主动传输数据的方式。节点采集到的信息首先并不上传，当其经过一个认为是安全的位置时，将数据交给此处的路由节点。而数据的加密方式，在节点加入系统时，直接与处理中心约定，每个节点都有自己的标识和与其他大多数节点不同的加密方式以防止信息泄露。并且还有为了防止信息被篡改而影响数据采集的有效性的处理机制，即当信息被篡改时，在保证信息未泄露的情况的，能快速探测出篡改信息的恶意节点并将其永久排除出系统。在采集完成后，处理中心在发布任务结果前还要做一些处理，将涉及特定节点的信息隐藏，而只发布那些有用的，但不涉及具体节点的数据。

1. **设计（论文）的基本要求：**

有效性：此设计必须能满足保护节点隐私信息不泄露的最低要求，并且能发现和排除系统中篡改路由信息的恶意节点。

效率性：在满足有效性的条件下，应尽减少对节点资源的占用，通过合适的方法，减少加密解密的数据处理量，缩短路由路径的长度。
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6. **进度安排：**

|  |  |
| --- | --- |
| 相关资料收集 | 1.15-1.28 |
| 需求分析 | 1.29-2.12 |
| 系统设计 | 2.19-2.25 |
| 模拟环境搭建 | 2.26-3.18 |
| 任务分发系统搭建 | 3.25-4.8 |
| 加密传输系统搭建 | 4.9-4.23 |
| 系统有效性和可用性测试 | 4.24-4.29 |
| 论文 | 4.30-5.6 |