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| Instructions for the Assessor | **Specifications of assessment:**  To achieve a satisfactory result in this assessment, students must successfully complete ALL tasks identified in the Marking Guide.  Gather evidence to demonstrate consistent performance in conditions that are safe and replicate the workplace. Noise levels, production flow, interruptions and time variances must be typical of those experienced in the cyber security field of work and include access to:   * project requirements   Ensure that students read and familiarise themselves with the Project Scenario provided and relevant files and/or resources before attempting the assessment.  **Level of Assistance Permitted:**  Teachers and tutors should be available in class, and accessible by email for students working from home. Staff cannot directly show students answers but support and guide them to complete tasks individually. Students with disability will receive reasonable adjustments.  **Interactions:**  Teamwork skills are essential in the IT industry therefore you should work in teams to consult and collaborate on practical activities. However, each student must complete the assessment tasks individually (unless indicated).  **Contingencies:**  Reasonable adjustment is available to students for a variety of reasons, including: disability, language, literacy and numeracy (LLN) problems or extenuating circumstances.  **Work, Health and Safety:**  The work environment should be assessed for safety prior to class. Special consideration should be taken regarding potential ICT related hazards such as tripping hazards, electromagnetic radiation, ergonomics, and posture. TAFE Queensland health and safety policies and procedures should be followed at all times. |
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# PART 1 Determining Project Context

* 1. 1.1 Analyse the project scenario presented and write down any questions you have about the project. Clarify with your assessor any doubts you have expressed in your questions. Submit the questions with your assessment.

1.2 Using the template provided, prepare a Project Charter/Project Brief for the Incident Response Project (IRP). The document shall not exceed ten (10) pages and shall include the following information:

1. Project purpose
2. Project scope and boundaries
3. Project objectives and expected outcomes (at least three (3) project deliverables)
4. Project methodology or approach
5. Details of key project milestones
6. Deliverables at least three (3) deliverables)
7. Timeline for completion of the project
8. A detailed work breakdown structure listing all required tasks
9. A summary of costs
10. A Gantt Chart
11. A statement outlining the major implications or business impact that cyber incidents have or could have on the organisation

# PART 2 Establishing Project Team

In this task, you must hold/attend a meeting to select team members for the Incident Response Team Exercise (IRTx) and assign roles, responsibilities, and activities within your team. You must also decide how the team’s performance will be measured. Management established the following guidelines for the exercise:

* Teams (Red\Blue) should consist of between four (2) and six (3) members
* There will be two student teams red and blue per group
  + Observer (purple) team will be the instructor
* Roles and responsibilities must be outlined for each member
* Your assessor will on the role of Project Sponsor / Manager
* Roles should include Quality Assurance Lead and Communications Lead
* A minimum of three (3) performance metrics must be used to evaluate team performance

2.1 Prepare a briefing report outlining:

1. Composition of the teams
2. Roles and responsibilities of members
3. Fundamental red, blue and purple team activities
4. Performance metrics

The briefing must also comply with the management guidelines listed earlier.

2.2 Submit the briefing report together with the minutes of the meeting in accordance with the Communication Strategy and Reporting Guidelines (PART 3)

# PART 3 Communication Strategy and Reporting Hierarchy

3.1 Using the template provided, prepare a communication plan for the Incident Response Project. The communication plan must address the following:

1. Purpose
2. Scope
3. Goals and Objectives
4. Communication roles
5. Communication tools and methods
6. Scheduling of meetings
   * Who will chair the meeting?
   * Who will take the minutes?
7. Frequency of meetings
8. Meetings reporting – Minutes and Agendas
9. Structure of meetings
   * Concept development meeting
   * Initial planning meeting
   * Mid-point planning meeting
   * Final planning meeting status reporting to project sponsor
     + Weekly meetings with the teacher
     + Final presentation outline
10. Plan Updates and Approval Record

# PART 4 Re-Evaluate the Current IRP

This part needs you to evaluate the current Incident Response Plan (IRP) provided. The plan must be assessed against the following sections from the NIST SP 800-61 Computer Security Incident Handling Guide:

* 2.3.2 – Plan Elements (pg. 8)
* 2.3.3 – Procedure Elements (pg. 8)

Your team will also need to document the potential business impacts of various cyber threats.

The team is to produce a document that makes recommendations to management on how to improve the current incident response plan.

Ensure that the document meets the following requirements:

* Is no longer than two (2) pages
* Is addressed to the Chief Security Officer
* Contains at least five (5) recommendations
* Each recommendation is justified
* Contains the components a CSOC and recommendations to implement a CSOC

# Part 5 Developing the IRP

In this part, the team will develop the IRP. This means that by the end of this part, the Incident Response Team Exercise (IRTx) will be ready to run, including all the necessary resources.

* The following are tasks that are required. However, the team may include other tasks as required:
* The parameters of the IRTx are established:
* Rules of engagement are developed
* Red Team playbook developed
  + Define the range of attacks to be used.
  + Methods of attack outlined / developed
  + Using software such as Kali Linux, Metasploit etc
  + Red team must include pre-prepared PCAP files (if required) in the SIEM
* Blue Team playbook developed
  + Services provided by the IRT are defined (such as Firewalls, IDS/IPS, End Point Protection, Network monitoring, Wireshark, etc)
  + Response handling plan for a range of incidents developed
  + Incident response reporting / communication process developed
  + Evidence collection and protection process developed
* Observer Team checklist developed
  + Evaluate Blue Team performance against processes developed (Note: Class Teacher to be the Observer Team)
* Resource Development
  + All playbooks, checklists, procedures have been developed and are ready for deployment / use
  + Virtual machines are obtained / created, checked, and configured for IRTx requirements
  + Prepared PCAP file installed
  + Manual injects developed and ready for use.
* The following planning cycle must be used (refer to the Cyber Exercise Playbook for descriptions) (Note: The Cyber Exercise Playbook is referenced throughout this task)

# Part 6: Stakeholder Status Report / Teacher Meeting

As for the communications plan, the team will need to give a stakeholder status report and meet with the project sponsor. These meetings can be combined as the project sponsor is also a project stakeholder.

Each week your team is required to provide a written project status report to the project stakeholder. This report must include, but is not limited to:

* Overall project status
* Milestone review – Actual vs Planned
* Issues and risks – What were the issues for the week and what was the risk/impact of these issues on the overall status?
* Timeline – Actual vs Targeted
* Work completed: Which tasks have been successfully completed. A link to a report template is provided below.
* Identify end user training needs

The meeting with your teacher is intended to be an informal meeting to ensure the team is working together and to provide support if required.

# Deliverables

1. Project charter based on the given template
2. Briefing report and meeting minutes to establish the project team
3. Communication plan based on the given template
4. Recommendation to IRP
5. Updated IRP
6. Weekly status reports

# Documentation requirements are as follows:

* Written report format is appropriate
* Document is logically organised
* Written language is appropriate for the communication purpose
* Each team member has signed off on the report
* Reports were submitted on time

**End of Assessment**