Guión:

Intro (30 seg):

* Somos Low Profile
* Integrantes
* Participación de cada uno
* Qué hacemos¿¿¿???
* ¿Por qué es relevante?

Problema (45 seg):

* Tenemos login con verificación en 2 pasos
* Queremos automatizar ingreso de token generado por una aplicación cualquiera en el segundo paso
* Entusiasmar a la gente a tener verificación en dos pasos
* Brindar practicidad
* Ataca la necesidad de protección adicional de datos en la época actual

Solución (60 seg):

* Pedido de token por conexión USB
* Transferencia de un archivo generado al momento de la conexión
* Llenado automático del campo token
* Ingreso a la página
* Eliminación de tarea tediosa
* Ahorro de tiempo
* Intuitivo

Tecnologías utilizadas (30 seg):

* Python
* VSC
* GitHub
* ChatGPT
* Flask
* Beeware
* ADB
* Motivación y aporte (De los frameworks elegidos)

Mercado y usuarios (30 seg??):

* ###Todos los clientes del banco
* Empresarios

Cierre:

* Facilidad
* Globalidad
* Consejos de mejora
* Inviertan
* Agradecer por el tiempo y la oportunidad

Posibles preguntas:

* ¿Qué sucede si tengo demasiadas cuentas en el authenticator? Contemplado hacer que baje automáticamente.
* ¿Qué sucede si conecto el USB antes de ingresar? No detecta el dispositivo