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# Document Description

*<Add description of this document, including*

* *Background*
* *Purpose*
* *Scope*
* *Etc.*

*>*

## API - <API Name>

*<description of this application, including API provider and API consumer. If there are some special requirements to provider or consumer, please highlight at here.>*

*Note:*

*There are some styles can be reused:*

1. *For URL or HTTP method, you can use style “API URL”*
2. *For request or response headers in example, you can use “Req Header”*
3. *For request or response body in example, you can use “Req Body”*
4. *For parameter name in table, you can use “parameter”*
5. *For enum value or constant in table or description, you can use “Para-value”*

### Request

URL:

http(s)://{host:port}/{context}/api\_demo

HTTP Method

POST

Request

POST /api\_demo

Content-Type:application/json

{

“demo\_parametr”:”Mandatory”

}

Parameters

|  |  |  |
| --- | --- | --- |
| **Parameter** | **Type** | **Description** |
| demo\_parameter | String | <REQUIRED | OPTIONAL >  <Parameter Description. demo\_parameter can be mandatory or optional> |

### Response

<Add description of Response at here>

#### Success Response – Scenario 1

Status: 200 OK

Content-Type: application/json

{

"session\_ttl": 3600,

“user\_id”:”Tom Tom”

}

#### Success Response – Scenario 2

Status: 200 OK

Content-Type: application/json

{

"session\_ttl": 3600,

“is\_notification\_required”:true

}

<Give detailed description for each parameters>

|  |  |  |
| --- | --- | --- |
| **Parameter** | **Type** | **Description** |
| session\_ttl | integer | REQUIRED  Indicts the Time To Live (TTL) of IAM session. Different *device\_types* have different TTL. |

### Errors

#### Error – Reason 1

Status: 400 Bad Request

Content-Type: application/json

{

"error": "user\_interaction\_required",

"error\_description": "User is required to login, authorize, provide MSISDN, but display=NONE."

}

Parameters

|  |  |  |
| --- | --- | --- |
| **Parameter** | **Type** | **Description** |
| error | String | REQUIRED  Unique error id |
| error\_description | String | OPTIONAL  A human readable description for current error. |