Sec91\_Cyber\_Document

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec91_Cyber_Document.html>;

# 概要

## 改版履歴

### 【2021年7月12日】リンク先ドキュメント修正

### 【2020年4月24日】日本語URLリンク先変更

### 【2020年4月9日】アイコン調整

### 【2020年4月7日】リンク切れ確認

### 【2020年4月6日】MindManagerへ移行

### 【2020年4月4日】全体再構成

### 【2020年4月3日】公開ガイドブック「極意」改訂準備追加

### 【2020年3月31日】業務説明資料へのリンク 追加

### 【2020年3月6日】「極意」改訂準備 追加

### 【2019年4月14日】シート名変更

### 【2018年12月27日】Sharing\_Knowledge.xmind内にシート移動

### 【2018年12月16日】Sec01-03資料分割

### 【2018年8月1日】GitHub.ioと連携

## ファイル形式

### html版

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec91_Cyber_Document.html>;

### DOCX版

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec91_Cyber_Document.docx>;

# 業務説明資料

## Sec01-08-1\_東京都中小企業サイバーセキュリティ対策事業の位置付けと実施姿勢

<https://bluemoon55.github.io/Sharing_Knowledge/MindManager/Sec01-08-1.html>;

## Sec01-08-2 専門員の所掌業務及び調査分析項目

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-2.html>;

## Sec01-08-7\_専門員業務内容【概要】

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-7.html>;

## Sec01-08-5【成果物】専門員業務ハンドブック【目次】

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-5.html>;

# 【成果物】業務ハンドブック【目次】

## （基本は電子ファイルを活用するが、 一部はプリントアウトしキングファイルで利用）

## 更新停止中。新業務実施体制を考慮して再整理する予定。

## Sec01-08-5【成果物】専門員業務ハンドブック【目次】

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-5.html>;

### html版

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-5.html>;

### 【旧版】xmind⇒html版

<https://bluemoon55.github.io/Sharing_Knowledge/Cyber_Security/Deliverables/mind2html/Sec01-08-5【成果物】専門員業務ハンドブック【目次】.html>;

# 【クイックリスト】相談員用手持ち資料

## 相談・届出先クイックリスト（張り紙用）

<https://bluemoon55.github.io/Presentation_Doc/Cyber/相談・届出先クイックリスト（張り紙用）.pdf>;

## Sec01-08-3 相談対応手順書（マニュアル）

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-3.html>;

## 中小企業向けサイバーセキュリティ対策の極意 ポータルサイト【東京都公式】

<https://cybersecurity-tokyo.jp/>;

## Sec01-08-5【成果物】専門員業務ハンドブック【目次】

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-5.html>;

## 相談事例

### Sec01-08-90\_サイバーセキュリティ対策相談事例

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-90.html>;

## 関係機関紹介用参考情報URL

### Sec01-02サイバーセキュリティ関連各種ガイドブックの内容要約

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-02.html>;

### Sec01-02-20\_中小企業の情報セキュリティ対策ガイドライン

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-02-20.html>;

### コンサル企業等一覧

情報セキュリティサービス基準適合サービスリストの公開：IPA 独立行政法人 情報処理推進機構

<https://www.ipa.go.jp/security/it-service/service_list.html>;

サイバーインシデント緊急対応企業一覧 | NPO日本ネットワークセキュリティ協会

<https://www.jnsa.org/emergency_response/>;

プレゼンター検索：IPA 独立行政法人 情報処理推進機構

<https://security-shien.ipa.go.jp/presenter/search/index.html>;

### 対策支援施策等

中小企業支援サイトはこちら - ITコーディネータ協会（ITCA）

<https://www.itc.or.jp/management/backup/>;

中小企業の情報セキュリティマネジメント指導業務：IPA 独立行政法人 情報処理推進機構

<https://www.ipa.go.jp/security/keihatsu/sme/management.html>;

# 【成果物】調査・分析資料

## Sec01-08サイバーセキュリティ関連の業務内容

### Sec01-08-1\_東京都中小企業サイバーセキュリティ対策事業の位置付けと実施姿勢

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-1.html>;

【旧版】xmind⇒html版

<https://bluemoon55.github.io/Sharing_Knowledge/Cyber_Security/Deliverables/mind2html/Sec01-08-1_東京都中小企業サイバーセキュリティ対策担当業務の位置づけ.html>;

### Sec01-08-2 専門員の所掌業務及び調査分析項目

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-2.html>;
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<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-7.html>;

### Sec01-08-3 相談対応手順書（マニュアル）

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-3.html>;

### Sec01-08-4 FAQの分類体系

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-4.html>;

### Sec01-08-5【成果物】専門員業務ハンドブック【目次】

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-5.html>;

### Sec01-08-9\_ICT関連用語集

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-9.html>;

### Sec01-08-90\_サイバーセキュリティ対策相談事例

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-08-90.html>;

### Sec01-09サイバーセキュリティ相談対応ハンドブック（相談者へのアドバイス）

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-09.html>;

## サイバーセキュリティ関連個別資料

### Sec01-06 サイバーセキュリティ担当による情報収集・整理・蓄積・提供内容

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-06.html>;

### 相談対応時手持ち参考資料

Sec01-07 情報セキュリティ対策ガイド（初心者向け抜粋版）

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-07.html>;

Sec01-12相談対応において一般論として説明する内容

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-12.html>;

Sec01-13サイバーセキュリティに関する組織の姿勢3分類

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-13.html>;

Bib10-02 経営者向けセキュリティ対策のポイント

<https://bluemoon55.github.io/Sharing_Knowledge2/MindManager2/Bib10-02.html>;

### クイックリスト作成、担当業務検討段階ドキュメント

Sec01-09サイバーセキュリティ相談対応ハンドブック（相談者へのアドバイス）

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-09.html>;

## 次世代情報技術関連個別資料

### 索引準備中

## 外部機関提供情報

### Sec01-02サイバーセキュリティ関連各種ガイドブックの内容要約

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-02.html>;

### Sec01-04サイバーセキュリティ関連各種施策等の内容要約

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-04.html>;

### Sec01-03 サイバーセキュリティ関連各種プレゼン資料

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03.html>;

Sec01-03-01【スライド】クラウド化推進社会と我が国のサイバーセキュリティ戦略

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-01.html>;

Sec01-03-02【スライド】産業分野におけるサイバーセキュリティ ～サイバー・フィジカル・セキュリティ対策フレームワークを中心に～

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-02.html>;

Sec01-03-03【スライド】サイバーセキュリティの現状と経済産業省としての取組

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-03.html>;

Sec01-03-04【スライド】サイバー・フィジカル・セキュリティ対策フレームワークの概要

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-04.html>;

Sec01-03-05【スライド】経営リスク管理から考えるSecurity by Design

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-05.html>;

Sec01-03-06【スライド】経済産業省のサイバーセキュリティ政策

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-06.html>;

Sec01-03-X サイバーセキュリティ経営ガイドライン新旧対応関係

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-03-X.html>;

### Sec01-04-1サイバーセキュリティ経営ガイドライン新旧対応関係

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-04-1.html>;

### Sec01-05サイバーセキュリティ対策普及啓発教材【素材】

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-05.html>;

## 「サイバーセキュリティ対策の極意」改訂準備

### 改訂版企画
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<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec92_GuideBook_Revision.html>;

### 「サイバーセキュリティ対策の極意」初版企画段階ドキュメント

Sec01-10ガイドブック構成検討用【Webページ構成】（概要案）

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-10.html>;

Sec01-15各種ガイドブック等での対策ポイント

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-15.html>;

Sec01-11ガイドブックで訴求したいこと

<https://bluemoon55.github.io/Sharing_Knowledge3/MindManager3/Sec01-11.html>;

Sec01-14サイバーセキュリティガイドブック企画説明資料（図表作成材料） 【MindManager作成エラー】 【xmind→html】

<https://bluemoon55.github.io/Sharing_Knowledge/Cyber_Security/Deliverables/mind2html/Sec01-14サイバーセキュリティガイドブック企画説明資料（図表作成材料）.html>;

Bib10-03【ステップ4】【持続的発展のため】組織の発展を目指した戦略的なIT活用とサイバーセキュリティ対策

<https://bluemoon55.github.io/Sharing_Knowledge2/MindManager2/Bib10-03.html>;

# 私的公開Web

## Sec02-01 CyberSec Diary

<https://bluemoon55.github.io/Sharing_Knowledge/MindManager/Sec02-01>;