**Política de Gestión de la Seguridad de la Información**

La Política de Seguridad de la Información tiene como objetivo establecer las normas y requisitos de seguridad que permitan garantizar la confidencialidad, integridad y disponibilidad de los sistemas de información de la empresa.

La Política de Seguridad de la Información es un documento que denota el compromiso de la gerencia con la seguridad de la información y debe contener la definición de la seguridad de la información bajo el punto de vista de la entidad.

Los aspectos más importantes a tener en cuenta en la Política de Seguridad son:

* Garantizar la confidencialidad, integridad y disponibilidad de los sistemas de información de la empresa
* Disponer de un responsable de seguridad encargado de la gestión de la seguridad de la empresa.
* Cumplir los requisitos legales que sean aplicables en la empresa.
* Gestionar las incidencias de seguridad de forma adecuada.
* Disponer de un plan de contingencia que permita a la empresa recuperarse en caso de desastre o discontinuidad de los sistemas.
* Informar a los empleados de sus obligaciones con respecto a la seguridad de los sistemas, sus obligaciones y los procedimientos definidos que les afectan
* Formar a los empleados en los principales conceptos de la gestión de la seguridad de los sistemas.

La Política de Seguridad está sustentada por el Manual de Seguridad que incluye un conjunto de normas de seguridad y procedimientos. Este manual [[1]](#footnote-1) puede estructurase de diversas formas. Una de las propuestas más habituales es la utilizada en las certificaciones ISO 27001:

* Gestión de los activos.
* Seguridad ligada a los recursos humanos.
* Seguridad física y ambiental.
* Gestión de las comunicaciones y operaciones.
* Control de acceso lógico.
* Gestión de incidentes.
* Planes de contingencia.
* Cumplimiento de requisitos legales.

1. [↑](#footnote-ref-1)