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1. (a) Explain the following

(i)

(ii)

Categories of passive and active security attacks (6 marks)

Categories of security services (5 marks)

(b) What are the five essential ingredients of a symmetric cipher? (10 marks)

(c) In relation to classical encryption techniques, explain the following

(i)

(ii)

(iii)

Steganography (4 marks)

Hill Cipher (4 marks)

Playfair Cipher (4 marks)

2. (a) Bob wants to send a message to Alice, as shown in the image. In relation to Public key

cryptography, does the communication shown below provide confidentiality and

authentication? If not, then describe the changes required to achieve this. Explain your

reasoning. (10 marks)

Figure 1: Public-Key Cryptosystem: Authentication and Confidentiality

(b) Write a brief summary of what you have learned in relation to Feistel Cipher with no

more than 400 words.

(12marks)

(c) In relation to public key cryptography, explain the following:

(i)

(ii)

Public-Key Requirements (6 marks)

Attacks on RSA algorithms (5 marks)
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3. (a) In relation to number theory, explain the following:

(i)

(ii)

(iii)

Fermat’s Theorem (5marks)

Euclidean algorithm (5 marks)

Euler’s Theorem (5 marks)

(b) Explain the Vigenère Cipher. Include an example to support your answer. (10 marks)

(c) Explain the Double DES and Triple-DES. (8 marks)

4. (a) Explain the True Random Number Generator (TRNG) and Pseudorandom Number

Generator (PRNG). (10 marks)

(b) Explain the block Cipher Operation of output feedback mode (OFB). Use a diagram to

illustrate your answer (11 marks)

(c) (i) Perform AES SubByte Transformation on the matrix using S box (See next page)

(6 marks)

(ii) Perform AES Shift Row Transformation on the matrix.

(6 marks)

DB A1 F8 77

18 6D 8B BA

A8 30 08 4E

FF D5 D7 AA

99 1E 73 F1

AF 18 15 30

84 DD 97 3B

08 08 0C A7
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