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**ABSTRACT**

Side channel attacks are the attacks based on “side channel information” which are the information that can be retrieved from the encryption device that is neither the plain text nor the cipher text resulting from the encryption process [1]. Side channel information are collected from heat, electromagnetic emissions, power consumption statistics etc… by these information we can determine information like the time that take for an operation and use these information to analyze an encryption algorithm to get information. At the present side channel attacks are getting much more popular since it is easy to mount an attack in a short time with only a few hundred dollars’ worth of devices and it is time saving comparing to other methods of breaking encryption also deep knowledge about algorithms isn’t required to perform an attack.

In present, publically available algorithms as well as customized algorithms are used for encryption purpose. There are no specific methods to determine whether these algorithms are vulnerable to a side channel attack and if it is what are those vulnerable points and necessary suggestions to overcome those vulnerabilities. Our objective is to design a system which collects power consumption values for algorithm and analyze those details to come up with possible algorithm modifications. As a result, that algorithm can be modified to mitigate the side channel attack risk. As a byproduct of this system, it provides a rating for the current position of the algorithm by running gathered data against a database which contains side channel information of popular and publically available asymmetric algorithms.
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1. **INTRODUCTION**
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