SECURITY DOCUMENT

# API Security

## Standard authentication

## Max retry and jail features in login

## Encryption on sensitive data

## JWT (JSON Web Token)

## Use HTTPS on server side (avoid Man in the Middle attacks)

# SeCURED GITHUB PAGE

* Using HTTPS will add a layer of encryption that will help prevent from snooping or tampering with traffic on the site.
* Web firewall

# ADDED SECURITY

## Security policy on github repository

### Instructions for how to responsibly report security vulnerability in project with security policy

#### Github security lab provides remediation for vulnerabilities

# SENSITIVE DATA

* User emails
* User passwords