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# Overview

The purpose of this project is to allow for an easier way to interface with x509 certificates in the Android stores. The default android interface for this is limited and does not provide adequate details for system administrators or Power Users to investigate and troubleshoot certificate related issues.

# Related Work

The most similar application would be the Root Certificate Manager(ROOT) application.

It offers much of the same functionality however is more intended to change the state of the certificate store. My application is intended as a tool to investigate the state of the store as it exists. It has no intention of changing the state. This limits the required privileges of the application.

# Requirement Analysis and Testing

(*This section should clearly describe all features/requirements that you plan to implement or have implemented for your application. You should separate them into three categories: essential, desirable and optional.*

*For each requirement/feature, you should provide the following details:*

|  |  |
| --- | --- |
| *Title* | *Enumerate Android certificate stores (Essential) E1* |
| *Description* | *Enumerate certificates stored in the various Android certificate stores.* |
| *Mockups* | *A graph paper with a diagram  Description automatically generated* |
| *Acceptance tests* | *The user selects a certificate store from the spinner.*  *The certificates within the selected store are enumerated in a list.*  *Identifying information for each certificate is displayed in the list.* |
| *Test Results* |  |
| *Status* | * *07/19/23: We are now able to enumerate all certificates in the stores. However we are still pending general details about those certificates. An initial framework is in place so I should be able to iterate much more quickly now.* |

|  |  |
| --- | --- |
| *Title* | *Display Certificate Details (Essential) E2* |
| *Description* | *Display details of selected certificate* |
| *Mockups* | *A graph paper with a drawing of a test result  Description automatically generated* |
| *Acceptance tests* | *User can scroll through certificate details in the list.* |
| *Test Results* |  |
| *Status* | * *07/19/23: Pending. Dependent on E1* |

|  |  |
| --- | --- |
| *Title* | *Validate certificate revocation list (Desirable) D1* |
| *Description* | *Reach out over the network via CRL defined protocol to query certificate validity.* |
| *Mockups* | *A graph paper with a drawing of a test result  Description automatically generated* |
| *Acceptance tests* | *User selects one of the CRL endpoints defined on the certificate.*  *User selects “Test” for the endpoint.*  *A pop-up is generated to determine if the certificate is valid or any failure conditions.* |
| *Test Results* |  |
| *Status* | * *07/19/23: Pending. Dependent on E2* |

|  |  |
| --- | --- |
| *Title* | *Validate Certificate Chain (Optional) D2* |
| *Description* | *Walk through the certificate chain to ensure that it is valid.* |
| *Mockups* |  |
| *Acceptance tests* | *User selects certificate from certificate list*  *User selects walk-chain*  *Application walks certificate chain validating certificate validity*  *Application reports success or failure with condition of failure.* |
| *Test Results* |  |
| *Status* | * *07/19/23: Pending. Dependent on E2* |

|  |  |
| --- | --- |
| *Title* | *Certificate Validity Caching (Optional)* |
| *Description* | *Include a visual to indicate certificate validity in the list* |
| *Mockups* |  |
| *Acceptance tests* | *After a test of a certificate the validity of that certificate will be cached dynamically based on:*   * *The test that was performed* * *When that test would need to be performed again* |
| *Test Results* |  |
| *Status* | * *07/19/23: Pending. Dependent on D1 OR D2* |

*In Iteration 0 (project planning phase), this section should contain most essential features, some desirable features and possibly a few optional features if you want. Each feature listed in this section should have a title and a brief description, preferably using the user story template “As (a role)… I want (some feature), so that (value)...” . Each essential feature should also have at least one acceptance test, and one or multiple mockups if applicable.*

*(In later iterations (iteration 1 to 3), this section should be updated to reflect your progress. In particular, make sure to update the status row of each requirement. Highlight each feature/requirement that you work on in the current iteration, you should also provide some test results if it is completed or partially completed.)*

# Design and Implementation

(*This section should describe the basic architecture (e.g. MVC, or MVVM) and your detailed design and implementation. This section may contain the following aspects:*

* *Basic architecture*
* *UI design and implementation*
  + *Activities,*
  + *Fragments*
  + *Lists*
  + *Spinners*
  + *Buttons*
* *Other android features* 
  + *Android certificate store*
  + *Android network connectivity*
* *Third party APIs: N/A*
* *Data Design and implementation* 
  + *Given data is already stored Android certificate limited data storage*
  + *If caching is implemented likely leverage a lightweight database for storing certificate validity state.*
* *Algorithms*
* *…*

*In iteration 0, you can provide an overview or simply list some basic implementation features.*

*In later iterations, this section should be updated to provide detailed explanation on how you implement your requirements. You shall provide some explanation as well as supporting evidence, such as sample code snippets (or the file name and line numbers of code. In particular, if you used any features that are not discussed in the class, provide a detailed explanation here.* )

# Project Structure

(*Please provide a screenshot(s) of your current project structure, which should show all the packages, kotlin/java files and resource files in your project. You should also highlight any files/packages you have changed, added/deleted in this iteration compared with the previous iteration. This is not needed for iteration 0*)

* Activities:
  + CertificateStore.kt – Class representing the actual store
  + CertificateStoreView.kt – Class handling logic for Certificate Store layout
  + CertificateStoreViewModel.kt – Data Model for CertificateStoreView (holds certificate stores)
  + MainActivity.kt – Container for other fragments
  + MDebug.kt – Basic debugging class. To be improved
* Layouts:
  + Activity\_main.xml – Container for navigation
  + Fragment\_certificate\_store.xml – Fragment for basic navigation of certificate stores and certificates in selected store
* Navigation:
  + Nav\_graph.xml – Logic for activity\_main container.

# Timeline

(*Please provide a summary of the requirements implemented and Android/third party components used in the past and current iterations, and the plan in the future iteration. This is needed for every iteration including iteration 0. In your iteration 0, you will give a plan for all future iterations. In later iterations, you shall update it according to your progress such as describe what you have implemented in current iteration and modify the future iteration plan accordingly. The last two columns on the right are only needed if your project is a group project.* )

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Iteration | Application Requirements  (Essential/Desirable/Optional) | Android Components and Features to be used | Member 1 contribution/ planned tasks | Member 2 contribution/ planned tasks |
| 1 | Begin E1, and create framework to be built upon for certificate interaction | KeyStore  Spinner  ScrollView  Navigation  Fragments |  |  |
| 2 | Complete E1 & E2 |  |  |  |
| 3 |  |  |  |  |

# Future Work (Optional)

(*This section can describe possible future works. Particularly the requirements you planned but didn’t get time to implement, and possible Android components or features to implement them.*

*This section is optional, and you can include this section in the final iteration if you want.*)

# Project Demo Links

(*For on campus students, we will have project presentations in class. For online students, you are required to submit a video of your project presentation which includes a demo of your app and explanation of your implementation. You can use Kaltura or zoom or any video tool to make the video and then submit it on blackboard. Please check the following link for the details of using Kaltura to make and submit videos on blackboard. You can also use other video tools and upload your video to youtube if you like:* [*https://onlinecampus.bu.edu/bbcswebdav/courses/00cwr\_odeelements/metcs/cs\_Kaltura.htm*](https://onlinecampus.bu.edu/bbcswebdav/pid-523716-dt-announcement-rid-19162119_1/xid-19162119_1) )
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