# 基于容器标签token的网络访问控制

## 什么是docker

1. docker介绍

Docker是一个开源的应用容器引擎，它基于go语言开发，并遵从Apache2.0开源协议。使用Docker可以让开发者封装他们的应用以及依赖包到一个可移植的容器中，然后发布到任意的 Linux 机器上，也可以实现虚拟化。Docker 容器完全使用沙箱机制，相互之间不会有任何接口，这保证了容器之间的安全性。

1. 容器的实现原理
2. Rootfs

简单介绍一下，rootfs可以先理解为在Linux操作系统中另外创建一个独立的文件系统

1. Cgroup

cgroups，其名称源自控制组群（control groups）的简写，是Linux内核的一个功能，用来限制、控制与分离一个进程组的资源（如CPU、内存、磁盘输入输出等）

1. Namespace

Linux的命名空间机制提供了一种资源隔离的解决方案。PID,IPC,Network等系统资源不再是全局性的，而是属于特定的Namespace。Linux Namespace机制为实现基于容器的虚拟化技术提供了很好的基础，LXC（Linux containers）就是利用这一特性实现了资源的隔离。不同Container内的进程属于不同的Namespace，彼此透明，互不干扰。

Namespace是对全局系统资源的一种封装隔离，使得处于不同namespace的进程拥有独立的全局系统资源，改变一个namespace中的系统资源只会影响当前namespace里的进程，对其他namespace中的进程没有影响。

1. 容器引擎

容器创建销毁则都是通过容器引擎调用Linux内核的API接口来申请不同的命名空间和进程的cpu以及内存，可以立即对以上资源的管理系统

1. 容器和虚拟机有什么区别

最重要的区别就是容器共用宿主主机的操作系统和内核，而虚拟机有自己的操作系统和虚拟内核。

1. 操作系统、操作系统发行版、操作系统内核

## 为什么要做容器的访问控制

随着云计算的发展 docker 技术在项目部署中扮演者重要角色，因为docker容器的便利性和强大的移植性，所以目前大部分的web和数据库应用都部署在docker容器中，在一些比较大的互联网科技公司中容器数量更是达到成千上万个；那么这种情况下容器安全就愈发显得格外重要。而因为每一个容器都有自己独立的IP地址，而且所有容器IP都属于docker引擎虚拟出来的子网范围，如果一个容器被入侵那么其他容器就也有被入侵的风险从而导致安全事件，容器间的网络访问控制则有效的预防了容器被入侵的风险！

## 基于标签的访问控制的特点是什么

传统做网络访问控制的技术都是基于五元组（目的地IP、目的地端口、协议、通信协议、源IP、源端口），而由于容器内部IP的不确定性，容器IP地址随着容器销毁或者重建IP随机生成，以至于传统的访问控制技术不再适用于容器；基于标签token的访问控制不会有因为IP的变化而导致策略失效的问题。

## 实现思路

第一步：通过防火墙iptables引导数据流到nfqueue（Linux内核应用）

基于tcp协议三次握手连接机制
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