**修改密码用例**

注意：B为基本流符号、A为备选流符号、AA为备选流的备选流符号、E为异常流符号。

**1、简要说明**

本用例说明用户如何修改自己的密码，防止账号被盗。

**2、涉及参与者**

启用此用例的主角为订餐用户。

**3、事件流**

**1、基本流**

B1、开始用例

用户在主页面中点击设置按钮，进入设置页面之后，选择密码修改。

B2、弹出修改密码页面

系统返回修改密码的页面，这个页面里面有一个输入旧密码的输入框，首先需要输入旧密码的目的是确认是否为本人要求修改密码。

B3、输入旧密码

点击输入旧密码的输入框，然后输入旧密码。

B4、提交

点击提交，此时系统确认是不是本人在操作。

E1、输入密码错误

B5、返回输入新密码页面

点击输入新密码输入框，输入想要更改的新密码。

B6、再次确认新密码

点击输入框，输入刚才一模一样的新密码。

E2、密码不一致

B7、密码修改成功

弹出密码修改成功的提示信息。

B8、用例使用结束

1. **异常流**

E1、输入密码错误

系统警告密码输入错误，并返回重新输入密码的页面。

E2、密码不一致

系统提示第一次输入的新密码与第二次输入的新密码不一致，并返回到重新输入新密码页面。

**4、特殊需求**

1、对密码进行加密处理，防止泄漏

**5、前置条件**

1、登录。

2、网络良好。

**6、后置条件**

不能再使用之前的密码登录。

**7、扩展点**