![](data:image/png;base64,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)

Submitted in part fulfilment for the degree of BSc Computer Science

Enhancing E-Commerce Security: A Passwordless Approach

Michael Cavaciuti

06 May 2024

Supervisor: Roberto Metere

Acknowledgements

Click or tap here to enter text.

Statement of Ethics

Click or tap here to enter text.

Table of Contents

[Executive summary 8](#_Toc164791721)

[1 Introduction 1](#_Toc164791722)

[1.1 Motivation 1](#_Toc164791723)

[1.2 Problem Scenario 2](#_Toc164791724)

[1.3 Research Questions 2](#_Toc164791725)

[2 Literature Review 3](#_Toc164791726)

[2.1 Evolution of Authentication Methods 3](#_Toc164791727)

[**2.1.1** **Traditional Passwords** 3](#_Toc164791728)

[**2.1.2** **Two-Factor and Multi-Factor Authentication** 4](#_Toc164791729)

[**2.1.3** **Notable Authentication** 5](#_Toc164791730)

[**2.1.4** **Biometric Authentication** 6](#_Toc164791731)

[**2.1.5** **Passwordless Authentication** 7](#_Toc164791732)

[2.2 Evaluation Method of Passwordless Authentication 10](#_Toc164791733)

[2.3 Security Threats within Authentication 11](#_Toc164791734)

[2.4 Mitigation Strategies and Effective Technologies 12](#_Toc164791735)

[3 Methodology 15](#_Toc164791736)

[3.1 Research Approach 15](#_Toc164791737)

[3.2 Analysis of Existing Solutions 15](#_Toc164791738)

[3.3 Functional Requirements 16](#_Toc164791739)

[3.4 Non-Functional Requirements 16](#_Toc164791740)

[3.5 Hardware Specification 17](#_Toc164791741)

[3.6 Software Specification 17](#_Toc164791742)

[4 This is a new chapter 18](#_Toc164791743)

[5 This is a new chapter 19](#_Toc164791744)

[6 This is a new chapter 20](#_Toc164791745)

[Appendix A 21](#_Toc164791746)

[Appendix B 22](#_Toc164791747)

[Bibliography 23](#_Toc164791748)

Table of Figures

[**Figure 1.1**: A figure containing UoY logo and its caption. 2](file:///C:\Users\lilia\Google%20Drive\UoY%20Admin\CBoE\Assessment%20Paper%20Templates\FinalYearReportTemplate.docx#_Toc525300866)

Table of Tables

[**Table 1.1**: A table with its caption. 2](#_Toc525300873)

# Executive summary

# Introduction

Today the cybersecurity landscape is continuously evolving to address increasingly sophisticated threats against the protection of user data and system integrity. This active environment brings to light a critical vulnerability in traditional security: the conventional vulnerability of dependence on passwords. As a solution, passwordless authentication has emerged as a significant innovation, offering a promising alternative to password-based security.

This dissertation aims to address the issues and limitations of password-based security within the e-commerce platform of web activities. An increasingly targeted sector of our digital world as more user’s toy with the prospect of market-shares. Passwordless alternatives have similarly become more prominent in recent years, being recognised by the World Economic Forum [] as a contributing factor to the transformation of future security and technology. To address these password-based challenges, this study presents an innovative strategy leveraging the capabilities of FIDO2 authentication, such as YubiKey, with the objective of rendering traditional passwords obsolete. Additionally, the research pursues Multi-Factor Authentication through the combination of TOTCs (Time-based One-Time Codes) within Magic Link technology to permit an authorised user using trusted third-party communication channels.

This dissertation is comprised of an in-depth literature review from traditional password to passwordless authentication, delving into the limitations of each as well as the potential surrounding its solutions. Following, the methodology describes the approach to developing and evaluating a prototype, drawing on the findings of the literature review; concluded by resulted testing and comprehensive discussions to summarise and contribute to the future of this field.

## Motivation

The motivation behind this dissertation lies in the imperative to address the shortcomings inherent in conventional password systems within the context of e-commerce. Traditional password mechanisms, while prevalent, are riddled with vulnerabilities that render them susceptible to exploitation. These vulnerabilities range from issues like password reuse, brute force attacks and social engineering tactics. In the bustling ecosystem of e-commerce, characterised by diverse user interactions and transactions, the need for robust authentication systems becomes even more pronounced. Therefore, the primary motivation is to forge an authentication framework using passwordless capabilities that not only fortify security, but also streamline the user experience within e-commerce platforms.

## Problem Scenario

Consider the scenario of an e-commerce platform, where users engage in numerous transactions, from purchasing goods to managing accounts; all with differing levels of confidential and sensitive data. For some, this is their livelihood or side-business; therefore, requiring complete confidence of system security to ensure only authorised personnel are permitted. Within this dynamic environment, traditional password-based authentication mechanisms are proving inadequate in safeguarding user accounts against evolving cyber threats: increasing pressure on the user to maintain strong complex password paradigms.

To confront this challenge, this dissertation endeavours to explore the realm of passwordless authentication; leveraging e-commerce as the testing ground to research and implement these emerging authentication paradigms in fortifying security and enhancing user experience.

## Research Questions

The primary aim of this study will be to examine the relationship between usability and security within an e-commerce platform with the implementation of a passwordless multi-factor authentication mechanism. To achieve this goal, two schemes will be selected based on in-depth analysis of existing literature and technologies; a prototype built on this claim. The study will seek to answer the following questions:

* How can the integration of two-factor/multi-factor authentication enhance security without compromising user experience?
* How do passwordless schemes compare against traditional text-based passwords in terms of security?
* What new threats revolve around the use of passwordless authentication?
* How is the security and usability of authentication schemes measured?
* What are the potential risks associated with implementing the chosen authentication schemes into MFA, and how can it be mitigated?

# Literature Review

This literature review seeks to provide valuable information to address the research question in the introduction. Achieved by delving into the development, implications and technological underpinnings of passwordless authentication within the cybersecurity framework. Understanding how passwordless authentication leverages advanced methods such as biometrics, security tokens and mobile device authentication; the importance of these methods in enhancing identity protection and examining the evolution of authentication to more secure and user-friendly mechanisms. Analysing good practices on passwordless technology evolution, benefits and challenges, this review shall contribute to the on-going discourse in improving cybersecurity practices with implications for future research and development in passwordless authentication.

## Evolution of Authentication Methods

The journey of authentication methods has evolved significantly since its conception in the early 1960s to modern passwordless solutions. This evolution is marked by key developments and continuous efforts to balance security, usability and convenience.

### **Traditional Passwords**

As evidenced in the paper by Morris & Thompson (1979) [1], the traditional password has significantly influenced the widespread adoption of password-based systems today. The paper details the history of design behind a password security scheme on a remotely accessed time-sharing system, emphasising the compromise between extreme security and ease of use. For context, as mentioned in the early 1960s at MIT, F. J. Corbato and his colleagues devised the first Compatible Time-Sharing System (CTSS) [2]. Which allowed multiple users to interact with a computer simultaneously, with each user being allocated a certain amount of time for usage. This system was secured using passwords and was a large step towards interactive computer systems.

The implementation [1] was designed for the UNIX time-sharing system as a response to observed attempts by an adversary to penetrate the system. The initial system incorporated a password file to contain / store the plaintext (actual) passwords of all users, which had to be heavily protected against unauthorised access. However, this approach was found to be vulnerable to a multitude of security lapses, such as accidental disclosure of the password file. Which is a key event described in the paper, with two administrative users operating on the file at the same time, resulting in the accidental disclosure of all passwords on all machines. To address this issue, the authors proposed an encryption-based solution, where only the encrypted form of a user’s password would be stored in the password file and the plaintext version discarded.

The paper [1] goes on to discuss several improvements to the initial system, including the use of a slower encryption algorithm, encouraging the use of less predictable passwords and the introduction of “*salted passwords”* to increase the difficulty of finding individual passwords by inverting the encryption. These enhancements aimed to address the weaknesses identified in the original systems and make it increasingly difficult for unauthorised users to compromise passwords.

Over the years, password-based systems have become ubiquitous in various domains, often serving as the primary method for user authentication and access control. However, the reliance on passwords has introduced significant constraints, including the cognitive burden on users to memorise and manage multiple complex passwords, and the prevalence of easily guessable passwords through various attacks such as brute force and spray attacks due to human behavioural patterns.

In exploring advancements beyond traditional password protocols, there were attempts to pivot towards more intuitive authentication methods, such as Graphical and Pattern-based passwords. Graphical passwords, as discussed by Biddle et al. (2012) [3] in their comprehensive study, have been a topic of research since 1999, *“proposed as alternatives to text-based password authentication”* [3]. These schemes utilise visual elements for password creation and recollection, leveraging the human ability to better remember and recognise images/patterns over text. This approach aimed not only to bring enhancement of memorability and usability but also to bring increase in security by diversifying the password domain. This approach was, however, vulnerable to the same weaknesses as that of conventional passwords: making it a user's burden to accurately remember the exact context or pattern of an image.

### **Two-Factor and Multi-Factor Authentication**

As digital security progressed, Two-Factor Authentication (2FA) was introduced as a critical component in the verification security, addressing the limitations inherent in traditional password-only systems. 2FA adds an additional layer of security for identifying a user; this dual-layer approach *“couples the representative data (username/password combination) with the factor of personal ownership, such as a smartcard or a phone”* [4]. Generating a one-time token that can be used to prove personal ownership of the account in question. More commonly today, a second factor is based on the user’s biometric data, such as fingerprints or retinal identification [5]. Which leads into Multi-Factor Authentication (MFA). MFA builds upon the concept of 2FA, with the distinction of 2 or more factors for verifying a user’s identity. Typically, there are three factors to consider with 2FA to MFA: Knowledge, Ownership and Biometric: with knowledge as something the user knows; ownership as something the user owns, and biometrics being intrinsic to the user (unique). By combining these factors, MFA provides “*a higher level of safety and can facilitate continuous protection of computing devices as well as other critical services from unauthorised access”* [4]. Despite being built upon the traditional password, this system widens the field for investigation into different verification methods of a user.

### **Notable Authentication**

The concept of the three factor types to connect an individual with their established credentials, has paved the way for a multitude of authentication methods. Token Hardware Authentication (such as RSA SecurID Token), as discussed by Parmar et al. (2022) [5], is another form of authentication where a protection token is a hardware mechanism that can verify the owner, granting access to a system. These protection tokens offer a level of authentication similar to 2FA: giving a personal number to the device, to then produce a variety of tokens to be used to login. Pairing an item the user owns with something they know: Knowledge and Ownership factors.

Single-Sign-On (SSO) technology represents a significant evolution in authentication methods, as it offers a streamlined and efficient approach for users obtaining access across multiple services with a single set of credentials: *“allows users to authenticate safely using only one set of passwords for various apps and websites”* [5]. Built upon an arrangement of trust between service providers and an identity provider, SSO simplifies the authentication process, mitigating the need for users to remember multiple passwords. This centralised authentication mechanism, as detailed by Jan De Clercq (2002) [6], leverages an infrastructure where users authenticate once and gain access to all associated resources without the need for reauthorisation. SSO not only brought user convenience to the forefront, but it also addressed critical scalability and administrative challenges within large IT companies: facilitating the enforcement of consistent authentication policies across the enterprise. However, this also introduces a singular point of failure; if the SSO system is compromised, then an adversary has access to all connected services. Despite this, it is still considered a pivotal advancement in the authentication landscape, guiding traditional password methods towards more integrated and secure solutions.

The literature on One-Time Passwords (OTPs), including discussions by Parmer et al. (2022) [5] and works of Hsieh & Leu (2011) [7], highlight a continued evolution of authentication technologies. Providing a critical understanding of the trajectory of security mechanisms from static passwords to dynamic, context-sensitive authentication methods. OTPs offer a robust option for digital authentication, through the generation of a unique password for each login attempt or transaction. Typically, numerical or alphanumeric, the OTP becomes invalid after a single use or a short time period [5]. This temporary nature of OTPs makes them an effective tool against a range of cyber-attacks, including credential surfing and replay attacks. Many distinct types of OTPs exist, for example time and location-based schemes [7], taking advantage of technologies such as GPS.

Building upon the foundation laid by traditional and evolving authentication methods the direction of research towards passwordless authentication becomes increasingly clear. These methods, as discussed in the literature by Parmar et al. (2022) [5] and others, incorporate elements that align closely with the principles of passwordless authentication, utilising the factors of MFA, without relying solely on traditional passwords.

### **Biometric Authentication**

The transition towards passwordless authentication is highlighted by a growing focus on biometrics, a key topic in the evolution of authentication technology. Biometrics leverages unique physical or behavioural characteristics such as fingerprints, facial recognition, and voice patterns to enhance both security and user convenience. This transition reflects the broader trends identified in the literature [5] towards more secure, user-friendly, and context-aware security measures.

Fingerprint recognition, as outlined in the literature by Parmer et al. (2022) [5], is a widely used biometric method, leveraging a user’s unique physiological attributes: the distinctive swirls and ridges of fingertips. This form of biometric authentication compares a user’s fingerprints against that pre-stored in the database to allow access. Found in the widespread market of electronics such as smartphones and computers, it is integrated into various industries illustrating the practical application of biometric technologies. It does, however, suffer from issues such as moisture or dirt that renders the technology ineffective, unable to identify a fingerprint.

In recent years, the domain of biometric authentication has seen significant enhancements, notably in facial recognition technology. Which creates a faceprint using hundreds of distinct measurements. Similar to fingerprint recognition, this technology has been widely adopted by smartphones and other devices detailing its ease of use and minimal setup, proving to be user-friendly. While this offers convenience, it also faces accuracy challenges due to variations in appearance and angles. Vocal identification follows a similar authentication path, where a voiceprint profile is created to authenticate, looking at unique mouth and throat shapes in conjunction with the sound characteristics of a user. However, this method can be affected by background noise and changes in the voice.

Further advancements in retinal and iris scanning, alongside behavioural biometrics like typing rhythms, are promising steps toward improved security and user convenience. Nevertheless, the practical application of retinal scanning is currently hindered by its need for sophisticated equipment, making it less accessible for everyday use. On the other hand, behavioural biometrics introduce an innovative security layer by examining unique patterns in individuals’ behaviour, thus expanding the horizons of authentication technology. However, it is still in its infancy.

This trend of developing biometric authentication that includes both physiological and behavioural traits is part of a much wider trend towards increasingly sophisticated, context-aware, and user-friendly security measures. It is a continuous revolution in the technology of authentication driven by the dual goals of improving the security and user experience.

### **Passwordless Authentication**

In the evolving landscape of digital security, the development of authentication schemes such as biometrics have led to more user-friendly and secure authentication methods through passwordless mechanisms. Among these, Magic Links have emerged as a notable solution, offering a blend of convenience and security through the themes of 2FA. This authentication scheme eliminates the need for a traditional password, and instead leverages a unique one-time-use link sent directly to the user’s email address. This method not only simplifies the login process but also aims to enhance security by reducing risks associated with password theft and reuse.

Magic Link authentication operates on a simple, yet effective principle: firstly, the user inputs their email address into the service to start the process of log-in. The system would thereafter create a unique identification key or token, embedding it into a URL to be sent to the user’s email address. The system retains the URL temporarily on the server, and when the user follows this link, they are directed back to the service where the server validates the token and grants access. Often through the use of longer lasting session tokens, and this not only makes the user experience easier, but also adds another layer of security due to the validation of email account ownership.

The literature reveals various implementations and considerations surrounding Magic Link authentication. Both the study by Parmar et al. (2022) [5] and another by Chowhan & Tanwar (2019) [8], outline the process and benefits of Magic Links, emphasising its simplicity and enhanced security as a passwordless method. These studies include the reduction of password-related vulnerabilities and increase in convenience for users. However, highlighting the new dependency on email security, as if the security of the user’s email account is compromised then so is the Magic Link scheme. The study by Matiushin & Korkhov (2021) [9], further supports the discussion found in the previous literature, as well as an implementation of this technology using Keycloak: *“an open-source software product that implements single sign-on technology.”* [9]. Through the combination of this technology with Magic Links, the study demonstrates a practical application and potential for enhancing security in distributed systems. And goes further to discuss the potential approach of WebAuthn and FIDO2 for a wider range of implementations.

Another concept of passwordless authentication presented in [5], is the One-Time Code transmitted via email or SMS. Based upon the previously discussed OTPs, a one-time code is a generated unique code for individual authentication attempts, therefore enhancing security and eliminating risks associated with static passwords. The literature review explores the implementation of OTCs via email and SMS, their advantages, and disadvantages, as well as their significance in passwordless mechanisms.

OTC authentication involves sending a unique, single-use code to the user’s email address or mobile phone upon entering a system. Similar to Magic Link authentication, this process validates the user’s ownership of the account through the use of an associated device/tool, thus granting them access. The simplicity and ubiquity of emails make this method highly user-friendly, with low-setup and maintenance costs. However, it is subject to the reliability of email delivery such as spam filters, server rejections and interception. And similarly, it produces a redundancy issue, where if an attacker gains access to a user’s email account, potentially all services are compromised. OTCs via SMS also introduce its own set of challenges: dependent on mobile network coverage and susceptible to phone loss or theft. The email and SMS, all as channels within the wider context of passwordless authentication, illustrate a paradigm shift to more dynamic single-use credentials which far fortify security through reduction of exposure to threats ascribed to traditional passwords. However, the efficiency and safety of these systems lie in the delivery channels' ability to protect and the enforcement of backup mechanisms. This suggests a multi-pronged approach with alternatives to be explored for authentication factors ranging from biometrics to cryptographic keys where OTCs represent a standalone and integrated component in MFA strategies.

As recently as 2018, the Fast Identity Online (FIDO) and World Wide Web Consortium (W3C) published an open authentication standard with the goal of a secure and user-friendly passwordless authentication scheme for web browsers. This scheme, known as FIDO2, provides a secure and passwordless method of authentication, employing public-key cryptography to enable users to access services safely and effortlessly. Further as the successor to the Universal Authentication Framework (UAF) and Universal 2nd Factor (U2F) protocols, FIDO2 supports the use of 2FA and MFA as well as single-factor authentication by tokens. From the literature by Kabir & Elmedany (2022) [10], a detailed overview of FIDO2’s mechanics are explained: aided by *“two underlying technologies … FIDO Client-To-Authenticator Protocol (CTAP2.1) and W3C Web Authentication API … known as WebAuthn API”*[10], incorporating a process of two distinct phases: registration and authentication.

When a user decides to register an authenticator with a FIDO2-compliant service, defined as “relying parties (RP)” [10], a registration request is sent to the server. In response, the server sends a unique challenge (acting as a ‘nonce’) and handle. These are then used by the WebAuthn API, which “utilises strong asymmetric cryptography (like elliptic-curve, ECC or RSA) … to locally generate [a] pair of … public and private keys”[10]. The authenticator, which can be biometric-based and/or token hardware-based, stores its private key; then for evidence of genuine functionality, it returns to the browser a key ID, the public key and proof of device by signing the challenge. This data is sent forward to the RP where it undergoes validation using the public key against the signature, meaning if any tampering/mismatch occurred an error would be returned. Otherwise, the RP will store only the valid public key and key id.

Once the user tries to log into the RP, authentication is triggered. The RP requests a login challenge of the browser, relaying this challenge to the authenticator in question. Where the authenticator. The authenticator signs using its securely kept private key and sends back to the browser the signature of the challenge as well as user handle. Upon receiving this packet to the given RP, a check is performed: verifying using the associated public key and user handle that the signature is authentic. Thereby, once successful, will lead to granting access to the user. On mismatching signatures, access is denied, and an error message is generated by the RP when one attempts logging in incorrectly.

## Evaluation Method of Passwordless Authentication

The approach used by Bonneau et al. [11] in their proposed evaluation method is fundamental and very extensive, addressing important issues of cybersecurity such as emerging threats and implications of passwordless authentication. The framework has a sophisticated methodology for evaluating web-based authentication methods by combining security, usability and deploy-ability aspects into one holistic evaluation model. This review will concentrate on the security benefits of the framework and how they relate to evaluating passwordless authentication technologies' resilience and efficiency.

Within security, the framework effectively evaluates authentication schemes using 11 factors (labelled S\*)[11]. Threats such as physical (S1) and internal (S5) observation are discussed, highlighting the need for security against all forms of surveillance to ensure confidentiality and protection against spyware techniques. A common yet widely underrated attack for gathering information. Furthermore, targeted impersonation (S2) and phishing attacks (S7) are covered, stressing the need for a safeguarding mechanism to adequately distinguish between a user and imposter, despite an attacker’s knowledge or deceit.

In considering an attacker's capabilities, the framework addresses both throttled (S3) and unthrottled guessing attacks (S4); underlining the importance to withstand widespread and targeted brute-force attacks. Thereby, preserving security against a range of attack intensities. Building on the consideration of an attacker’s capabilities, the framework evaluates based on the prevention of information leaks (S6), resilience to theft (S8), dependence on third-party entities (S9), requirement for user consent (S10), and the capacity for unlink-ability (S11). This set of criteria aims to provide a holistic defence against a wide array of security challenges, ensuring a comprehensive safeguarding of user data and interactions within the digital environment.

The framework's ability to be effective is attributed to the integration of the security benefits with considerations of usability and deploy-ability. Recognizing that the most secure schemes must also be user-friendly and practically deployable, such as a scheme's defence against physical observation (S1) being balanced with usability aspects like not being memory intensive (U1) to prevent security from becoming a user obstacle. Similarly, the practical implementation of secure methods is vital for widespread effectiveness, considering deploy-ability such as: negligible cost per user (D2) and compatibility with a range of browser / applications (D4).

In conclusion, the framework presented by Bonneau et al. [11] offers a nuanced evaluation of web authentication schemes, centring on a broad range of security benefits while factoring in usability and deploy-ability. A balanced methodology that is crucial for developing and adopting authentication technologies for security, accessibility and feasibility across various contexts.

## Security Threats within Authentication

To effectively assess passwordless authentication addressing its issues, it’s vital to understand the evolution of security threats and cybercrime in a digital age where passwords aren’t reliant. A well-known issue with computerised systems is its dependency on humans, with deception the highest risk factor to security. Social Engineering and Phishing make up for a vast quantity of cyber-related crimes, where fake links or discussions have granted attackers unauthorized access or restricted information, aiding in ransom attacks against companies and individuals.

Though this vulnerability to security cannot be changed, it’s imperative to be aware of when developing security schemes; linking with the critical consideration against the perpetual tug-of-war between security and usability, as discussed with Bonneau et al.’s framework [11]. Existing as a repulsive relationship, where enhancing one often comes at the expense of the other. The appeal of passwordless authentication is derived from its promise of improved usability and convenience for users. However, this leads to many risks with security particularly in part with the human factor of systems. Such as the common approach for services to provide passwordless authentication, while retaining the password-based method to allow for choice. Yet, this increases the number of potential vulnerabilities for accessing systems without mitigating the known issues of password-based sign-on.

Furthermore, systems incorporating Single/Social-Sign-On are centralising the login process by outsourcing authentication to a third-party, under the assumption that the user is the owner of the connected account or social network. While increasing usability, this runs the risk of a centralised point of failure, where if the account is compromised then all connected systems are too. Similarly, Magic Link schemes rely on email communication which is not considered a fully secure medium and can be easily intercepted. If an adversary gains access to a user’s email address, the potential to intercept a magic link and authenticate themselves rises significantly. Alongside these issues of single-point vulnerability, Magic Links and OTCs are susceptible to phishing attacks and social engineering: deceiving a user through illegitimate websites or communication requests, resulting in the loss of sensitive information and access to accounts.

The paper by J.Guan et al [12] provides a formal analysis of the FIDO2 (WebAuthn & CTAP2) protocols. The researchers developed a formal model using ProVerif to analyse security assumptions and goals of the technology. Their analysis revealed several critical security vulnerabilities with the assumption of channel communication and storage security. Through the presentation of these vulnerabilities and the associated attacks, the researchers proceed to detail recommendations to address these issues.

A key finding, that piqued my interest, was the failure to achieve strong authentication properties due to an authenticated Elliptic-Curve Diffie-Helman (ECDH) key exchange within the CTAP2 protocol. Proving to be susceptible to a man-in-the-middle attack within 2nd factor authentication scenarios with the Client PIN mechanism. Where if the assumption that “” (denoting that an attacker cannot use a compromised authenticator to communicate with a client) is not satisfied then the current PIN and new PIN mechanisms are vulnerable; similarly, the reverse assumption “” the PIN token can be intercepted. Using this scenario, the adversary can act as a bridge between FIDO Client and a FIDO Authenticator without the knowledge of either, exploiting the ECDH to create independent key pairings to decrypt and re-encrypt information while observing everything.

The researchers also discovered authenticator rebinding attacks, where an adversary can compromise a FIDO client on the victim’s device, to bind the account to a malicious authenticator. Effectively impersonating the victim. Additionally, parallel session attacks were discovered inherited from the protocol’s predecessor UAF, posing a significant security risk.

The overall analysis highlighted the critical importance of rigorous security evaluation for emerging technologies like FIDO2, furthering this discussion by presenting recommendations to address the issues discovered. Particularly within the unauthenticated ECDH negotiations, there should be verification of the validity of entities in CTAP2; confirming that the FIDO Authentication and Client in each session are identical to those used in the authentication registration and subsequent authentications.

## Mitigation Strategies and Effective Technologies

In researching the multitude of threats against authentication technologies, mitigating the impact of human factors is crucial against vulnerabilities. A familiar approach, acting as the cornerstone of all company security, is continuous education to keep users informed of the secure practices within the password domain. Such as using highly complex random passwords; avoiding common phrases or personal information, in addition to utilising trusted password managers. Though not restricted to the educating of password practices, these efforts aim to also educate on communication security against phishing. However, despite this the human behaviour remains a significant weakness in security. Often choosing weak passwords, reused across multiple domains, or falling victim to phishing attacks.

Even with extensive training, humans will always be prone to error and can succumb to social engineering tactics. Moreover, enforcing stricter password policies can lead to user frustration and may encourage risky behaviour. Amid these challenges comes passwordless authentication, mitigating the burden on a user and overall mitigating the risk passwords possessed. As discussed in this literature review, passwordless authentication is promising adversary to the traditional password, with technologies such as FIDO2 being coined “The Kingslayer” [13]. Additionally, technologies like Magic Links, Single Sign-On (SSO) and more streamline the authentication process while enhancing security. Leveraging cryptographic protocols and device-bound authenticators to verify users’ identities.

However, these solutions are not without their own set of challenges. Biometric data can be stolen or spoofed, compromising privacy and security, leading to a legion of attacks against single-factor biometric solutions. Similarly, single-factor usage of FIDO2 and similar protocols require physical keys susceptible to theft, granting instance access to an attacker with the correct environment. As well as, requiring compatible hardware that may not be universally supported, leading to immense costs that the industry is not ready to adopt. Furthermore, Magic Links and SSO introduce singular points of failure, where compromising one account can heed potential access across many services.

Hence it is imperative that these issues can be mitigated, preserving the level of cryptographic security they provide. For instance, from the paper by J. Guan et al [12], FIDO2 inherits the vulnerability of a man-in-the-middle attack when faced with prior compromised clients and authenticators within the unauthenticated ECDH key exchange. This vulnerability can be addressed for further verification of participating entities during the entire process, linking back to registration. With new technologies, we are yet to know all the exploits accompanied, however with a combination of authentication factors through MFA it is possible to create a system that bears the good of each technology.

By requiring a user to provide multiple forms of verification, through the 3 factors (inherent, possessive, knowledge) such as biometric scanning on a physical security key coupled with a time-based or geolocation OTP, it would be deemed unworthy of the amount of dedication required to exploit all components. Significantly reducing the likelihood of a successful attack; furthermore, MFA will safeguard against deceptive tactics like phishing, as even with one factor obtained, additional credentials are still required separate to the compromised solution. Partnering this approach with the recommendations found in this literature review, it is possible to create a unique system aimed at high security with minimal to null compromise of usability for the end-user.

# Methodology

This methodology aims to provide a description of the expected achievements of this dissertation. As outlined in the introduction, the need for passwordless authentication is promising; this dissertation will define an implementation for multi-factor authentication using passwordless schemes. Included in this chapter will be the requirements and specifications for a successful implementation of the prototype utilising both FIDO2 and Magic Link (TOTCs) technology.

## Research Approach

As discussed in the literature review, passwordless authentication mechanisms are sophisticated with inherent complexity building their security benefits. Given this, a qualitative research approach was adopted incorporating an in-depth analysis of existing literature, to aid in contextualising the challenges faced by the online world: particularly within e-commerce and its vulnerabilities of currents solutions.

## Analysis of Existing Solutions

The digitalisation of commercial business offers convenience but also presents significant security challenges, particularly regarding personal and financial information. A 2023 UK government survey highlights vulnerabilities, with 32% of businesses experiencing data breaches/attacks, predominantly in medium and large organisations. Resulting in an average cost of £1,100 for businesses of any size, and upwards of £4,960 for large businesses per breach [14]. Where a significant proportion of attacks are phishing related [Ap.1] at 79%. This situation that is aggravated by reduced prioritisation of cybersecurity measures among smaller businesses due to economic pressures; thereby showing a growing impetus for adopting passwordless solutions to mitigate the risks associated with weak password practices and endless cyber hygiene requirements. To compare, the recent 2024 survey has seen 50% of businesses experiencing breaches/attacks: 70% of medium and 74% of large businesses [15]; a significant increase on the previous year.

The integration of FIDO2 standards with Magic Link technology will illustrate a promising approach, facilitating passwordless authentication of FIDO2 using unique cryptographic credentials, significantly reducing the risk of credential theft and immunity to phishing. Complemented with Magic Link technology, which enhances security through a one-time link sent to a user’s email, utilising separate trusted communication channels to achieve multi-factor authentication. This combination not only aims to bolster security but also simplifies the user experience, promoting widespread adoption. Ensuring robust protection of transactions and user data against evolving cyber threats, providing a forward-thinking solution to critical vulnerabilities identified in the survey’s findings on cyber hygiene and authentication practices [14/15].

## Functional Requirements

**User Registration:** The user must provide unique required information to complete the registration process, where an account doesn’t already exist; provided through account confirmation. Following this the successful registration of a FIDO2 standard device to create and store cryptographic credentials.

**User Login:** The user must provide the required information to complete the authentication process, the generation and retrieval of cryptographic credentials must be successful from a FIDO2 standard device. Simultaneously, the successful generation a TOTP magic link which is sent to the user’s registered email through a trusted 3rd party service provider. Where the user must access this link, serving as an additional authentication factor, further securing the login process.

**Sensitive Information Access:** Using multi-factor authentication to access sensitive information, meaning both authentication schemes must be successful. Furthermore, through the implementation of strict security protocols with encrypted data transit and at rest; preventing eavesdropping.

**FIDO2 Authentication:** The FIDO2 compliant authentication scheme must support a range of devices: successfully registering and managing cryptographic credentials. Which cannot be replicated or reused for differing accounts, limiting the credentials stored by the service to prevent the impact of cybersecurity breaches.

**TOTP via Email / Magic Link Authentication:** Successfully integrate a secure, trusted 3rd party email service to transmit a generated TOTP Magic Link unique to the user that initiates the login/registration process. The TOTP must be implemented to expire after a designated period of time, to protect against replay-ability attacks; authenticate / verify a user for access to the service, preventing against unauthorised access. The TOTP must be encrypted in transmit to prevent eavesdropping.

## Non-Functional Requirements

**Security**: The implementation of the proposed authentication mechanism must provide an appropriate level of security, complying with global standards: including GDPR for data protection. Where all data transmissions, including user credentials and sensitive information, must be encrypted; multi-factor authentication as mandatory requirement for accessing data.

**Reliability:** The authentication mechanism must be reliable, ensuring that the user is always able to access the service when successfully authenticated. As well as, ensuring data integrity, protecting against corruption and unauthorised modification.

**Compatibility:** The user must be able to access, register and authenticate across multiple devices and browsers, therefore the proposed implementation needs to be functional using multiple browsers and machines for testing.

**Usability:** An important factor in the adoption of passwordless mechanisms, meaning that the user should be able to successfully pass authentication with ease. Where the user interface is simplistic and user friendly; considered when designing the e-commerce service to demonstrate the authentication mechanism. However, this will not be at the forefront of this project and will act as a secondary target.

## Hardware Specification

In terms of hardware, there are no necessary specifications for the hosting server for the project to operate. A standard system configuration consisting of:

* Dual-core CPU or better for processing
* 4GB+ of RAM
* Ethernet connection or a Wi-Fi adapter
* 20GB of storage
* FIDO2 standard security key for USB-A

## Software Specification

[Visual Studio 2022, ASP.NET Core etc]
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