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|  |  |  |
| --- | --- | --- |
| **Access Control Method** | **Implementation Method(s)** | **How It Benefits Multilayered Access Control** |
| User Access Control Profiles | Role Based Access control | Sets the base default access that people should have to do the role they are assigned. Minimum access needed feedback loops can be put into place here. |
| Systems Access | System Access Control Lists | System wide security policies for activities that occur. (What type of events should trigger what type of metric generation.) |
| Applications Access | Account privileges within application. Application permissions for execution | Finer grained control is possible on what users can have access to specific functionalities of the application or even if they can run the application itself. |
| File and Folder Access |  |  |
| Data Access |  |  |