**LONG ANSWERS**

**UNIT – I**

**1.Write in detail about security attacks, services, mechanisms?**

[**1. Security Attacks:** A security attack is an attempt by a person or entity to gain unauthorized access, disrupt, or compromise the security of a system, network, or device](https://www.geeksforgeeks.org/osi-security-architecture/). They are further classified into two sub-categories:

[**Passive Attack:** In these types of attacks, a third-party intruder tries to access the message/content/data being shared by the sender and receiver by keeping a close watch on the transmission or eavesdropping the transmission](https://www.geeksforgeeks.org/osi-security-architecture/). [These attacks involve the attacker observing or monitoring system, network, or device activity without actively disrupting or altering it](https://www.geeksforgeeks.org/osi-security-architecture/). [One way to prevent passive attacks is to encrypt the message/data that needs to be transmitted](https://www.geeksforgeeks.org/osi-security-architecture/).

[**2. Security Mechanisms:** A security mechanism is a means of protecting a system, network, or device against unauthorized access, tampering, or other security threats](https://www.geeksforgeeks.org/osi-security-architecture/). [It is designed to detect, prevent, or recover from a security attack](https://ebooks.inflibnet.ac.in/csp11/chapter/security-attacks/).

[**3. Security Services:** A security service enhances the security of data processing systems and information transfers](https://ebooks.inflibnet.ac.in/csp11/chapter/security-attacks/). [Security services and mechanisms are closely related because a mechanism or combination of mechanisms are used to provide a service](https://www.studocu.com/in/document/kakatiya-university/cryptography-and-network-security/security-attacks-services-and-mechanisms/46115804).

These concepts form the foundation of information security and are crucial for protecting computer systems and information assets. [They help ensure the confidentiality, integrity, and availability of the data](https://www.geeksforgeeks.org/osi-security-architecture/).

**2.Discuss the difference between Discretionary Access Control and Mandatory Access Control?**

[**Discretionary Access Control (DAC):** DAC is an access control policy where the owner of the object or resource determines who can access it](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [In DAC, access is granted or denied based on the identity of the user or the group to which the user belongs](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [The owner of the resource has the discretion to grant access to anyone else](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [For example, in a file system that uses DAC, a user might be able to share a file with another user or change the file’s permissions](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

[**Mandatory Access Control (MAC):** MAC is a policy where access rights are regulated by a central authority based on multiple levels of security](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [The system classifies information and users into various levels of sensitivity and clearance](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [Access decisions are made by the system based on these classifications](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [For example, in a system that uses MAC, a user might not be able to share a file with another user unless the other user has the appropriate security clearance](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

**Key Differences:**

[**Control:** In DAC, the owner of the resource controls access, while in MAC, the system controls access](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

[**Security:** DAC is generally less secure than MAC because it allows the owner to set permissions, potentially leading to unauthorized access](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [MAC is considered more secure because it restricts access based on security classifications](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

[**Flexibility:** DAC is more flexible than MAC because it allows owners to set permissions as they see fit](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [MAC is less flexible because it enforces strict access controls based on security classifications](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

[**Implementation:** DAC is easier to implement than MAC](https://www.geeksforgeeks.org/difference-between-dac-and-mac/). [MAC is more complex to implement because it requires a detailed understanding of the sensitivity of information and the clearance levels of users](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

[**Trust:** DAC places trust in the users, while MAC places trust only in the administrators](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

[Information Flow: In DAC, information flow is difficult to control, while in MAC, information flow can be easily controlled](https://www.geeksforgeeks.org/difference-between-dac-and-mac/).

**3.Discuss the following terms in detail with relevant examples**

[**a. Interruption:** Interruption is a type of security attack where a network service or a system asset is disrupted or destroyed](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [As a result, legitimate users can no longer access it, either permanently or temporarily](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [For example, an attacker may steal or damage a hardware/software component](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [Another example is a Denial-of-Service (DoS) attack, where an attacker overwhelms a server host with requests so that it can’t respond](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [This type of attack is a threat to data availability](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [To protect against interruption attacks, we need appropriate precautions such as firewalls and system backups](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication).

[**b. Interception:** Interception is a type of security attack where an unauthorized individual gains access to confidential or private information](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [In the case of an interception attack, a malicious actor can access private or confidential information without legitimate authorization](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [Eavesdropping attacks are a typical example of this category of attack](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [For instance, an intruder can use several techniques, such as packet sniffing and man-in-the-middle (MITM) attacks, to obtain critical information such as passwords and credit card numbers or to disturb data exchanges on the network](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [This category of attacks is mainly a threat to data confidentiality](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [We can mitigate it by encrypting communications, avoiding untrusted Wi-Fi networks, and regularly updating our software](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication).

[**c. Modification:** Modification is a type of security attack that involves not only gaining access to the asset but also manipulating it](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [The man-in-the-middle attack (MITM) is a notable example](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [After intercepting data, the attacker can reconfigure the system hardware, remove a message in a network, or modify its content](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [Another example is a Cross-Site Scripting (XSS) attack, where the hacker injects malicious script into a web application to alter its content or to obtain sensitive data illicitly](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication).

[**d. Fabrication:** Fabrication is a type of security attack where an intruder injects bogus data or creates a false trail in the system](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [For example, a hacker can execute identity spoofing by creating a fake version of a legitimate user](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [Then, he can attempt to commit fraud or hijack a bank account](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication). [Another example of a fabrication attack is SQL Injection, where an attacker inserts malicious SQL code into a query, which can then be used to manipulate the database](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication).

These concepts form the foundation of information security and are crucial for protecting computer systems and information assets. [They help ensure the confidentiality, integrity, and availability of the data](https://www.baeldung.com/cs/security-interruption-interception-modification-fabrication).

**4.Explain encapsulating Security Payload?**

[**Encapsulating Security Payload (ESP):** ESP is a protocol within the Internet Protocol Security (IPSec) suite that provides authentication, integrity, and confidentiality of network packets data/payload in IPv4 and IPv6 networks](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [It plays a very important role in network security](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/).

[**Functionality:** ESP is responsible for the CIA triad of security (Confidentiality, Integrity, Availability), which is considered significant only when encryption is carried along with them](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [It secures all payload/packets/content in IPv4 and IPv6](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [As the name suggests, it involves encapsulation of the content/payload, encrypts it to a suitable form, and then a security check or authentication takes place for payload in IP Network](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [The encryption process is performed by an authenticated user, similarly, the decryption process is carried out only when the receiver is verified, thus making the entire process very smooth and secure](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [The entire encryption that is performed by ESP is carried on the principle of the integrity of payload and not on the typical IP header](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/).

[**Working of ESP:** ESP supports both main Network layer protocols: IPv4 and IPv6 protocols](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [It performs the functioning of encryption in headers of Internet Protocol or in general say, it resides and performs functions in IP Header](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/). [One important thing to note here is that the insertion of ESP is between Internet Protocol and other protocols such as UDP/ TCP/ ICMP](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[1](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/).

[**Key Components:** The components of an ESP header include sequence number, payload data, padding, next header, an integrity check, and sequenced numbers](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[2](https://www.techopedia.com/definition/1504/encapsulating-security-payload-esp).

[In summary, ESP is primarily designed to provide encryption, authentication, and protection services for the data or payload that is being transferred in an IP network](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[2](https://www.techopedia.com/definition/1504/encapsulating-security-payload-esp). [It doesn’t protect the packet header; however, in a tunnel mode if the entire packet is encapsulated within another packet as a payload/data packet, it can encrypt the entire packet residing inside another packet](https://www.geeksforgeeks.org/what-is-encapsulating-security-payload/)[2](https://www.techopedia.com/definition/1504/encapsulating-security-payload-esp).

**UNIT - II**

**5.Write about the various types of ciphers?**

[**1. Caesar Cipher:** In a Caesar cipher, the set of plaintext characters is replaced by any other character, symbols, or numbers](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/). [It is a very weak technique for hiding text](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/). [In Caesar’s cipher, each alphabet in the message is replaced by three places down](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/). [For example, the plaintext “EDUCBA” would be encrypted as “HGXFED” in a Caesar cipher](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/).

[**2. Monoalphabetic Cipher:** As Caesar cipher and a modified version of Caesar cipher are easy to break, monoalphabetic cipher comes into the picture](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/). [In a monoalphabetic cipher, each alphabet in plaintext can be replaced by any other alphabet except the original alphabet](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/). [That is, A can be replaced by any other alphabet from B to Z, B can be replaced by A or C to Z, and so on](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/).

[**3. Homophonic Substitution Cipher:** A homophonic substitution cipher is a type of monoalphabetic cipher wherein each letter of the plaintext can be mapped to multiple substitution possibilities](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/). [For example, the letter ‘e’ might be replaced in a ciphertext by any of several different symbols, each occurring with some probability](https://www.educba.com/types-of-cipher/)[1](https://www.educba.com/types-of-cipher/).

[**4. Morse Code:** Morse code is a cipher wherein all the letters of the alphabet, numbers from 0-9, and some punctuation marks have been replaced by dots, dashes, or short and long beeps](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html). [For example, A is represented as ".-"](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html). [Morse code was popularly used when the telegraph was invented](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html).

[**5. Enigma Code:** The Enigma code was a sophisticated cipher used by the Germans during the Second World War](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html). [It involved using an Enigma machine, which is similar to a typewriter](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html). [When a letter was pressed on the machine, a cipher letter lit up on the screen](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html).

[**6. Symmetric Key Cryptography:** In symmetric key cryptography, one same key is used for encryption and decryption](https://www.educba.com/types-of-cipher/)[3](https://en.wikipedia.org/wiki/Cipher). [This type of cipher is also known as private-key cryptography](https://www.educba.com/types-of-cipher/)[3](https://en.wikipedia.org/wiki/Cipher).

[**7. Asymmetric Key Cryptography:** In asymmetric key cryptography, two different keys are used for encryption and decryption](https://www.educba.com/types-of-cipher/)[3](https://en.wikipedia.org/wiki/Cipher). [This type of cipher is also known as public-key cryptography](https://www.educba.com/types-of-cipher/)[3](https://en.wikipedia.org/wiki/Cipher).

These are just a few examples of the many types of ciphers that exist. [Each has its own strengths and weaknesses, and they are used in different contexts depending on the specific needs of the situation1](https://www.educba.com/types-of-cipher/)[2](https://www.enkivillage.org/types-of-codes.html)[3](https://en.wikipedia.org/wiki/Cipher).

**6.What are applications of public key cryptography? Explain them briefly?**

![Public-key cryptography](data:image/jpeg;base64,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)

Public Key Cryptography, also known as asymmetric-key cryptography, has a wide range of applications in the field of information security. Here are some of the key applications:

[**1. Encryption/Decryption:** Public Key Encryption is used to achieve confidentiality](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/). [In this, the plaintext is encrypted using the recipient’s public key](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/). [Only the recipient, who has the corresponding private key, can decrypt the message](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/). [This ensures that the message remains confidential during transmission](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/).

[**2. Digital Signatures:** Digital signatures are used for sender’s authentication](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/). [In this, the sender encrypts the plaintext using their private key](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/). [Anyone can verify the signature using the sender’s public key, but only the sender can create the signature](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/). [This provides assurance about the authenticity of the sender](https://www.geeksforgeeks.org/public-key-encryption/)[1](https://www.geeksforgeeks.org/public-key-encryption/).

[**3. Secure Communication:** When you visit a website that uses HTTPS, your web browser uses public-key cryptography to establish a secure connection with the website](https://www.geeksforgeeks.org/public-key-encryption/)[2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/). [This ensures that the data transmitted between your browser and the website is secure and cannot be intercepted by attackers](https://www.geeksforgeeks.org/public-key-encryption/)[2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/).

[**4. Online Transactions:** Public key cryptography is used to secure online transactions](https://www.geeksforgeeks.org/public-key-encryption/)[2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/). [When you make a payment on an e-commerce website, public key cryptography is used to encrypt your payment information, ensuring that it can’t be stolen by attackers2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/).

[**5. Password Protection:** Public key cryptography is also used in password protection2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/). [When you enter your password, it can be encrypted using public key cryptography to prevent it from being stolen](https://www.geeksforgeeks.org/public-key-encryption/)[2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/).

[**6. Authenticated Timestamps:** Authenticated timestamps use public key cryptography to provide a proof of the existence of certain data at a certain point in time3](https://ebrary.net/26701/computer_science/advantages_public_cryptography).

[These applications leverage the key properties of public key cryptography - the ability to provide secure, encrypted communication, and the ability to verify the authenticity of a message or sender1](https://www.geeksforgeeks.org/public-key-encryption/)[4](https://binaryterms.com/public-key-cryptography.html)[2](https://www.cryptopolitan.com/public-key-cryptography-basic-concepts-uses/)[3](https://ebrary.net/26701/computer_science/advantages_public_cryptography)[5](https://www.ijitee.org/wp-content/uploads/papers/v8i6s4/F11000486S419.pdf).

**7.Discuss briefly about Encryption and Decryption Techniques?**

[**Encryption:** Encryption is the process of converting normal data into an unreadable form](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[2](https://www.guru99.com/difference-encryption-decryption.html). [This is done by the person who is sending the data to the destination](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[2](https://www.guru99.com/difference-encryption-decryption.html). [The major task of encryption is to convert the plaintext into ciphertext](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [Any message can be encrypted with either a secret key or a public key](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [The output of encryption is a ciphertext that is unintelligible to anyone who does not have the decryption key](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/).

[**Decryption:** Decryption is the method of converting the unreadable/coded data into its original form](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[2](https://www.guru99.com/difference-encryption-decryption.html). [This is done at the receiver’s end](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [The main task of decryption is to convert the ciphertext into plaintext](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [The encrypted message can be decrypted with either a secret key or a private key](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [The output of decryption is the original plaintext message](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/).

**Techniques:** There are various techniques used for encryption and decryption. Here are a few examples:

* [**Caesar Cipher:** One of the earliest encryption techniques, it involves shifting the alphabet by a certain amount](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[3](https://www.khanacademy.org/computing/computers-and-internet/xcae6f4a7ff015e7d:online-data-security/xcae6f4a7ff015e7d:data-encryption-techniques/a/encryption-decryption-and-code-cracking).
* [**Substitution Cipher:** In this technique, each letter in the plaintext is replaced by a letter some fixed number of positions down the alphabet](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/).
* [**Transposition Cipher:** This involves rearranging the order of the letters in the plaintext1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/).
* [**Symmetric Key Cryptography:** The same key is used for both encryption and decryption1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/).
* [**Asymmetric Key Cryptography:** Two different keys are used for encryption and decryption1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/).

[These techniques are used to safeguard data exchanged via networks](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[4](https://medium.com/@achal.ninawe20/encryption-and-decryption-in-network-security-ca420e72a58b). [They are essential in preserving data confidentiality and integrity](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[4](https://medium.com/@achal.ninawe20/encryption-and-decryption-in-network-security-ca420e72a58b).

**8.Explain all the principles of the public key crypto systems?**

[Public Key Cryptography, also known as asymmetric-key cryptography, is a cryptographic technique that involves two distinct keys for encryption and decryption](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html). Here are the key principles of Public Key Cryptography:

[**1. Two Key System:** Public-key systems use a cryptographic algorithm with two keys](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[3](https://ajaybolar.weebly.com/uploads/1/0/1/0/10106930/ns_unit_3.pdf). [One key is held private and one is available publicly](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[3](https://ajaybolar.weebly.com/uploads/1/0/1/0/10106930/ns_unit_3.pdf). [Depending on the application, the sender uses either the sender’s private key or the receiver’s public key, or both, to perform some type of cryptographic function](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[3](https://ajaybolar.weebly.com/uploads/1/0/1/0/10106930/ns_unit_3.pdf).

[**2. Key Distribution:** Public keys can be freely shared, allowing users an easy and convenient method for encrypting content and verifying digital signatures](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[4](https://www.geeksforgeeks.org/public-key-encryption/). [Private keys can be kept secret, ensuring only the owners of the private keys can decrypt content and create digital signatures](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[4](https://www.geeksforgeeks.org/public-key-encryption/).

[**3. Confidentiality and Authenticity:** Public key cryptography is successful in achieving both confidentiality and authenticity](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html). [The message is first encrypted using the sender’s private key, confirming that the message has been prepared by the sender](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html). [This does the function of the digital signature](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html). [The message that was first encrypted with the sender’s private key is again encrypted using the intended receiver’s public key](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html). [The final ciphertext can only be decrypted by the intended receiver’s private key which is only known to him](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html). [In this way, the public key cryptography achieves confidentiality](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html).

[**4. Computationally Infeasible:** It is computationally infeasible to determine the decryption key given only information of the cryptographic algorithm and the encryption key](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security).

[**5. Related Keys:** There are two related keys such that one can be used for encryption, with the other used for decryption](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security).

[**6. Large Key Size:** The keys generated in public key cryptography are large, including 512, 1024, 2048, and so on bits](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security). [These keys are not simple to learn](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security). [Thus, they are maintained in devices including USB tokens or hardware security modules](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security).

[**7. Security Services:** The asymmetric cryptosystem should manage the security services including confidentiality, authentication, integrity, and non-repudiation](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security). [The public key should support the security services including non-repudiation and authentication](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security). [The security services of confidentiality and integrity are considered as an element of the encryption process completed by the private key of the user](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security).

[These principles form the foundation of public key cryptography and are crucial for protecting computer systems and information assets](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[1](https://www.tutorialspoint.com/what-are-the-principles-of-public-key-cryptosystem-in-information-security)[2](https://binaryterms.com/public-key-cryptography.html)[3](https://ajaybolar.weebly.com/uploads/1/0/1/0/10106930/ns_unit_3.pdf)[4](https://www.geeksforgeeks.org/public-key-encryption/).

**UNIT – III**

**9.With a neat diagram write about a model for Network security?**

[A Network Security Model illustrates how security services are designed over the network to prevent threats to the confidentiality or authenticity of the information being transmitted1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/). Here’s a brief explanation of a general network security model:

1. [**Sender and Receiver:** The network security model presents two communicating parties - the sender and the receiver - who mutually agree to exchange information1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/).
2. [**Transformation of Information:** Before sending the message through the information channel, it should be transformed into an unreadable format1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/). [This transformation often involves encryption of the message1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/).
3. [**Sharing of Secret Information:** Secret information is used while transforming the message which will also be required when the message will be retransformed at the recipient side1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/). [This secret information often refers to the encryption key1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/).
4. [**Trusted Third Party:** A trusted third party is required which would take the responsibility of distributing this secret information to both the parties involved in communication1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/).

[Unfortunately, I can’t provide a diagram here, but you can easily find diagrams illustrating the Network Security Model online1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/).

In summary, a Network Security Model is a framework that outlines how to secure communication between two parties over a network. [It involves the transformation of information, sharing of secret information, and often requires a trusted third party1](https://binaryterms.com/network-security-model.html)[2](https://www.geeksforgeeks.org/a-model-for-network-security/).

**10.What is X.509 authentication service?**

[X.509 is a digital certificate that is built on top of a widely trusted standard known as ITU or International Telecommunication Union X.509 standard](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/). It is a certificate-based authentication security framework that can be used for providing secure transaction processing and private information[1](https://www.geeksforgeeks.org/x-509-authentication-service/). [These are primarily used for handling the security and identity in computer networking and internet-based communications](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/).

[The core of the X.509 authentication service is the public key certificate connected to each user](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/). [These user certificates are assumed to be produced by some trusted certification authority and positioned in the directory by the user or the certified authority](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/). [These directory servers are only used for providing an effortless reachable location for all users so that they can acquire certificates](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/).

[The X.509 certificate format uses an associated public and private key pair for encrypting and decrypting a message](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/). [Once an X.509 certificate is provided to a user by the certified authority, that certificate is attached to it like an identity card](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/). [The chances of someone stealing it or losing it are less, unlike other unsecured passwords](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/). [With the help of this analogy, it is easier to imagine how this authentication works: the certificate is basically presented like an identity at the resource that requires authentication](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/).

[Many protocols depend on X.509 and it has many applications, some of them are given below](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/):

* Document signing and Digital signature
* Web server security with the help of Transport Layer Security (TLS)/Secure Sockets Layer (SSL) certificates
* Email certificates
* Code signing
* Secure Shell Protocol (SSH) keys
* [Digital Identities](https://www.geeksforgeeks.org/x-509-authentication-service/)[1](https://www.geeksforgeeks.org/x-509-authentication-service/)

**11.Describe the requirements in web security. Explain the various web security threats?**

[**Web Security Requirements:** Web security is crucial for protecting data and ensuring the integrity of web applications](https://www.geeksforgeeks.org/web-security-considerations/)[1](https://www.geeksforgeeks.org/web-security-considerations/)[2](https://developer.mozilla.org/en-US/docs/Learn/Server-side/First_steps/Website_security)[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html). Here are some key requirements:

1. [**Secure Environment:** The web environment should be secure to prevent web server bugs](https://www.geeksforgeeks.org/web-security-considerations/)[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html).
2. [**User Input Validation:** All user inputs should be validated to prevent Cross-Site Scripting (XSS) and injection attacks](https://www.geeksforgeeks.org/web-security-considerations/)[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html).
3. [**Avoid Third-Party Scripts and CSS:** These can introduce vulnerabilities](https://www.geeksforgeeks.org/web-security-considerations/)[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html).
4. [**Use Encryption:** Encryption protects data and prevents mixed content bugs](https://www.geeksforgeeks.org/web-security-considerations/)[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html).
5. **Authentication:** Proper authentication mechanisms should be in place[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html).
6. [**Authorize Requests:** This helps prevent Cross-Site Request Forgery (XSRF), Cross-Site Script Inclusion (XSSI), etc](https://www.geeksforgeeks.org/web-security-considerations/)[3](https://partner-security.withgoogle.com/docs/webapp_requirements.html).

[**Web Security Threats:** Web security threats are constantly emerging and evolving](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[5](https://www.kaspersky.com/resource-center/threats/web)[1](https://www.geeksforgeeks.org/web-security-considerations/). Here are some common ones:

1. [**Cross-Site Scripting (XSS):** XSS is a type of attack that allows an attacker to inject client-side scripts through the website into the browsers of other users](https://www.geeksforgeeks.org/web-security-considerations/).
2. [**SQL Injection:** In an SQL Injection attack, an attacker can insert malicious SQL code into a query, which can then be used to manipulate the database](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).
3. [**Phishing:** Phishing involves tricking users into revealing sensitive information, such as passwords or credit card numbers, by pretending to be a trustworthy entity](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).
4. [**Ransomware:** Ransomware is a type of malware that encrypts a user’s files and demands a ransom to restore access](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).
5. [**Code Injection:** Code Injection involves inserting malicious code into a web application, which can then be executed](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).
6. [**Viruses and Worms:** These are malicious programs that can replicate themselves and spread from one system to another](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).
7. [**Spyware:** Spyware is software that collects information about a user’s activities without their knowledge](https://www.geeksforgeeks.org/web-security-considerations/)[4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).
8. [**Denial of Service (DoS):** A DoS attack involves overwhelming a system with traffic or requests, rendering it unable to function properly4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[1](https://www.geeksforgeeks.org/web-security-considerations/).

[These threats pose significant risks to the confidentiality, integrity, and availability of web applications and data4](https://www.fortinet.com/resources/cyberglossary/web-security-threats)[5](https://www.kaspersky.com/resource-center/threats/web)[1](https://www.geeksforgeeks.org/web-security-considerations/).

**12.Discuss Kerberos v4 and Kerberos v5?**

[**Kerberos Version 4 (V4):** Kerberos V4 is an update of the Kerberos software that is a computer-network authentication system](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/). [It is a web-based authentication software which is used for authentication of users information while logging into the system by DES technique for encryption](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/). [It was launched in late 1980s](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/). [Here are some features of Kerberos V4](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/):

* [**Authentication:** Kerberos V4 provides authentication and encryption services to network clients and servers](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Encryption:** Kerberos V4 uses a simple encryption algorithm that is less secure than the encryption used in Kerberos V5](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Ticket-granting service (TGS):** Kerberos V4 uses a single TGS for all network services, which means that the TGS has to handle a large number of requests](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**No support for timestamps:** Kerberos V4 does not support timestamps, which makes it vulnerable to replay attacks](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).

[**Kerberos Version 5 (V5):** Kerberos V5 is a later version of the Kerberos software developed for enhancing security in the authentication](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/). [It provides a single authentication service in a network which is distributed over an enterprise](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/). [It was launched in the year 1993](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/). [Here are some features of Kerberos V5](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/):

* [**Authentication:** Kerberos V5 provides authentication, encryption, and authorization services to network clients and servers](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Encryption:** Kerberos V5 uses a more secure encryption algorithm than Kerberos V4, which makes it less vulnerable to attacks1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* **Ticket-granting service (TGS):** Kerberos V5 uses multiple TGS servers to handle requests for different network services. [This improves scalability and reduces the load on individual TGS servers](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Support for timestamps:** Kerberos V5 supports timestamps, which makes it less vulnerable to replay attacks](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Support for renewable tickets:** Kerberos V5 supports renewable tickets, which allows users to extend their authentication without having to re-enter their passwords1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).

**Similarities between the two versions of Kerberos:**

* [**Authentication process:** Both Kerberos V4 and V5 use a similar authentication process that involves a client, a server, and a trusted third-party authentication server (TAS) that issues tickets to the client1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Encryption:** Both Kerberos V4 and V5 use encryption to protect sensitive data and prevent eavesdropping](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Password-based authentication:** Both Kerberos V4 and V5 use password-based authentication, which requires users to enter their passwords to access network resources1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Ticket-based authentication:** Both Kerberos V4 and V5 use ticket-based authentication, which enables users to authenticate to multiple network resources without having to enter their passwords multiple times1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Key distribution:** Both Kerberos V4 and V5 use a key distribution center (KDC) to distribute secret keys to network clients and servers](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/)[1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).
* [**Network interoperability:** Both Kerberos V4 and V5 are designed to be compatible with a wide range of network operating systems and protocols, which makes them suitable for use in heterogeneous network environments1](https://www.geeksforgeeks.org/difference-between-kerberos-version-4-and-kerberos-version-5/).

**SHORT ANSWERS**

**1. Define Information Security?**

[**Information Security:** Information security is the practice of protecting information by mitigating information risks](https://www.geeksforgeeks.org/what-is-information-security/)[1](https://www.geeksforgeeks.org/what-is-information-security/). [It involves the protection of information systems and the information processed, stored, and transmitted by these systems from unauthorized access, use, disclosure, disruption, modification, or destruction](https://www.geeksforgeeks.org/what-is-information-security/)

**2.What are the characteristics of Information Security?**

[**Characteristics of Information Security:** The fundamental principles of information security are confidentiality, integrity, and availability](https://www.geeksforgeeks.org/what-is-information-security/)[2](https://short-fact.com/what-are-the-characteristics-of-information-security/). [It involves preventing unauthorized access, use, disclosure, disruption, modification, inspection, recording, or destruction of information](https://www.geeksforgeeks.org/what-is-information-security/)

**3.Explain the types of security attacks?**

[**Types of Security Attacks:** Security attacks can be classified into two groups: active and passive](https://www.geeksforgeeks.org/what-is-information-security/)[3](https://www.geeksforgeeks.org/active-and-passive-attacks-in-information-security/). [Active attacks involve the attacker taking direct action against the target system or network, such as Masquerade, Modification of messages, Repudiation, Replay, and Denial of Service](https://www.geeksforgeeks.org/what-is-information-security/)[3](https://www.geeksforgeeks.org/active-and-passive-attacks-in-information-security/). [Passive attacks involve simply monitoring or eavesdropping on a system or network](https://www.geeksforgeeks.org/what-is-information-security/)

**4.List the types of access controls?**

[**Types of Access Controls:** There are four main types of access control methods: Mandatory Access Control (MAC), Role-Based Access Control (RBAC), Discretionary Access Control (DAC), and Rule-Based Access Control (RBAC or RB-RBAC)](https://www.geeksforgeeks.org/what-is-information-security/)[4](https://delinea.com/blog/access-control-models-methods).

**1.Compare encryption and decryption?**

[**Encryption vs Decryption:** Encryption is the process of converting normal data into an unreadable form, often to protect the confidentiality of the data](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [This process takes place at the sender’s end](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [Decryption, on the other hand, is the process of converting the unreadable/coded data back into its original form](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [This process takes place at the receiver’s end](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[1](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/). [Both processes use the same algorithm with the same key](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)

**2.Define cryptanalysis?**

[**Cryptanalysis:** Cryptanalysis refers to the study of cryptographic algorithms with the aim of understanding hidden aspects of the systems](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[2](https://www.geeksforgeeks.org/cryptanalysis-and-types-of-attacks/). [It is used to breach cryptographic security systems and gain access to the contents of encrypted messages, even if the cryptographic key is unknown](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[2](https://www.geeksforgeeks.org/cryptanalysis-and-types-of-attacks/).

**3.Define about security in hash function?**

[**Security in Hash Function:** Hash functions play a crucial role in making a system secure as they convert normal data into an irregular value of fixed length](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[3](https://www.geeksforgeeks.org/hash-functions-system-security/). [They are designed to be one-way functions, meaning that it is easy to compute the hash value for a given input, but difficult to compute the input for a given hash value](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[3](https://www.geeksforgeeks.org/hash-functions-system-security/). [They are deterministic, produce a fixed-size output, and are collision-resistant](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[3](https://www.geeksforgeeks.org/hash-functions-system-security/). [They are also non-reversible, meaning that it is difficult or impossible to reverse the process of generating a hash value to recover the original input](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)

**4.Write about Diffie-Hellman Key exchange?**

[**Diffie-Hellman Key Exchange:** The Diffie-Hellman key exchange is a method for securely exchanging cryptographic keys over a public channel](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[4](https://en.wikipedia.org/wiki/Diffie%E2%80%93Hellman_key_exchange). [It was one of the first public-key protocols and is used to establish a shared secret key over an insecure channel](https://www.geeksforgeeks.org/difference-between-encryption-and-decryption/)[4](https://en.wikipedia.org/wiki/Diffie%E2%80%93Hellman_key_exchange). [This key can then be used to encrypt subsequent communications using a symmetric-key cipher4](https://en.wikipedia.org/wiki/Diffie%E2%80%93Hellman_key_exchange). [It is a fundamental building block of many secure communication protocols, including SSL/TLS and SSH](https://en.wikipedia.org/wiki/Diffie%E2%80%93Hellman_key_exchange)

**1.Define digital signature?**

[**Digital Signature:** A digital signature is a mathematical scheme for verifying the authenticity of digital messages or documents](https://en.wikipedia.org/wiki/Digital_signature)[1](https://en.wikipedia.org/wiki/Digital_signature). [A valid digital signature on a message gives a recipient confidence that the message came from a sender known to the recipient](https://en.wikipedia.org/wiki/Digital_signature)[1](https://en.wikipedia.org/wiki/Digital_signature). [Digital signatures are often used to implement electronic signatures, which include any electronic data that carries the intent of a signature](https://en.wikipedia.org/wiki/Digital_signature)

**2.What is Email Security?**

[**Email Security:** Email security refers to the steps where we protect the email messages and the information that they contain from unauthorized access, and damage](https://www.bing.com/aclk?ld=e8Nm2aU8XKU0OgJBzfhuweKjVUCUw64jLc6iIFmVEoqwY8NcMUjfsriHQzSZ9KtSTwcVOo2XBW1zz2CQ03yaRjMeciU4vDWGTimeLI6qTROSSvr4Vweg9RuvsmU5cHVI3IxFxOiXV6uvIuLOiXxEHg37X2hEC7g-2GwDa1CRNCdpuhXRH5&u=aHR0cHMlM2ElMmYlMmZwcmltYXNlY3VyZS5jb20lMmZwcm9kdWN0JTJmdHJlbmQtbWljcm8tZW1haWwtc2VjdXJpdHklMmY&rlid=d70565ac03be113469140066e9fb6eab)[2](https://www.geeksforgeeks.org/what-is-email-security/). [It involves ensuring the confidentiality, integrity, and availability of email messages, as well as safeguarding against phishing attacks, spam, viruses, and other forms of malware](https://www.bing.com/aclk?ld=e8Nm2aU8XKU0OgJBzfhuweKjVUCUw64jLc6iIFmVEoqwY8NcMUjfsriHQzSZ9KtSTwcVOo2XBW1zz2CQ03yaRjMeciU4vDWGTimeLI6qTROSSvr4Vweg9RuvsmU5cHVI3IxFxOiXV6uvIuLOiXxEHg37X2hEC7g-2GwDa1CRNCdpuhXRH5&u=aHR0cHMlM2ElMmYlMmZwcmltYXNlY3VyZS5jb20lMmZwcm9kdWN0JTJmdHJlbmQtbWljcm8tZW1haWwtc2VjdXJpdHklMmY&rlid=d70565ac03be113469140066e9fb6eab)[2](https://www.geeksforgeeks.org/what-is-email-security/). [It can be achieved through a combination of technical and non-technical measures](https://www.bing.com/aclk?ld=e8Nm2aU8XKU0OgJBzfhuweKjVUCUw64jLc6iIFmVEoqwY8NcMUjfsriHQzSZ9KtSTwcVOo2XBW1zz2CQ03yaRjMeciU4vDWGTimeLI6qTROSSvr4Vweg9RuvsmU5cHVI3IxFxOiXV6uvIuLOiXxEHg37X2hEC7g-2GwDa1CRNCdpuhXRH5&u=aHR0cHMlM2ElMmYlMmZwcmltYXNlY3VyZS5jb20lMmZwcm9kdWN0JTJmdHJlbmQtbWljcm8tZW1haWwtc2VjdXJpdHklMmY&rlid=d70565ac03be113469140066e9fb6eab)