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# 安全多方计算

## 安全多方计算提出背景

随着互联网的迅速发展，越来越多的应用场景需要网络用户之间进行协作运算。但是出于隐私保护和数据安全的考虑，参与协作运算的用户并不想和其他用户进行计算数据的分享，这一问题导致协同计算无法执行，从而导致网络资源并不能够高效分享利用和一些应用场景难以实现。安全多方计算（secure multi-party computation）让这一问题迎刃而解，它为解决数据隐私保护和协同计算之间的矛盾提供了理论基础。

安全多方计算是分布式密码学的理论基础，也是分布式计算研究的一个基本问题。安全多方计算是指在一个互不相信的多用户网络中，两个或多个用户能够不泄漏各自私有输入信息，协同合作执行某项计算任务。简单地说，安全多方计算是指一组人，比如……，共同安全地计算函数。其中这个函数的个输入分别由这个参与者秘密掌握的，设的秘密输入是，并且在计算结束后，得到输出。这里的安全性是要求即使在某些参与者有欺骗行为的情况下，保证计算结果的正确性，即计算结束后每个诚实的参与者都能得到正确的输出，同时还要求保证每个参与者输入的保密性，即每个参与者除了外，得不到任何其他信息。

安全多方计算已经有了丰富的理论成果和强有力的工具，虽然它的实际应用还处于起步阶段，但终将成为计算机安全一个不可缺少的部分。

## 安全多方计算的基础运算

# 门限密钥共享技术

## Shamir门限密钥共享概念

门限密钥共享技术（threshold key sharing scheme）解决的是密钥安全管理问题。现代密码学体制的设计是使得密码体制的安全性取决于密钥的安全，密钥的泄露就意味着体制失去了安全性，因此密钥管理在密码体制的安全性研究和设计中占有重要的地位。特别是多方利益体共同管理一个账户时，账户的密钥如何可信安全地分配给多方参与者就变得非常棘手。针对这一问题，以色列密码学家Shamir提出了Shamir门限密钥共享的概念：密钥被分为份分配给个参与者，每个参与者掌握一个密钥份额（key sharing），只有集齐超过个密钥份额，才能够将密钥恢复。

## 线性密钥共享机制

线性密钥共享是Shamir门限密钥共享的推广，它的本质是要求主密钥空间、子密钥空间和随机输入集合都是线性空间，并且密钥重构函数是线性的。形式化定义如下：

设是一个有限域，是实现存取结构的一个密钥共享体制，是主密钥空间。我们说是上的一个线性密钥共享体制，如果满足以下条件：

1. 子密钥是上的线性空间，即对于，常数，使得子密钥空间。记为收到空间的向量的第个分量，这个分量依赖于主密钥和随机数。
2. 每个授权集都可以通过线性组合子密钥的方式得到主密钥，即对于任意一个授权集，常数，使得对任意主密钥和随机数，都有

## Shamir多项式插值密钥共享方案

# 锁定账户

## 锁定账户生成方案

万维链上的validator（编号为……）生成门限锁定账户过程如下：

1. 选择随机数，将广播全网（为椭圆曲线基点）
2. 选择次多项式：，将通过安全信道传输给，同时将……广播全网
3. 到信息之后，进行验证：，如果验证不通过，则拒收，请求重新发送信息
4. 待所有信息都发送完毕且验证通过后，每个用户的密钥份额为，
5. 门限锁定账户地址为，其中，对应私钥为，这个私钥只有通过份以上密钥份额才能够恢复

## 锁定账户签名方案

## 锁定账户密钥更新方案