CC14

PreparedStatement

Prevents SQL Injection, By using placeholders (?) for parameters, PreparedStatement ensures that user input is safely escaped and treated as data, not executable code.

PreparedStatement automatically converts Java data types to appropriate SQL types (e.g., String to VARCHAR, int to INTEGER), reducing the risk of type mismatches.

can be used to efficiently execute multiple updates in a batch, improving performance when inserting or updating large amounts of data.

DELETE \* FROM IN UPDATE

The DELETE FROM query in the updateInvoice method is used to simplify the process of managing associated services during an update. By deleting all existing service items first, you can safely re-insert the updated list, ensuring consistency and clarity in your code.