Things you shouldn’t do on social media

* Don’t post personal information such as Names, Birthday, Current Residency, and Current Activity that displays vulnerability
* Do not click on a suspicious email that has an unfamiliar address
* Steer clear of malicious links that would take you to inappropriate or risky web pages
* Make sure you know who you are talking to, especially if it’s a friend or tech support

Suspicious email characteristics:

* Unknown sender, check for any spelling differences
* Hyperlink that leads to an unknown download/website
* Images with embedded code
* Login field that isn’t encrypted, http instead of https

Secure account settings:

* Location services off so that the photo doesn’t carry and location data
* Change passwords frequently, use strong passwords
* Turn on alerts for unrecognized logins
* Two-step verification
* Use encryption whenever possible

Strong Passwords:

* Make them long
* Use many numbers, incorporate 1337 speak to replace letters with numbers
* Frequently use symbols
* Don’t use personal info such as name in your password
* Capitalize random letters