进销存系统的缺陷报告

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 缺陷标题 | | 登录界面中用户登录信息漏洞，缺乏SQL注入 | | |
| 缺陷状态 | New | | 优先级 | 高 |
| 严重程度 | 致命 | | 提交人 | 测试人员何嘉琛 |
| 提交时间 | 2020.6.10 | | 分配人 | 小组成员何嘉琛 |
| 操作系统 | Windows10 | | 浏览器 | Microsoft Edge |
| 缺陷详述 | 1. 缺陷产生位置： 登录界面 – 用户登录信息 – 用户的登录名和密码  2. 缺陷现象描述：  1）. 默认登录用户名和密码均为admin  2）. 当登录用户名为任意乱码（’or 1=1 or’=）密码为任意乱码（dklafhg）时，依然能够成功登陆  3）. 报错信息见附件截图  3. 修复建议：  1）. 建议将用户信息注入SQL数据库并关联登录界面  2）. 建议限制登录名命名格式并且控制字符串长度  3）. 其他乱码输入存在同样问题，请一并解决 | | | |
| 缺陷附件 | 报错信息： | | | |

优 先 级：缺陷修复的顺序： 高、中、低。 先修复高级的缺陷

严重程度：缺陷造成损失的大小：致命（安全问题、系统崩溃）、 严重、一般、轻微、建议

缺陷状态： New： 新发现的缺陷

Open： 该缺陷正在开发人员手中修复

Fixed： 已修复完成，等待测试人员复测（回归测试）

Cloded：复测成功，缺陷修复正确

Reopen：复测失败，缺陷未修复成功，需要重新修复