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一、引言

1.目的

本文档是网络被攻击过程图形化显示系统的需求规格说明书，旨在说明本图形化显示系统的需求规格，并作为用户验收参考以及开发团队开发过程中的参考。

2.范围

本文档为系统的功能需求描述，包括了系统总体设计描述以及各个功能模块的详细描述。

二、系统定义

本系统需要能够读入用户指定的.pcap或.csv格式的大数据包。如果包内数据是适当格式的网络监控数据，则本系统能够对数据进行分析，而后生成由节点构成的网络环境。系统能够根据流量关系，计算攻击过程，而后图形化显示网络被攻击过程。

三、应用环境

Windows 10计算机系统。

**四、功能规格**

1.系统功能列表

|  |  |  |
| --- | --- | --- |
| 功能类别 | 功能名称 | 一般过程描述 |
| 读入数据 | 读入PCAP包 | 读入用户指定路径的PCAP包 |
| 读入EXCEL | 读入用户指定路径的.csv文件 |
| 分析网络监控数据 | 输入验证 | 判断读入的包是否是适当格式的网络监控数据 |
| 分析数据 |  |
| 生成网络环境 | 生成由节点构成的网络环境 |
| 计算攻击过程 | 根据流量关系计算攻击过程 |
| 图形化显示 | 读入数据包 | 弹出窗口使用户可以指定读入数据包的路径 |
| 显示网络环境 | 显示数据包的整体网络环境 |
| 显示攻击过程 | 显示数据包内的指定攻击过程 |
| 选择时间范围 | 选择时间范围内的数据进行图形化显示 |
| 放大 | 放大图形显示 |
| 缩小 | 缩小图形显示 |
| 关闭 | 关闭当前数据包的图形化显示 |

2.读入数据

基本描述：

读入指定路径的PCAP包或EXCEL表。如果是PCAP包，转向PCAP包分析环节；如果是EXCEL，转向EXCEL分析环节。

3.分析网络监控数据

3.1 输入验证

判断读入的包是否是适当格式的网络监控数据、能够用于分析。如果不是，返回报错。

3.2 分析数据

将数据按端口、协议、、报文长度、时间等信息分类，以便后续操作。

3.3 生成网络环境

生成由节点和链路连接构成的网络环境。

3.4 计算攻击过程

根据网络流量数据计算攻击过程。

4.图形化显示

实现一个图形界面，能够导入数据包。如果导入的数据包不能处理，弹出报错窗口；否则弹出图形化显示窗口。默认显示网络环境的图形化显示，可以指定显示的时间范围；同时界面可以选择展示单个指定的攻击过程，对于这个攻击过程可以指定显示时间范围内的攻击。能够放大和缩小图形显示，缩小后按端口显示图形，放大后按每个节点显示图形。关闭当前图形化显示窗口后程序继续运行，可以导入下一个数据包。

**五、其他需求**

1.性能需求

应当支持5000以上节点的分析和显示

应当支持变速显示

2.扩展需求

支持显示流量大小

六、产品提交

应当提交一份可在Windows 10计算机操作系统上使用的安装包，同时提交用户使用手册。

七、其他

暂无。