**Bearer token Means** means that **whoever holds the token can use it**.

* Ex: The **ticket** is like a **Bearer Token**.
* The **Authorization: Bearer** line in an HTTP request is how you show your ticket to a system (like Azure or Microsoft Graph).
* The system checks the token and says: “Okay, you’re allowed to do this

============================================================================

Entra ID Pass reset using logic Apps:

**Prerequisites: Azure AD App Registration with:**

* **API permissions: User.ReadWrite.All**
* **Admin consent granted**

Register an User Identity with appropriate permissions for connections in Logic apps.

============================================================================

Steps:

Sentinel INC Trigger >> initiate IP Entity >> Now here follow Below Steps.

Call a **HTTP – Block IP >> Under this define below steps**

URL: https://management.azure.com/subscriptions/{subscription-id}/resourceGroups**/{resource-group-name}** /providers/Microsoft.Network/firewallPolicies**/{firewall-policy-name}**/ruleCollectionGroups**/{rule-collection-group-name}?**api-version=2022-05-01

Enter the Above Details In URL

Method: Patch

Body:

**{**

**"properties": {**

**"ruleCollections": [**

**{**

**"name": "BlockMaliciousIPs",**

**"ruleCollectionType": "NetworkRuleCollection",**

**"priority": 100,**

**"action": {**

**"type": "Deny"**

**},**

**"rules": [**

**{**

**"name": "Block\_Malicious\_IP",**

**"ruleType": "NetworkRule",**

**"ipProtocols": ["Any"],**

**"sourceAddresses": ["<malicious-ip>"],**

**"destinationAddresses": ["\*"],**

**"destinationPorts": ["\*"]**

**}**

**]**

**}**

**]**

**}**

**}**

And Enter Authentication Details