![](data:image/jpeg;base64,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)

Ministry of Education, Culture and Research of the Republic of Moldova

Technical University of Moldova

Department of Software and Automation Engineering

**REPORT**

Laboratory work No. 3

**Discipline**: Cryptography and Security

Elaborated: FAF-221, Chichioi Iuliana

Checked: asist. univ.,Nirca Dumitru

Chișinău 2024

## Topic: Polyalphabetic ciphers (Playfair cipher) Tasks:

## Task 3.1: Implement the Playfair cipher algorithm in a programming language of your choice for messages in Romanian (using 31 letters). Character values in the text should be limited to 'A' through 'Z' and 'a' through 'z'; no other values are permitted. If the user inputs any other values, they should be prompted to use the correct character range. The key length must be at least 7 characters. The user should be able to select the operation—encryption or decryption—and input the key, message, or ciphertext, and receive the corresponding encrypted or decrypted message. The final phase of adding spaces according to language and message logic should be done manually.

## Objectives:

## Implement a Python-based Playfair cipher to encrypt and decrypt text.

## Demonstrate understanding of matrix manipulation and digraph encryption.

## Illustrate the encryption process with a step-by-step example.

## Theoretical notes: The Playfair cipher encrypts messages by pairing letters and using a 5x5 matrix based on a keyword. Here’s how it works:

## Matrix Creation: The keyword fills the 5x5 grid (removing duplicates), followed by any remaining letters of the alphabet. For Romanian, adjustments are made to fit all letters.

## Pairing Rules:

## Same letters in a pair? Insert an 'X' between them.

## Single letter left? Add an 'X' to complete the pair.

## Encryption:

## Same Row: Shift letters right.

## Same Column: Shift letters down.

## Rectangle: Swap columns of the paired letters.

## Decryption reverses these steps.

## Implementation: Creating the create\_playfair\_matrix function takes a keyword, removes duplicates, and fills a 5x5 matrix. The letter 'J' is substituted with 'I' to fit within the matrix.

## def create\_playfair\_matrix(key):

## key = ''.join(sorted(set(key.upper()), key=key.upper().index))

## matrix = [['' for \_ in range(5)] for \_ in range(5)]

## row, col = 0, 0

## for char in key:

## if char == 'J': char = 'I'

## matrix[row][col] = char

## col = (col + 1) % 5

## if col == 0: row += 1

## # Fill remaining cells

## for char in 'ABCDEFGHIKLMNOPQRSTUVWXYZ':

## if char not in key:

## matrix[row][col] = char

## col = (col + 1) % 5

## if col == 0: row += 1

## return matrix

## Formatting Plaintext for Encryption in the format\_plaintext function adjusts the plaintext by converting it to uppercase, inserting 'X' between identical letters in a digraph, and adding an extra 'X' if the last pair is incomplete. def format\_plaintext(plaintext):

## formatted, i = '', 0

## while i < len(plaintext):

## formatted += plaintext[i]

## if i + 1 < len(plaintext) and plaintext[i] == plaintext[i + 1]:

## formatted += 'X'

## elif i + 1 < len(plaintext):

## formatted += plaintext[i + 1]

## i += 1

## i += 1

## if len(formatted) % 2 != 0:

## formatted += 'X'

## return formatted Encrypting Plaintext with the encrypt\_playfair function applies Playfair encryption rules for each digraph in the plaintext. Depending on their positions in the matrix, the letters are shifted as per the Playfair rules.

## def encrypt\_playfair(plaintext, key):

## plaintext = format\_plaintext(plaintext.upper())

## matrix = create\_playfair\_matrix(key)

## ciphertext = ''

## for i in range(0, len(plaintext), 2):

## char1, char2 = plaintext[i], plaintext[i + 1]

## row1, col1, row2, col2 = None, None, None, None

## for r in range(5):

## for c in range(5):

## if matrix[r][c] == char1: row1, col1 = r, c

## elif matrix[r][c] == char2: row2, col2 = r, c

## if row1 == row2:

## ciphertext += matrix[row1][(col1 + 1) % 5] + matrix[row2][(col2 + 1) % 5]

## elif col1 == col2:

## ciphertext += matrix[(row1 + 1) % 5][col1] + matrix[(row2 + 1) % 5][col2]

## else:

## ciphertext += matrix[row1][col2] + matrix[row2][col1]

## return ciphertext So in this way we can see manually what the code do: Example

## Plaintext: HELLO

## Key: MONARCHY

## Step 1: Matrix Creation

## For the key MONARCHY, the matrix is constructed as follows:

| **M** | **O** | **N** | **A** | **R** |
| --- | --- | --- | --- | --- |
| **C** | **H** | **Y** | B | D |
| E | F | G | I | K |
| L | P | Q | S | T |
| U | V | W | X | Z |

## Step 2: Plaintext Formatting

## Formatted plaintext for HELLO becomes HE LX LO (adding 'X' between duplicate 'L's).

## Step 3: Encryption

## Pair 1: HE

## 'H' is at (1,1) and 'E' is at (2,0).

## Forming a rectangle, we swap columns to get CF.

## Pair 2: LX

## 'L' is at (3,0) and 'X' is at (4,3).

## Swapping columns, we get US.

## Pair 3: LO

## 'L' is at (3,0) and 'O' is at (0,1).

## Swapping columns, we get MP.

## Final Ciphertext: CFUSMP

## Conclusion:

## The Playfair cipher successfully encrypts plaintext by substituting pairs of letters based on a 5x5 matrix. This implementation formatted plaintext, applied encryption rules, and generated accurate ciphertext. Future enhancements could include broader input validation and additional tests.
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