**Grupo 2**

**Lógico:**

* A través de una VPN compartir a los empleados que trabajen en remoto únicamente los servicios que necesiten.
* Cifrado de datos para información sensible de los usuarios y de la empresa.
* Antivirus licenciado.
* Proxy para que los empleados no accedan a sitios que puedan ser peligrosos.
* Firewalls activo (impiden que malwares o hackers puedan ingresar a nuestra computadora a través de Internet o de una red).

**Físico:**

* Programar backups de información importante diariamente.
* Tener una UPS por si llega a haber un corte de energía para poder llegar a guardar la información.
* Tener un sistema de puesta a tierra para proteger los equipos físicos de posibles tormentas eléctricas, o fallas en la red.
* Regulador de tensión.
* Sistema de ventilación y de seguridad edilicia.