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**Exam Questions SY0-701**
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAHgAAAB4CAYAAAA5ZDbSAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAACDBSURBVHhe7V0JlB1F1b793kxmsm8MCYQkBDSByBJ2REQxGNlENkWQVUUgEASDQUHP78mvIpiJAgIJS0gQkIBETxQFDrIZCCICUSAIghDBkATINpPJLO/1f7+qvi/3Vapf93vzMhP45zvnzr1161Z1Vd2urbteD/WgBz3oQQ960IMe9KAHPehBDzSCiJeL2oMOOqhh5MiR/bLZbF2kozyDw+GqVavyra2tkbYHlYLbMtPc3Lxh/fr161566aV1rOqwMelRroOzp5566pHHHXfc98aNG7dX3759a7kQUZRFEASGNJLCaVFpumohDMNIKg++dHF5ufqWlpb2pqamjqVLly5euHDhlfPnz/8Tq3M2NhmpW2ynnXYaOH369AcnTpy4/8CBAymTyRScKQ0vXAopcQjDHlxsAC1/GOE6S8LSDuDaRsdrzgOjoXXr1tHDDz/89GWXXXb4smXLVpvIBKRq4e22267Ptdde++whhxwyThxbU1NjnAaIo4TrQgPakZBd+zhdgUfxVtN9iHOAjwtJOIkLCXScOBgAX7Ro0T+nTJmy9/LlyzcYZQkUj68xmDZt2tWHMyDDqRiW3R5sHOGBFFTb+HhsvOg7Oih4802it97iAYpHqP79jU1XQpcR0LKLUnGAdmgpruX29nZDw4cP36aurm7II488cp+JLAHbBUtg/Pjxw3lYPg8XQKHFwVLZUgQIj4O23Qy4iXDnLlhAwWc/i8IQ7bkn0a67Ep13HtGKFZFh10PXL00d06CUHeLQ7vADejF8At9E0bFIdPC+++57MN8tJlNcQJwrPRhck47T5CJJHyAPKBobKfjiF4kefZRo40bcysSTEdGsWUQnnkj0/vsmXVdCyq3LL+UWWVBK9tkDcWnQrmj/HI9g8Al8E0XFItHB22+//X6RGOs4VxZovcCnAzbTQ/7HPyiYPh0TD9GBBxLdcQfRn3gROWWKjV+0iOiHP4wSdC18dQCS9HHxglLxiIMPBNo3cUh0MCOL3ovMNQFyQdfxEqeh4zRi9aD7eIppbiaedIhuv53olFOIPvMZomuuITr3XGs4bx7RkiVW7gbo8ut6iF7rBK5dGoidOBi9mJG4hkrjYDPu68K6YUCHtR5ww4C21yjSvf665Zh7x4yxsuCb3yQaMcIO0XfdFSm7FrqsvroISsUJYOPmVyodfJAGiQ6W3usDLuJSpdAVKlyvttZy3K1u3uPGEWHhBaCnd9OTM11uwA0LXF2cnQ+unYyY8E0SUvdgF1qnnZvk5LQVMxajRxuZsD1qabGyxhFHWL50qaWtDG4909QbiLOTtpM21vNxHFI5GNBOBCTsksQBaSokhRYUhffay/L//IfoxRetrLH//nY/zHtkeuaZSNk98NVDuKtPCmu4YY2q9WDAdWQSSRpBUkW82Gcfoh12sEP0Aw9ESgXMwR/5iJVfesnyHhSh0w7GXQTSOrHX3AfX4Zs5fcgQIvsAzTp4g/NkDnP0Rz9qZVmQdQMS6+GBz8bNRyNNnj5UNESLHKfT4UoLVsDxx1v+5JNEjz9uZY0dd7R81Sr7IKQbUaquvjitS4rXKHUdF4kOllW0ZKp7rOYiaxLoAum8BG58ET75STvXAnPnWq6x7baW4+nW+vVW7gb46lSqnpVC8gBHmychdQ924XOkyFqXhMRK9+tHdMYZVl6wgOipp6wsGDrU8qYmSx9ylNO2QKoeLNDOEOeC3N4L+ByX5MzYeDzB2nlnovZ2omuvjZQRBg2yHPOzbyvVxUAddD18YRel7DXcuKr24LiLloJO40ufFF8AnHjBBVa+916iRx6xMiCvDTH/fkCOCaWudwzKSVPxEI2LuBcq58JlV+zkk4k+9jHrxJ/9LFIy5GlXW5vt4R8y+Nq5HJTt4M5crFMYNozooous/LvfEc2fb2U4GATndrODu61tSqCsObjbceqpRAdHr0CvusoOy337WgfjYcjWVNYuwBZdRVcTqe/8+nqiyy4jqqkhevZZouuvJ+rVyxLQzftgDbdO3dW7Uzl4qxp68IIBq2pg5kyiV18lGjjQhj+Ec3Ac0vpkq+jBZeM737H737ffJvrBD+yhgB540eUOrsrQhUN306ZZGUP1u+9aeStDUl0rqnuZ+GD2YGDyZPsYswclkehg/XSqGnDzqjhvPML8n/+xCy6B7Im3ElStrh4grzT5fXB7MDBxItHFF0cBxn//GwkfDFTT4XFIdPBWtQ/2AU+45Hn0T35CtHy5lf8f4AOzD+7UnazTvvwy0eWXF+u6CV3RO9MgVQ/uitVexcAbJH3S49ZbiX7+8yiw9aDaDodPtkgP3lruzALwkh8vGnC8Z/fdrQ69+P77rdyF2OrahtGpIdqtULdU8J13LB850p74mDDB9upzzvlQHMTrbJumdnAlzixlU7WbQVbOffoQ7b23/VEannItW2ZfToB/wFFJ2wtSzcGSYTkO84VL2fjiU+Hf/7Z8u+0sP+AAohtusPvj554jOu00opUrbVwXwK1HZ8MabtwHZhVdMfCK8J//tPLYsZYD+Lnp1VdbJ+MkJrZSXejkLYlyF7ypHFxOpr67T+vcePeuLAtr1hC98oqV8XxaA48yr7jCyg8/THTSSVt0j1zVepVAuXlW1IP1RXwXLCfeRam4zYDfI6Fn4hElfvnv4pJL7MMP9GT8gPzzn7d75S2EpHqVVTdGufY+lDUHx6EaBamkAegvf0FCfAJo0y8cXFx6qT3Dlc0S/e1vREcd5T9A3wlUUn+3vr6whi+8Vc3BvgK6urKBXzsABx1kV9FxwInM226zBwPwE5djjvEfoq8CqlKvKqJTDvY5TeCrqK/irp0vnRf4SSlWyUCa14Y4BbJwof2py9q1RN/4hj04gIckVUBcmX3103DjXZSKS4NUQ7SGXNBX0DTobIELwC8csEXC5x0+/vFImYBDDiF66CGiT3/aHu+58ko7L8tKvJPQdStVz6S4qrURo6wenPbC2s5XYF8+rp3Ppgg4Ogvgd0u77GLlNMAvJPATGPRg4MEH7ZcC7r7bhsuEr9wSjtML3HAcfPkBXTIHuwUvp9Bxtol5vPEG0R/+YGXMp+Vi8GCi2bPtiwn8eA0/MP/yl4nOOsue80oJU0psITMZCvFr+ySCbbTlTNNOPps06TT4qumgM057ETeNL52rFznO3gC9bfVq+/QKQ2ylOPNMu6I++mhc0C68cIjg17+ODDyAHXoOHrJ0dFDIQ32IeZwJsvnaAPTgbBOCYA/H9upFYX09hbwgDPv2tRQd+YWNrx0EpeJKIfEJxtlnnz3j61//+tTBfNf379+ft5z2WIw8/AAX0mEt67DwcvUF4Ks6cMLzz9sv7VTyahANjrdQeFCCs9T4POL3v0+0eLGNR2/70pfsh15woA8OxCtJEH46A2dyugAvNSDr8gnYCUYPZ6DNuO3CQYMoHDqU8nxj5nmxl+f8c7vuSuE221CIfKNz3XCgkA4DHXzjrOeyr+Gy33TTTY1MvNmPh6dkxXAdjI+Quk5wZR0WXonelQ3QyzCU4kdn+CjafgnfAkPDYQjGQxEspv71L7tVeu89OwrAgfI+Gb2yC2F6M68JOg49lFovvJBy2MvzCt/0eMQ7Tgaq7mB27gx2snFwv379TA92G1+HAfn6S5Kdq0uKN47AlghHZTFn/upXJq4I6OFwInr4X/9q98pwaKlfPWCYxB55wACiujqi3r3tY033jBe2WPikBPdCNLfpoeidkUO4kIYZxxiJAR1usnXrKMBNtWKF4QHnH+DmEgcOG0YbZs6kNowc0Q/ZxcHayXBwU1OTcfCNN97YePPNN3fOwV/96ldnnHPOOVMH8fDiDtGuI9xwObLwWB04XgXiI6T4CcsTT9jXg6g8Fl2PPWYJzsfzadehcBw+2oJVNJ58wVkIY5sFx+KUJgh5i4NvvJHo5pvt1wMAxB98MIVf+AKFxx1nnAIYZxupmIscud/AzNPI7513KPPSS5R94AGqnT+fAnZayPk3/fa31I7fXzU3FzlWuHbwrFmzGufMmdN1Do6TdVh4nN7lRuYRIVi2jAJ8xvC114i+9jX7nBkfZsF2CXti99cNOACAORRf6gHtthvRqFH2iVeUfyqg92NauOceO8RHjY18Qh5NQl7kheyQPG/VQtxEDOMQLL7Qs1lG2KTi66LXY8Ud8lRnVt6M7O9/T32452JOb508mZrxI3d2oHasyOLg1Ty9zJ49O9HBqVfRArkQECdr6MJpiN4Xr8PSCDRjhnUugGfQPG+Zn5NiHoZz0fPwwON737NOx+oYx3bwsgGvD/G2Cb9ELMe5APf2cPp0Cv/8ZwrvuMP0XpMPTxcB32CZCy6gDJelhvfS2WnTKMPXDnjORw3g8JBHA6yazQ2BMuKZOICejJuAxdwee9jRgYFVtW4Nt20Any4OibXVPTjtHFyJXriRwfEGCDpedAR33WUakm9foyugocE+h8aqetIk+80sacAqwjQol0maNeQ5Prj3XgpwAz33nCljEXg+z48dSyH36vzuu1Oey5XffnsKhwyhkKcD03thxzdJhtcKdXwT1mCtwGVfz3m2Y52BIZtNcG1xKDg+QiqLrDQ92LZsCZx55pkzzjvvvCIHAwVndFIGJBxgsQMO3csvUwZzE+9JA6yAZYWLnvCpTxGdcIJ59BjEvUWqAnTDGo4/XD7ZFpmtDZctw7074Pk/4KkiiHtQwuXO42AgOx8ONvXkGyODI0VR3VrPOYea8SVdzL9qX6y5noNvuOGGxrlz53beweeee27RKhrQTtLc1cfJRRyO5bs3w3dm5pFHKHPnnRTwvBToeRUNdP75WNYXTm/Y1Jt4NSGNCvgamv8UHGW0CGN1/MILFPBCL3jxRbOICniPHeCdNfbSPvAUlB89mlp567eRpxyTF4Zu5KeuJ/IWc7AssmQfDIjTNnNYCb1wQ1itgvPWoYZ7a/b22ynANydRGZl7oy1I/rvfpfDHPzYy4oOowpInoOVKII0o0A3s40BBB8L0wCSxIeZpbLWwJWJuejduWi4n0mFuzvMI1DFhAuXwyUZsj9iBhfSwca4JB2OIXsu9v9sd7JMNx2qTR4IMz2U1c+ZQzbx5tiEA3NEHHkjh+PGUxT4XwxUPyTk8e+YGCTAPu/lFXOCGkyCNJ9Bhn1ySM9kQi5hr4XCuk+gAyELGHls6Jl9+QgJxsGyTkhycuIrWbyzcAgC6AK5eeEEGYbW4ahXVXnop1fNiovaKK6xz2eH5I46gtgULqA2LF+wVcbcPHUq5n/7UrkSjVaebd2fJzUuHtezqvNz8jdJgWMbjTB5Ssc81PRSEumFhxk4yXO3ZdX4iC1xd1d4m+S4GaJ3IXlvouFfBudnf/IZ6f+IT1OuqqyjAoXVeeHTwvLpx0SJq5Xk3x9uQmpkzKRu9vuvgGyCPx5Ee5wrca7rhOIida6vDIpfSxXGNUnGA1pdKXy7K6sGAW1DwuAIVbEC8d6y95RbqffLJlMGTJx662r/yFWrhFWjrTTdRfv/9zVCGebjmRz8y6XKnnUa5s8+285K6RiFfdQ1Awm58HAl8cUISL3B1pbgm0WkOxMmCOB2o6u+DfRfTiC0gD69Z3u/VX345Bby1yI8cSS28/WllZ+Z5rsUTHKTMcC+uxe99ubfmDziAOhobbR7RNkLn78rutUVXSZzAjRc5jgvcsA+wiUsP+OJ9dklI7WCdue+CWufG53l+rbnvPrNaxmZ/wz33UPuxx5qNPuapPK+mM088QXXco/EAPhwxgtpmzaJ8Q4NdgDDi8k8iQZJOx2kZ0PGaJE54nF64JheunQsdXw7K6sGA70KJBdLxPNxmeYjGOtcsnNiBtbNnUz07HM+bw4EDqe3mmynkrYN53wo7lVdRvg7idHGk4dPrsNYL4uJcvS+tQMf57NLq4tDpIVp04LEX5mG57bjjKD9qFAW8gqw/4wzqffjhVM+b+94TJ1Ld+ecXem4rL65yHBdGw7bOXyDX0iTwxaUhDa3zyVqnoXVuvIQ1d3VAqXjRYRuYdiuY6GDJXMOnE0ghRAbQE3O77ELNt91mncwOr8FrsrlzKYsHGzzH5g47jFpYl8MzZbz3VdfQ+YkMuLIOV4Kk/F1oe5cLdDjOxoUv3s1HKAllz8Ga+3SCIjsI3HM7eN/bxHtcPHPFURXzFOeoo6hl3jzawNsn88oND9mRRlEhnxKyL1xN0nmLLFyT6Hwc8MVpcuHT++zikOhgLMWRIYaEuAJoDsQVAA/X8zvvTC3XXUdNvGJuevJJal6wgNpPP92+BULP9SAub8i+sNalgS+NDrvxIrsciIsDj4vT8NkL3HBVt0k6c10IFzpOk9HhD5yIpzq8ssb7UQzX5skO9rrGKiatR44LA1qXRD57rRPoeNFr7tNp7oO2KWXvxvlsfOjUEC1Ic9EiGyazt2XSB8w019A6N94X1lQKcXauzmcDiM61TctdnQ+l4tIgtYMBX4FcHbgm0ZXLNfl0QpXGgeLiBTqs4129wNUlcaCUTam4tEh0cBt6WCb6Z80O0lwoqZBxHNA6nx5w4zQkrhT54MaVIydxgQ6Xso2Lw8lV53yLF8k9+Lnn6GUcPOvb177m69WLArz0x2vDiGty4zQXSrIDL9KVklXYJeiTKDZdTNiVtU0aLqTDkIWK4kSnOc5s9e5Nr7z9NuVfeCFyUjwSd8vfCoIZE/baa2rbiSfSgIYGymC1i4tHG22z6TYSQ+kMN38ZCItdFAeIVNi0K77JahOMzk2vwlUH95ZNfSmCR6d7XCE+0hXZeuKQ1tRAxRVxI0YS8xxT84oV5iTm80891fjz9vbOvfD/Vm3tjCn5/NTMtttSr2HDqGbwYPurAtxRAJyhHFPgDqGIRXZxso8DPjuGkbRdtaAaGLKXA744VyfbmThboUinHVogrmOAlzDvvkvtb71FHcuX09VB0Dizsw6+iB18XkfH1AaWBzBlpaF9xPPCZmFA6yWsuU6j7eLCIgt8OsAN+yCNKdCNK5BGTiO7BMDBcWFNrt5NxzzPhGP4K7lus2tqEh2ceMb0wGx20n5EB9WxM2qi4TkfQ+Z4CgiyG3Zl5ub8ko4T4mttJoPDFlzFmwckQqwvIp8uiSQN88J1QT7Z1XGjF+mY8trWZ6Nk2BYRdFxnwyPq4PQbI3o6CBY/lc8/GLnKC65JSshdBMhdJRShILlxOuySHr58YQ2ti2QMZ2ZI0yRw9T4SKN1meep4kYWX0Jm/vvoIB3xyUnwZSHRwUZa4gDuMCEV6+blGIrFd4eyvm0aHIbvxOi7ikpehKFywc1CwU7bedC7ZxJu4ENKodJKX0QFunhJWHGm8cT6KsEmKR6KD+TKboDL3yponkYBlE/LoQTgem9m4kTItLZa03NpKGV54ZHI5e4xWEU5f4i2WjzJtbTYd22R0Q6rrooHxGNV73Q0bCrI55SmIcwoALvESjriREPbEFVEFSFyFTOFF1gW8iua1M+HfQNbw2G8WLzwfGF6CzKrZJQBpNVd6I0W2aPy1ffrQo6NHUzvHZaSSkX2eG73PmjX0kdWraSd2cg3vD3FDIt2yQYPoqeHDKQtHGetNyLFjejc10QhOuxPLA7Ee4P2l3My4WUBPjRhBb+Kwv3aMgMMdPE/ux6vZMatWmfnRWMCuFGkbztdodLy+lshCDGyT8OPS1UzXZjKN13Z2FX0+O/hCn4N95DhuMwdLvKsHKb0JgbMD23fdlZbfeSfl2GHmxYSyb+PwOnbuG/h90O2306QlS2hAfT2Fzc204fjjacXMmRTIu+UoDdDK+W5gBy9//XV697HHaMT999MneG/ZO7pB0LAYHVb94he07uijzS8udHoBTqQ0fPvb1H/ePMrhJ6hwiIlQDtJcHBWRGZYB15EuSXqGdvDV7ODrEhwctXiZcAsgJAWNuJmLJE7pi2RwRy/p8EIC27IR3PCjuCeNHDiQRrOjdwTxfvyj3EP35Rvgi6ecQuO5kZ/AAXmcpeZ0WPWPYmePZFukGzVkCI2OaNz229NeY8fSUYcfTl+64gqq57R/OOAAauK0Zshmwqu4wXV1NJp7tkmPa6s8QDty/n04Hj8IK5RfSOok3JEL7aLjXZK4TiDRwXwJP3RBJBzHfVQqLiLTCFzJDuYd4Ngy4FPB+M4V/rf/dddRGw+xLTynjm9ooNHTptHb/fubeRGLHMyOHdz4IGpspGDyZAouuYRC7pm5pUsJx/lqeC4+eI896GOzZtEzzNH7ZT7PIy3y4KE4x709uPBCCnC8aMoUnruYLr6YAnzXg2/AWEcJRGZedNOXosi+M6isBwukIG7lJBxx6ZFGpykunZJNOjU8hm+8QeETT1CIfxLNzqr55S/N89lWHlJ32G03qpEvvksacMyPf/wjhbfcQuGcOeaT/9ljjqFec+eaE58becgeN2wYDWCHreSbKJAeKeA88MOyEEeOOH2e04W33krhjTdSiK8J8PUL5QbF1Yt5aucKlQDnmojOORjQhfDJmmtCpV29DruyAI2JH2Cjp7Jz8nA2q/EAoRc7p2HMGPuZBJ0HgDQ8zBri4T3ET0YuvZQyPAfj4EEHjwKjDz2U1o0fv+mnJOraAfdic00hnnNB5pGtviHceqmwsRC9SxKneRWQ7GApYCmgQLDT3KPbrCe7tr60QlGPxEoa2yLMlfgW1TImbl7KRPFZdlzhGhqSvxCGVXak+akqRyOPPuzo3vvsY3/3i/xNQosOvmk2rltHbbzgauMFWis45nvkJdfTsiLZZ7v6IpK0Oo8kwDYBlc/BGlIYlwNaF1GRA7QMlIpjrOFGXs0Nu5L5Yu6Vy3morWc9tikZfGEHnwyWIVND8hJC46BXvvqqPTLEMhw9gEcAONs8qIiA1yor+Vp384r67hNOoHuOPZbmM//jEUdQDkO66xR9HYHWaZI4zVMijW9SOdj2jQRIgaWyutIe2fRmVy9hkZ25MMvhJfvvT7/nBc5DF11E63kenMCLLTyAxxCanT3bzInm63EqnQGHTU/SxDrspc2vAKMRoJ63PkZS1+5gmwZerR/N8/2RPA8fwXPwUUyfuuoqyrCDzVftYAtCuSMq1FFIbDSJXsenAMrIKRLR+TlYQwon3FcpQPHNejPSiOzwHA+THz/9dDr+mmvo+OnTaRL3qDq8BOchtRZfvMM/jOZhtnBdDYQdwnC/lh27Eb0/MjM/84RzI4cDyKmWbbdhRw6NaBsODxbHGqPivI1WxwGuE12+BVBdBwNSAe0oTVJJVVnpUUU2EtZgR9QuW0a9//536vXCCxQuWkRZ3iplecgM8XUd2GPYlXwA5aiCPorL8w3zDg7i817ZOJWRwaeS3GvjpuGRIc83VPi5z1F45JEUTppE4VlnmUef5hpRmU2v1deRvISX0peBtNaJDjbzkRXTQworBdfk00e6ooaJdKYBADQiD73h9ddTiC8AHHaY+RBpOHWq+cSRWTTBuXENxnrMlebZNlOWe/2bbN980kk0gG+cPOefWbOGAuTlGeJDXlSFTz5J4eOP208qYfX99NPmuK818PRaLQvi9GUCt629JUsjuQejUSKxLKDwurGFoNN6Jyw9oNCjHZj5DqtcbIXYMeZ0CX7EZiJVnjotZPQ0rHp5CG7jRdUSzueZyZNpF75JOpAfz6XZe+6hEF/0gYPdPHDzoCfjWthygfimkrKam1PSgGvSOlcGVQrkkYDqD9EupBKa4vQOFRYoGujJmjzpCgRzJjzyvH/HHWn+fvvR3fvuS3edeCK9ecstNInncXYT5evqqBb/HgAfTXOHeA3RRfHGqYJIV0RaL9D6LkCig5PvkRSQSgrpuzdOF6HQiHCmQGzlBpA0Wo5g0nNPH9/YSHstXEh7cy/9/Jw5dAw7uS/31Bw7tHbxYgrw8xl8BQe9VPJywXpZL5h8xU5fV5PWu3ZVAOeWiEQHw2CzO7USSMUkvSsL14QGwQqXnYBygMyRVW0D6DAI6djOpOFVdpZ76JhttqFdhg2jscwHcVw7z6kZ7rX4GIyZy7G4wvCrnJBhZxeuy2VgrY0TLuSGk3RVAHyCciVBdQs/Tg+CGZdns1MHcoYDOczNW9ybKoGkxxwKSBhc542V7ZAhlMH/VMC8yPbhs89S+OKL9hGhsjWShDE/77wzBfjMod7KAJDxChHfkGan4hmzmU+RH+KYzA3Njg4OPpiC0aOtbtUqCvFdTL2Fgp3wOFm4yJ0EXhfi0B22d/+byzXeFoadex98QjY740f19VMHtLXRIK5cLSqnGrZi6Hw0d2U0qDwbBuBoGUbFFnDkAA8v4EitF0CHmwt5MRWNUICEkV5WybDXi7k4HidXCXirtoZHk3Vc7m9v3Ni4MJfr3PvgFWH4Sgvf4e28YsxJj6sGUGk1HBZI6yBLw8rqFT1NbFxbJZsTmPjwJ6+yN6N+/czLemOj07n54EbCd71A2Ia58Zqc6xfFVQucVwe3RxuXCz5Zxb6JYmKR6LEX8vnF73IFWwYOpA1wMu5+XXCRKyU0hpCrEzmNbak4CWty9WIres3dOJ+91oks+s6QamO0fQucO2gQrWSfLGXfWIN48J6gNHhwXDu0tnbS7qNGjcDwUMNDJt7kyMCHIuBVXafgpo/LT/Rp7cuBNCagZcAXp7lP10mY89MgyNxrceigmUed94cOpbbhw+nulSuffrS5eQZHl3zekdQy6OHhAKL9rp4w4S978oKnfuVKGrB2LdXzvIgDbdWoTCz0lKCdmNbBcXpBXNldfVwYPC6PaoDzDrgNMDWi567nKWcj7wSef/99+ubzzx/Ai62/shUqyY7wo1QLIA49HBQ0EB353T33vP3gMWN6w7l1TU2mNycOAdVCJQ6uFD6nad2WdKoDXKmd1wqt3Hs38Hbvz2++2XLlkiWnriLCfwZDNHowyFuoUi2D7gP/8VLT+pGXHLtNbGj4zufGjj1s9ODBvTFU49ySyaTajQxIQ1aSdzlpynWYtt8S9QZwDc4bV8LPVV577733H3rttQcffu+9n/G6Xv4JMhyLD1GDe3txqdLBwdj24n03nAyOPUM9K3cYkM2O4lw72MGtrEtcrPWgU8ivJ8K/L3+HCT5Ae/Nm3xAcDF1FDkbPFSeDg5BR7JDQgy0G8Qd8BoeC4GDw2B6cZgqVmwAORUagHnQ9zGgdkfghsbMlTSCIx50j1IOtB3CuUMUOBsQGPI19D7Y84FBxaqxze9CDHvSgBz3oQXeB6P8ATszIn4dTRPcAAAAASUVORK5CYII=)

# NEW QUESTION 1

- (Exam Topic 1)

A security engineer is installing a WAF to protect the company's website from malicious web requests over SSL. Which of the following is needed to meet the objective?

1. A reverse proxy
2. A decryption certificate
3. A spill-tunnel VPN
4. Load-balanced servers

# Answer: B

**Explanation:**

A Web Application Firewall (WAF) is a security solution that protects web applications from various types of attacks such as SQL injection, cross-site scripting (XSS), and others. It is typically deployed in front of web servers to inspect incoming traffic and filter out malicious requests.

To protect the company’s website from malicious web requests over SSL, a decryption certificate is needed to decrypt the SSL traffic before it reaches the WAF. This allows the WAF to inspect the traffic and filter out malicious requests.

# NEW QUESTION 2

- (Exam Topic 1)

A network engineer and a security engineer are discussing ways to monitor network operations. Which of the following is the BEST method?

1. Disable Telnet and force SSH.
2. Establish a continuous ping.
3. Utilize an agentless monitor
4. Enable SNMPv3 With passwords.

# Answer: C

**Explanation:**

An agentless monitor is the best method to monitor network operations because it does not require any software or agents to be installed on the devices being monitored, making it less intrusive and less likely to disrupt network operations. This method can monitor various aspects of network operations, such as traffic, performance, and security.

CompTIA Security+ Study Guide, Sixth Edition (SY0-601), Chapter 4: Attacks, Threats, and Vulnerabilities, Monitoring and Detection Techniques, pg. 167-170.

# NEW QUESTION 3

- (Exam Topic 1)

A Chief Information Officer is concerned about employees using company-issued laptops lo steal data when accessing network shares. Which of the following should the company Implement?

1. DLP
2. CASB
3. HIDS
4. EDR
5. UEFI

# Answer: A

**Explanation:**

The company should implement Data Loss Prevention (DLP) to prevent employees from stealing data when accessing network shares. References: ![](data:image/png;base64,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) CompTIA Security+ Study Guide Exam SY0-601, Chapter 8

# NEW QUESTION 4

- (Exam Topic 1)

The Chief Executive Officer announced a new partnership with a strategic vendor and asked the Chief Information Security Officer to federate user digital identities using SAML-based protocols. Which of the following will this enable?

A. SSO B. MFA

1. PKI
2. OLP

# Answer: A

**Explanation:**

Federating user digital identities using SAML-based protocols enables Single Sign-On (SSO), which allows users to log in once and access multiple applications without having to enter their credentials for each one. References:

CompTIA Security+ Certification Exam Objectives 1.3: Explain authentication and access controls. CompTIA Security+ Study Guide, Sixth Edition, pages 41-42
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# NEW QUESTION 5

- (Exam Topic 1)

A security assessment found that several embedded systems are running unsecure protocols. These Systems were purchased two years ago and the company that developed them is no longer in business Which of the following constraints BEST describes the reason the findings cannot be remediated?

1. inability to authenticate
2. Implied trust
3. Lack of computing power
4. Unavailable patch

# Answer: D

**Explanation:**

If the systems are running unsecure protocols and the company that developed them is no longer in business, it is likely that there are no patches available to remediate the issue. References:

![](data:image/png;base64,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)CompTIA Security+ Study Guide, Sixth Edition, pages 35-36

# NEW QUESTION 6

- (Exam Topic 1)

A security analyst was deploying a new website and found a connection attempting to authenticate on the site's portal. While Investigating The incident, the analyst identified the following Input in the username field:
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Which of the following BEST explains this type of attack?

1. DLL injection to hijack administrator services
2. SQLi on the field to bypass authenticationC. Execution of a stored XSS on the website

D. Code to execute a race condition on the server

# Answer: B

**Explanation:**

The input "admin' or 1=1--" in the username field is an example of SQL injection (SQLi) attack. In this case, the attacker is attempting to bypass authentication by injecting SQL code into the username field that will cause the authentication check to always return true. References: CompTIA Security+ SY0-601 Exam Objectives: 3.1 Given a scenario, use appropriate software tools to assess the security posture of an organization.

# NEW QUESTION 7

- (Exam Topic 1)

Which of the following provides a catalog of security and privacy controls related to the United States federal information systems?

1. GDPR
2. PCI DSS
3. ISO 27000
4. NIST 800-53

# Answer: D

**Explanation:**

NIST 800-53 provides a catalog of security and privacy controls related to the United States federal information systems. References: CompTIA Security+ Study

Guide, Exam SY0-601, 4th Edition, Chapter 3: Architecture and Design, pp. 123-125

# NEW QUESTION 8

- (Exam Topic 1)

An analyst is working on an email security incident in which the target opened an attachment containing a worm. The analyst wants to implement mitigation techniques to prevent further spread. Which of the following is the BEST course of action for the analyst to take?

1. Apply a DLP solution.
2. Implement network segmentation
3. Utilize email content filtering,D. isolate the infected attachment.

# Answer: B

**Explanation:**

Network segmentation is the BEST course of action for the analyst to take to prevent further spread of the worm. Network segmentation helps to divide a network into smaller segments, isolating the infected attachment from the rest of the network. This helps to prevent the worm from spreading to other devices within the network. Implementing email content filtering or DLP solution might help in preventing the email from reaching the target or identifying the worm, respectively, but will not stop the spread of the worm. References: CompTIA Security+ Study Guide, Chapter 5: Securing Network Infrastructure, 5.2 Implement Network Segmentation, pp. 286-289

# NEW QUESTION 9

- (Exam Topic 1)

Which of the following should a technician consider when selecting an encryption method for data that needs to remain confidential for a specific length of time?

1. The key length of the encryption algorithm
2. The encryption algorithm's longevity
3. A method of introducing entropy into key calculations
4. The computational overhead of calculating the encryption key

# Answer: B

**Explanation:**

When selecting an encryption method for data that needs to remain confidential for a specific length of time, the longevity of the encryption algorithm should be considered to ensure that the data remains secure for the required period. References: CompTIA Security+ Certification Exam Objectives - 3.2 Given a scenario, use appropriate cryptographic methods. Study Guide: Chapter 4, page 131.

# NEW QUESTION 10

- (Exam Topic 1)

Which of the following authentication methods is considered to be the LEAST secure?

1. TOTP
2. SMS
3. HOTP
4. Token key

# Answer: B

**Explanation:**

SMS-based authentication is considered to be the least secure among the given options. This is because SMS messages can be intercepted or redirected by attackers through techniques such as SIM swapping, man-in-the-middle attacks, or exploiting weaknesses in the SS7 protocol used by mobile networks. Additionally, SMS messages can be compromised if a user's phone is lost, stolen, or infected with malware. In contrast, TOTP (Time-based One-Time Password), HOTP (HMAC-based One-Time Password), and token keys are more secure as they rely on cryptographic algorithms or physical devices to generate one-time use codes, which are less susceptible to interception or unauthorized access. Reference: 1. National Institute of Standards and Technology (NIST). (2017). Digital Identity Guidelines: Authentication and Lifecycle

Management (NIST SP 800-63B). https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-63b.pdf

# NEW QUESTION 10

- (Exam Topic 1)

An enterprise needs to keep cryptographic keys in a safe manner. Which of the following network appliances can achieve this goal?

1. HSM
2. CASB
3. TPM
4. DLP

# Answer: A

**Explanation:**

Hardware Security Module (HSM) is a network appliance designed to securely store cryptographic keys and perform cryptographic operations. HSMs provide a secure environment for key management and can be used to keep cryptographic keys safe from theft, loss, or unauthorized access. Therefore, an enterprise can achieve the goal of keeping cryptographic keys in a safe manner by using an HSM appliance. References: CompTIA Security+ Certification Exam Objectives,

Exam Domain 2.0: Technologies and Tools, 2.4 Given a scenario, use appropriate tools and techniques to troubleshoot security issues, p. 21

# NEW QUESTION 15

- (Exam Topic 1)

An information security manager for an organization is completing a PCI DSS self-assessment for the first time. which of the is following MOST likely reason for this type of assessment?

1. An international expansion project is currently underway.
2. Outside consultants utilize this tool to measure security maturity.
3. The organization is expecting to process credit card information.
4. A government regulator has requested this audit to be completed

# Answer: C

**Explanation:**

PCI DSS (Payment Card Industry Data Security Standard) is a set of security standards designed to ensure that all companies that accept, process, store, or transmit credit card information maintain a secure environment. Any organization that accepts credit card payments is required to comply with PCI DSS.

# NEW QUESTION 20

- (Exam Topic 1)

A systems engineer is building a new system for production. Which of the following is the FINAL step to be performed prior to promoting to production?

1. Disable unneeded services.
2. Install the latest security patches.
3. Run a vulnerability scan.
4. Encrypt all disks.

# Answer: C

**Explanation:**

Running a vulnerability scan is the final step to be performed prior to promoting a system to production. This allows any remaining security issues to be identified and resolved before the system is put into production. References: CompTIA Security+ Study Guide, Exam SY0-601, 4th Edition, Chapter 3

# NEW QUESTION 21

- (Exam Topic 1)

A security engineer needs to build @ solution to satisfy regulatory requirements that stale certain critical servers must be accessed using MFA However, the critical servers are older and are unable to support the addition of MFA, Which of te following will the engineer MOST likely use to achieve this objective?

1. A forward proxy
2. A stateful firewall
3. A jump server
4. A port tap

# Answer: C

**Explanation:**

A jump server is a secure host that allows users to access other servers within a network. The jump server acts as an intermediary, and users can access other servers via the jump server after authenticating with MFA.

# NEW QUESTION 26

- (Exam Topic 1)

A security analyst is reviewing the vulnerability scan report for a web server following an incident. The vulnerability that was used to exploit the server is present in historical vulnerability scan reports, and a patch is available for the vulnerability. Which of the following is the MOST likely cause?

1. Security patches were uninstalled due to user impact.
2. An adversary altered the vulnerability scan reports
3. A zero-day vulnerability was used to exploit the web server
4. The scan reported a false negative for the vulnerability

# Answer: A

**Explanation:**

A security patch is a software update that fixes a vulnerability or bug that could be exploited by attackers. Security patches are essential for maintaining the security and functionality of systems and applications.

If the vulnerability that was used to exploit the server is present in historical vulnerability scan reports, and a patch is available for the vulnerability, it means that the patch was either not applied or was uninstalled at some point. A possible reason for uninstalling a security patch could be user impact, such as performance degradation, compatibility issues, or functionality loss. The other options are not correct because:

* B. An adversary altered the vulnerability scan reports. This could be a possibility, but it is less likely than option A. An adversary would need to have access tothe vulnerability scan reports and be able to modify them without being detected. Moreover, altering the reports would not prevent the patch from being applied or uninstalled.
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* D. The scan reported a false negative for the vulnerability. This is not correct because a false negative is when a scan fails to detect a vulnerability that ispresent. The question states that the vulnerability is present in historical vulnerability scan reports, which means that it was detected by previous scans.

According to CompTIA Security+ SY0-601 Exam Objectives 1.4 Given a scenario, analyze potential indicators to determine the type of attack:

“A security patch is a software update that fixes a vulnerability or bug that could be exploited by attackers.”

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://www.getastra.com/blog/security-audit/vulnerability-scanning-report/

# NEW QUESTION 31

- (Exam Topic 1)

A client sent several inquiries to a project manager about the delinquent delivery status of some critical reports. The project manager claimed the reports were previously sent via email, but then quickly generated and backdated the reports before submitting them as plain text within the body of a new email message thread. Which of the following actions MOST likely supports an investigation for fraudulent submission?

1. Establish chain of custody.
2. Inspect the file metadata.
3. Reference the data retention policy.
4. Review the email event logs

# Answer: D

**Explanation:**

Reviewing the email event logs can support an investigation for fraudulent submission, as these logs can provide details about the history of emails, including the message content, timestamps, and sender/receiver information. Reference: CompTIA Security+ Certification Exam Objectives, Exam SY0-601, 3.2 Given a scenario, implement appropriate data security and privacy controls.

# NEW QUESTION 34

- (Exam Topic 1)

Which of the following BEST describes the team that acts as a referee during a penetration-testing exercise?

1. White team
2. Purple team
3. Green team
4. Blue team
5. Red team

# Answer: A

**Explanation:**

During a penetration testing exercise, the white team is responsible for acting as a referee and providing oversight and support to ensure that the testing is conducted safely and effectively. They may also be responsible for determining the rules and guidelines of the exercise, monitoring the progress of the teams, and providing feedback and insights on the strengths and weaknesses of the organization's security measures.

# NEW QUESTION 35

- (Exam Topic 1)

Which of the following isa risk that is specifically associated with hesting applications iin the public cloud?

1. Unsecured root accounts
2. Zero day
3. Shared tenancy
4. Insider threat

# Answer: C

**Explanation:**

When hosting applications in the public cloud, there is a risk of shared tenancy, meaning that multiple organizations are sharing the same infrastructure. This can potentially allow one tenant to access another tenant's data, creating a security risk. References: CompTIA Security+ Certification Exam Objectives (SY0-601)

# NEW QUESTION 39

- (Exam Topic 1)

Which of the following uses six initial steps that provide basic control over system security by including hardware and software inventory, vulnerability management, and continuous monitoring to minimize risk in all network environments?

1. ISO 27701
2. The Center for Internet Security
3. SSAE SOC 2
4. NIST Risk Management Framework

# Answer: B

**Explanation:**

The Center for Internet Security (CIS) uses six initial steps that provide basic control over system security, including hardware and software inventory, vulnerability management, and continuous monitoring to minimize risk in all network environments. References:

CompTIA Security+ Certification Exam Objectives 1.1: Compare and contrast different types of security concepts. CompTIA Security+ Study Guide, Sixth Edition, pages 15-16
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# NEW QUESTION 41

- (Exam Topic 1)

A security analyst must enforce policies to harden an MDM infrastructure. The requirements are as follows: \* Ensure mobile devices can be tracked and wiped.

\* Confirm mobile devices are encrypted.

Which of the following should the analyst enable on all the devices to meet these requirements?

1. A Geofencing
2. Biometric authentication
3. Geolocation
4. Geotagging

# Answer: A

**Explanation:**

Geofencing is a technology used in mobile device management (MDM) to allow administrators to define geographical boundaries within which mobile devices can operate. This can be used to enforce location-based policies, such as ensuring that devices can be tracked and wiped if lost or stolen. Additionally, encryption can be enforced on the devices to ensure the protection of sensitive data in the event of theft or loss. References: ![](data:image/png;base64,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) CompTIA Security+ Study Guide, Exam SY0-601, 4th Edition, Chapter 7

# NEW QUESTION 43

- (Exam Topic 1)

An organization wants to enable built-in FDE on all laptops Which of the following should the organization ensure is Installed on all laptops?

1. TPM
2. CA
3. SAML
4. CRL

# Answer: A

**Explanation:**

The organization should ensure that a Trusted Platform Module (TPM) is installed on all laptops in order to enable built-in Full Disk Encryption (FDE). TPM is a hardware-based security chip that stores encryption keys and helps to protect data from malicious attacks. It is important to ensure that the TPM is properly configured and enabled in order to get the most out of FDE.

# NEW QUESTION 44

- (Exam Topic 1)

A new security engineer has started hardening systems. One of the hardening techniques the engineer is using involves disabling remote logins to the NAS. Users are now reporting the inability to use SCP to transfer files to the NAS, even through the data is still viewable from the user’s PCs. Which of the following is the most likely cause of this issue?

1. TFTP was disabled on the local hosts
2. SSH was turned off instead of modifying the configuration file
3. Remote login was disabled in the networkd.config instead of using the sshd.conf
4. Network services are no longer running on the NAS

# Answer: B

**Explanation:**

SSH stands for Secure Shell Protocol, which is a cryptographic network protocol that allows secure remote login and command execution on a network device12. SSH can encrypt both the authentication information and the data being exchanged between the client and the server2. SSH can be used to access and manage a NAS device remotely3.

# NEW QUESTION 49

- (Exam Topic 1)

A company recently experienced a major breach. An investigation concludes that customer credit card data was stolen and exfiltrated through a dedicated business partner connection to a vendor, who is not held to the same security contral standards. Which of the following is the MOST likely source of the breach?

1. Side channel
2. Supply chain
3. Cryptographic downgrade
4. Malware

# Answer: B

**Explanation:**

A supply chain attack occurs when a third-party supplier or business partner is compromised, leading to an attacker gaining unauthorized access to the targeted organization's network. In this scenario, the dedicated business partner connection to a vendor was used to exfiltrate customer credit card data, indicating that the vendor's network was breached and used as a supply chain attack vector.

# NEW QUESTION 50

- (Exam Topic 1)

A customer has reported that an organization's website displayed an image of a smiley (ace rather than the expected web page for a short time two days earlier. A security analyst reviews log tries and sees the following around the lime of the incident:
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Which of the following is MOST likely occurring?

1. Invalid trust chain
2. Domain hijacking
3. DNS poisoning
4. URL redirection

# Answer: C

**Explanation:**

The log entry shows the IP address for "www.example.com" being changed to a different IP address, which is likely the result of DNS poisoning. DNS poisoning occurs when an attacker is able to change the IP address associated with a domain name in a DNS server's cache, causing clients to connect to the attacker's server instead of the legitimate server. References: CompTIA Security+ SY0-601 Exam Objectives: 3.2 Given a scenario, implement secure network architecture concepts.

# NEW QUESTION 52

- (Exam Topic 1)

Which of the following cryptographic concepts would a security engineer utilize while implementing non-repudiation? (Select TWO)

1. Block cipher
2. Hashing
3. Private key
4. Perfect forward secrecy
5. Salting
6. Symmetric keys

# Answer: BC

**Explanation:**

Non-repudiation is the ability to ensure that a party cannot deny a previous action or event. Cryptographic concepts that can be used to implement non-repudiation include hashing and digital signatures, which use a private key to sign a message and ensure that the signature is unique to the signer. References: CompTIA Security+ Certification Exam Objectives (SY0-601)

# NEW QUESTION 57

- (Exam Topic 1)

A major clothing company recently lost a large amount of proprietary information. The security officer must find a solution to ensure this never happens again. Which of the following is the BEST technical implementation to prevent this from happening again?

1. Configure DLP solutions
2. Disable peer-to-peer sharing
3. Enable role-based
4. Mandate job rotation
5. Implement content filters

# Answer: A

**Explanation:**

Data loss prevention (DLP) solutions can prevent the accidental or intentional loss of sensitive data. DLP tools can identify and protect sensitive data by classifying and categorizing it, encrypting it, or blocking it from being transferred outside the organization's network.

# NEW QUESTION 62

- (Exam Topic 1)

A junior security analyst is reviewing web server logs and identifies the following pattern in the log file:
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Which ol the following types of attacks is being attempted and how can it be mitigated?

1. XS
2. mplement a SIEMC. CSR
3. implement an IPS
4. Directory traversal implement a WAF
5. SQL infection, mplement an IDS

# Answer: C

**Explanation:**

Detailed

The attack being attempted is directory traversal, which is a web application attack that allows an attacker to access files and directories outside of the web root directory. A WAF can help mitigate this attack by detecting and blocking attempts to access files outside of the web root directory.

References: CompTIA Security+ Study Guide: Exam SY0-601, Chapter 4: Securing Application Development and Deployment, p. 191

# NEW QUESTION 63

- (Exam Topic 1)

A user reports trouble using a corporate laptop. The laptop freezes and responds slowly when writing documents and the mouse pointer occasional disappears. The task list shows the following results
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Which of the following is MOST likely the issue?

1. RAT
2. PUP
3. Spyware
4. Keylogger

# Answer: C

**Explanation:**

Spyware is malicious software that can cause a computer to slow down or freeze. It can also cause the mouse pointer to disappear. The task list shows an application named "spyware.exe" running, indicating that spyware is likely the issue. References:

CompTIA Security+ Certification Exam Objectives 6.0: Given a scenario, analyze indicators of compromise and determine the type of malware. CompTIA Security+ Study Guide, Sixth Edition, pages 125-126
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# NEW QUESTION 65

- (Exam Topic 1)

Which of the following controls would be the MOST cost-effective and time-efficient to deter intrusions at the perimeter of a restricted, remote military training area? (Select TWO).

1. Barricades
2. Thermal sensors
3. Drones
4. Signage
5. Motion sensors
6. Guards
7. Bollards

# Answer: AD

**Explanation:**

Barricades and signage are the most cost-effective and time-efficient controls to deter intrusions at the perimeter of a restricted, remote military training area. References:
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# NEW QUESTION 70

- (Exam Topic 1)

A grocery store is expressing security and reliability concerns regarding the on-site backup strategy currently being performed by locally attached disks. The main concerns are the physical security of the backup media and the durability of the data stored on these devices Which of the following is a cost-effective approach to address these concerns?

1. Enhance resiliency by adding a hardware RAID.
2. Move data to a tape library and store the tapes off-site
3. Install a local network-attached storage.
4. Migrate to a cloud backup solution

# Answer: D

**Explanation:**

a backup strategy is a plan that defines how to protect data from loss or corruption by creating and storing copies of data on a different medium or location1. A backup strategy should consider the security and reliability of the backup data and the backup storage234.

Based on these definitions, the best option that is a cost-effective approach to address the security and reliability concerns regarding the on-site backup strategy would be D. Migrate to a cloud backup solutio2n4. A cloud backup solution can provide several benefits, such as:

Enhanced physical security of the backup data by storing it in a remote location that is protected by multiple layers of security measures.
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Enhanced durability of the backup data by storing it on highly reliable storage devices that are replicated across multiple availability zones or regions.

Reduced costs of backup storage by paying only for the amount of data stored and transferred, and by using features such as compression, deduplication, encryption, and lifecycle management.
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# NEW QUESTION 75

- (Exam Topic 1)

Which of the following are the MOST likely vectors for the unauthorized inclusion of vulnerable code in a software company’s final software releases? (Select

TWO.)

1. Unsecure protocols
2. Use of penetration-testing utilities
3. Weak passwords
4. Included third-party libraries
5. Vendors/supply chain
6. Outdated anti-malware software

# Answer: DE

**Explanation:**

The most likely vectors for the unauthorized inclusion of vulnerable code in a software company's final software releases are included third-party libraries and vendors/supply chain. References: CompTIA Security+ Study Guide by Emmett Dulaney, Chapter 8: Application, Data, and Host Security, Supply Chain and Software Development Life Cycle

# NEW QUESTION 77

- (Exam Topic 1)

Which of the following in a forensic investigation should be priorities based on the order of volatility? (Select TWO).

1. Page files
2. Event logs
3. RAM
4. Cache
5. Stored files
6. HDD

# Answer: CD

**Explanation:**

In a forensic investigation, volatile data should be collected first, based on the order of volatility. RAM and Cache are examples of volatile data. References: CompTIA Security+ Study Guide 601, Chapter 11

# NEW QUESTION 81

- (Exam Topic 1)

The security team received a report of copyright infringement from the IP space of the corporate network. The report provided a precise time stamp for the incident as well as the name of the copyrighted files. The analyst has been tasked with determining the infringing source machine and instructed to implement measures to prevent such incidents from occurring again. Which of the following is MOST capable of accomplishing both tasks?

1. HIDS
2. Allow list
3. TPM
4. NGFW

# Answer: D

**Explanation:**

Next-Generation Firewalls (NGFWs) are designed to provide advanced threat protection by combining traditional firewall capabilities with intrusion prevention, application control, and other security features. NGFWs can detect and block unauthorized access attempts, malware infections, and other suspicious activity.

They can also be used to monitor file access and detect unauthorized copying or distribution of copyrighted material.

A next-generation firewall (NGFW) can be used to detect and prevent copyright infringement by analyzing network traffic and blocking unauthorized transfers of copyrighted material. Additionally, NGFWs can be configured to enforce access control policies that prevent unauthorized access to sensitive resources. References:
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# NEW QUESTION 86

- (Exam Topic 1)

During a security assessment, a security finds a file with overly permissive permissions. Which of the following tools will allow the analyst to reduce the permission for the existing users and groups and remove the set-user-ID from the file?

1. 1s
2. chflags
3. chmod
4. lsof
5. setuid

# Answer: C

**Explanation:**

The chmod command is used to change the permissions of a file or directory. The analyst can use chmod to reduce the permissions for existing users and groups and remove the set-user-ID bit from the file. References:
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# NEW QUESTION 90

- (Exam Topic 1)

Which of the following would MOST likely be identified by a credentialed scan but would be missed by an uncredentialed scan?

1. Vulnerabilities with a CVSS score greater than 6.9.
2. Critical infrastructure vulnerabilities on non-IP protocols.
3. CVEs related to non-Microsoft systems such as printers and switches.
4. Missing patches for third-party software on Windows workstations and servers.

# Answer: D

**Explanation:**

An uncredentialed scan would miss missing patches for third-party software on Windows workstations and servers. A credentialed scan, however, can scan the registry and file system to determine the patch level of third-party applications. References: CompTIA Security+ Study Guide by Emmett Dulaney, Chapter 4: Identity and Access Management, The Importance of Credentialing Scans

# NEW QUESTION 92

- (Exam Topic 1)

During an incident, a company's CIRT determines it is necessary to observe the continued network-based transactions between a callback domain and the malware running on an enterprise PC. Which of the following techniques would be BEST to enable this activity while reducing the nsk of lateral spread and the risk that the adversary would notice any changes?

1. Physically move the PC to a separate Internet point of presence.
2. Create and apply microsegmentation rules,
3. Emulate the malware in a heavily monitored DMZ segment
4. Apply network blacklisting rules for the adversary domain

# Answer: C

**Explanation:**

Emulating the malware in a heavily monitored DMZ segment is the best option for observing network-based transactions between a callback domain and the malware running on an enterprise PC. This approach provides an isolated environment for the malware to run, reducing the risk of lateral spread and detection by the adversary. Additionally, the DMZ can be monitored closely to gather intelligence on the adversary's tactics and techniques. References: CompTIA Security+ Study Guide, page 129

# NEW QUESTION 95

- (Exam Topic 1)

Which of the following describes a maintenance metric that measures the average time required to troubleshoot and restore failed equipment?

1. RTO
2. MTBF
3. MTTR
4. RPO

# Answer: C

**Explanation:**

Mean Time To Repair (MTTR) is a maintenance metric that measures the average time required to troubleshoot and restore failed equipment. References: CompTIA Security+ Certification Exam Objectives 4.6 Explain the importance of secure coding practices. Study Guide: Chapter 7, page 323.

# NEW QUESTION 98

- (Exam Topic 1)

A company is required to continue using legacy software to support a critical service. Which of the following BEST explains a risk of this practice?

1. Default system configuration
2. Unsecure protocols
3. Lack of vendor support
4. Weak encryption

**Answer:** C **Explanation:**

Using legacy software to support a critical service poses a risk due to lack of vendor support. Legacy software is often outdated and unsupported, which means that security patches and upgrades are no longer available. This can leave the system vulnerable to exploitation by attackers who may exploit known vulnerabilities in the software to gain unauthorized access to the system.

Reference: CompTIA Security+ Study Guide, Exam SY0-601, Chapter 1: Attacks, Threats, and Vulnerabilities

# NEW QUESTION 101

- (Exam Topic 1)

A dynamic application vulnerability scan identified code injection could be performed using a web form. Which of the following will be BEST remediation to prevent this vulnerability?

1. Implement input validations
2. Deploy MFA
3. Utilize a WAF
4. Configure HIPS

# Answer: A

**Explanation:**

Implementing input validations will prevent code injection attacks by verifying the type and format of user input. References: CompTIA Security+ Study Guide:

Exam SY0-601, Chapter 8

# NEW QUESTION 102

- (Exam Topic 1)

Which of the following BEST describes a social-engineering attack that relies on an executive at a small business visiting a fake banking website where credit card and account details are harvested?

1. Whaling
2. Spam
3. Invoice scam
4. Pharming

# Answer: A

**Explanation:**

A social engineering attack that relies on an executive at a small business visiting a fake banking website where credit card and account details are harvested is known as whaling. Whaling is a type of phishing attack that targets high-profile individuals, such as executives, to steal sensitive information or gain access to their accounts.

# NEW QUESTION 105

- (Exam Topic 1)

A security analyst has been tasked with creating a new WiFi network for the company. The requirements received by the analyst are as follows:

•Must be able to differentiate between users connected to WiFi

•The encryption keys need to change routinely without interrupting the users or forcing reauthentication

•Must be able to integrate with RADIUS

•Must not have any open SSIDs

Which of the following options BEST accommodates these requirements?

1. WPA2-Enterprise
2. WPA3-PSK
3. 802.11nD. WPS

# Answer: A

**Explanation:**

Detailed

WPA2-Enterprise can accommodate all of the requirements listed. WPA2-Enterprise uses 802.1X authentication to differentiate between users, supports the use of RADIUS for authentication, and allows for the use of dynamic encryption keys that can be changed without disrupting the users or requiring reauthentication. Additionally, WPA2-Enterprise does not allow for open SSIDs.

References: CompTIA Security+ Study Guide: Exam SY0-601, Chapter 7: Securing Networks, p. 317

# NEW QUESTION 110

- (Exam Topic 1)

A security analyst is investigating a phishing email that contains a malicious document directed to the company's Chief Executive Officer (CEO). Which of the following should the analyst perform to understand the threat and retrieve possible IoCs?

1. Run a vulnerability scan against the CEOs computer to find possible vulnerabilities
2. Install a sandbox to run the malicious payload in a safe environment
3. Perform a traceroute to identify the communication path
4. Use netstat to check whether communication has been made with a remote host

# Answer: B

**Explanation:**

To understand the threat and retrieve possible Indicators of Compromise (IoCs) from a phishing email containing a malicious document, a security analyst should install a sandbox to run the malicious payload in a safe environment. References: CompTIA Security+ Certification Exam Objectives - 2.5 Given a scenario, analyze potential indicators to determine the type of attack. Study Guide: Chapter 5, page 209.

# NEW QUESTION 112

- (Exam Topic 1)

Which of the following would be BEST for a technician to review to determine the total risk an organization can bear when assessing a "cloud-first" adoption strategy?

1. Risk matrix
2. Risk tolerance
3. Risk register
4. Risk appetite

# Answer: B

**Explanation:**

To determine the total risk an organization can bear, a technician should review the organization's risk tolerance, which is the amount of risk the organization is willing to accept. This information will help determine the organization's "cloud-first" adoption strategy. References: CompTIA Security+ Certification Exam Objectives (SY0-601)

# NEW QUESTION 114

- (Exam Topic 1)

A user attempts to load a web-based application, but the expected login screen does not appear A help desk analyst troubleshoots the issue by running the following command and reviewing the output on the user's PC
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The help desk analyst then runs the same command on the local PC
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Which of the following BEST describes the attack that is being detected?

1. Domain hijacking
2. DNS poisoning
3. MAC flooding
4. Evil twin

# Answer: B

**Explanation:**

DNS poisoning, also known as DNS spoofing or DNS cache poisoning, is a form of computer security hacking in which corrupt Domain Name System (DNS) data is introduced into the DNS resolver’s cache, causing the name server to return an incorrect result record, such as an IP address. This results in traffic being diverted to the attacker’s computer (or any other malicious destination).

DNS poisoning can be performed by various methods, such as:

Intercepting and forging DNS responses from legitimate servers
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Compromising DNS servers and altering their records

Exploiting vulnerabilities in DNS protocols or implementations

Sending malicious emails or links that trigger DNS queries with poisoned responses According to CompTIA Security+ SY0-601 Exam Objectives 1.4 Given a scenario, analyze potential indicators to determine the type of attack:

“DNS poisoning, also known as DNS spoofing or DNS cache poisoning, is a form of computer security hacking in which corrupt Domain Name System (DNS) data is introduced into the DNS resolver’s cache, causing the name server to return an incorrect result record.”

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://www.cloudflare.com/learning/dns/dns-cache-poisoning/

# NEW QUESTION 116

- (Exam Topic 1)

The Chief Information Security Officer (CISO) has decided to reorganize security staff to concentrate on incident response and to outsource outbound Internet URL categorization and filtering to an outside company. Additionally, the CISO would like this solution to provide the same protections even when a company laptop or mobile device is away from a home office. Which of the following should the CISO choose?

1. CASB
2. Next-generation SWG
3. NGFW
4. Web-application firewall

# Answer: B

**Explanation:**

The solution that the CISO should choose is Next-generation Secure Web Gateway (SWG), which provides URL filtering and categorization to prevent users from accessing malicious sites, even when they are away from the office. NGFWs are typically cloud-based and offer multiple security layers, including malware detection, intrusion prevention, and data loss prevention. References: ![](data:image/png;base64,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)CompTIA Security+ Study Guide Exam SY0-601, Chapter 4

# NEW QUESTION 121

- (Exam Topic 1)

A security incident has been resolved Which of the following BEST describes the importance of the final phase of the incident response plan?

1. It examines and documents how well the team responded discovers what caused the incident, and determines how the incident can be avoided in the future
2. It returns the affected systems back into production once systems have been fully patched, data restored and vulnerabilities addressed
3. It identifies the incident and the scope of the breach how it affects the production environment, and the ingress point
4. It contains the affected systems and disconnects them from the network, preventing further spread of the attack or breach**Answer:** A

**Explanation:**

The final phase of an incident response plan is the post-incident activity, which involves examining and documenting how well the team responded, discovering what caused the incident, and determining how the incident can be avoided in the future. References: CompTIA Security+ Certification Exam Objectives - 2.5 Given a scenario, analyze potential indicators to determine the type of attack. Study Guide: Chapter 5, page 225.

# NEW QUESTION 122

- (Exam Topic 1)

A security analyst has received several reports of an issue on an internal web application. Users state they are having to provide their credentials twice to log in. The analyst checks with the application team and notes this is not an expected behavior. After looking at several logs, the analyst decides to run some commands on the gateway and obtains the following output:
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Which of the following BEST describes the attack the company is experiencing?

1. MAC flooding
2. URL redirection
3. ARP poisoning
4. DNS hijacking

# Answer: C

**Explanation:**

The output of the “netstat -ano” command shows that there are two connections to the same IP address and port number. This indicates that there are two active sessions between the client and server.

The issue of users having to provide their credentials twice to log in is known as a double login prompt issue. This issue can occur due to various reasons such as incorrect configuration of authentication settings, incorrect configuration of web server settings, or issues with the client’s browser.

Based on the output of the “netstat -ano” command, it is difficult to determine the exact cause of the issue. However, it is possible that an attacker is intercepting traffic between the client and server and stealing user credentials. This type of attack is known as C. ARP poisoning.

ARP poisoning is a type of attack where an attacker sends fake ARP messages to associate their MAC address with the IP address of another device on the network. This allows them to intercept traffic between the two devices and steal sensitive information such as user credentials.

# NEW QUESTION 123

- (Exam Topic 1)

An organization would like to remediate the risk associated with its cloud service provider not meeting its advertised 99.999% availability metrics. Which of the following should the organization consult for the exact requirements for the cloud provider?

1. SLA
2. BPA
3. NDA
4. MOU

# Answer: A

**Explanation:**

The Service Level Agreement (SLA) is a contract between the cloud service provider and the organization that stipulates the exact requirements for the cloud provider. It outlines the level of service that the provider must deliver, including the minimum uptime percentage, support response times, and the remedies and penalties for failing to meet the agreed-upon service levels.

# NEW QUESTION 127

- (Exam Topic 1)

Which of the following controls would provide the BEST protection against tailgating?

1. Access control vestibule
2. Closed-circuit television
3. Proximity card reader
4. Faraday cage

# Answer: A

**Explanation:**

Access control vestibules, also known as mantraps or airlocks, are physical security features that require individuals to pass through two or more doors to enter a secure area. They are effective at preventing tailgating, as only one person can pass through each door at a time.

References:

https://www.comptia.org/content/guides/what-is-a-mantrap
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CompTIA Security+ Study Guide, Sixth Edition (SY0-601), page 222

# NEW QUESTION 130

- (Exam Topic 1)

Which of the following authentication methods sends out a unique password to be used within a specific number of seconds?

1. TOTP
2. Biometrics
3. Kerberos
4. LDAP

# Answer: A

**Explanation:**

Time-based One-Time Password (TOTP) is a type of authentication method that sends out a unique password to be used within a specific number of seconds. It uses a combination of a shared secret key and the current time to generate a one-time password. TOTP is commonly used for two-factor authentication (2FA) to provide an additional layer of security beyond just a username and password.

# NEW QUESTION 135

- (Exam Topic 1)

A security analyst reports a company policy violation in a case in which a large amount of sensitive data is being downloaded after hours from various mobile devices to an external site. Upon further investigation, the analyst notices that successful login attempts are being conducted with impossible travel times during the same time periods when the unauthorized downloads are occurring. The analyst also discovers a couple of WAPs are using the same SSID, but they have nonstandard DHCP configurations and an overlapping channel. Which of the following attacks is being conducted?

1. Evil twin
2. Jamming
3. DNS poisoning
4. Bluesnarfing
5. DDoS

# Answer: A

**Explanation:**

The attack being conducted is an Evil twin attack. An Evil twin attack involves creating a rogue wireless access point (WAP) with the same Service Set Identifier (SSID) as a legitimate WAP to trick users into connecting to it. Once connected, the attacker can intercept traffic or steal login credentials. The successful login attempts with impossible travel times suggest that an attacker is using a stolen or compromised credential to access the external site to which the sensitive data is being downloaded. The non-standard DHCP configurations and overlapping channels of the WAPs suggest that the attacker is using a rogue WAP to intercept traffic. References: CompTIA Security+ Certification Exam Objectives, Exam Domain 1.0: Attacks, Threats, and Vulnerabilities, 1.4 Compare and contrast types of attacks, p. 8

# NEW QUESTION 137

- (Exam Topic 1)

An enterprise has hired an outside security firm to facilitate penetration testing on its network and applications. The firm has agreed to pay for each vulnerability that ts discovered. Which of the following BEST represents the type of testing that is being used?

1. White-box
2. Red-leam
3. Bug bounty
4. Gray-box
5. Black-box

# Answer: C

**Explanation:**

Bug bounty is a type of testing in which an organization offers a reward or compensation to anyone who can identify vulnerabilities or security flaws in their network or applications. The outside security firm has agreed to pay for each vulnerability found, which is an example of a bug bounty program.

# NEW QUESTION 138

- (Exam Topic 2)

A Chief Information Security Officer (CISO) wants to explicitly raise awareness about the increase of ransomware-as-a-service in a report to the management team. Which of the following best describes the threat actor in the CISO's report?

1. Insider threat
2. Hacktivist
3. Nation-state
4. Organized crime

# Answer: D

**Explanation:**

Organized crime is a term that describes groups of criminals who operate in a coordinated and systematic manner to pursue illicit activities for profit. Organized crime groups often use sophisticated tools and techniques to evade law enforcement and exploit vulnerabilities in various sectors, such as finance, transportation, or healthcare. Organized crime groups may also collaborate with other criminal groups or actors to share resources, information, or expertise. Ransomware as a service (RaaS) is an example of a business model used by organized crime groups to conduct ransomware and extortion attacks. RaaS is an arrangement between an operator, who develops and maintains the tools to power extortion operations, and an affiliate, who deploys the ransomware payload. When the affiliate conducts a successful ransomware and extortion attack, both parties profit. The RaaS model lowers the barrier to entry for attackers who may not have the skill or technical wherewithal to develop their own tools but can manage ready-made penetration testing and sysadmin tools to perform attacks12. Insider threat is a term that describes individuals who have legitimate access to an organization’s systems or data and use it for malicious purposes, such as theft, sabotage, or espionage. Insider threats may be motivated by various factors, such as greed, revenge, ideology, or coercion. Insider threats may also be unintentional, such as when an employee falls victim to phishing or social engineering.

Hacktivist is a term that describes individuals or groups who use hacking or cyberattacks to promote a political or social cause. Hacktivists may target governments, corporations, or other entities that they perceive as oppressive, corrupt, or unethical. Hacktivists may also use cyberattacks to expose information, disrupt services, or deface websites.

Nation-state is a term that describes a sovereign state that has a centralized government and a defined territory. Nation-state actors are individuals or groups who conduct cyberattacks on behalf of or with the support of a nation-state. Nation-state actors may target other states, organizations, or individuals for various reasons, such as espionage, sabotage, influence, or retaliation.

# NEW QUESTION 140

- (Exam Topic 2)

Which of the following can reduce vulnerabilities by avoiding code reuse?

1. Memory management
2. Stored procedures
3. Normalization
4. Code obfuscation

# Answer: A

**Explanation:**

Memory management is a technique that can allocate and deallocate memory for applications and processes. Memory management can reduce vulnerabilities by avoiding code reuse, which is a technique that exploits a memory corruption vulnerability to execute malicious code that already exists in memory. Memory management can prevent code reuse by implementing features such as address space layout randomization (ASLR), data execution prevention (DEP), or stack canaries.

# NEW QUESTION 144

- (Exam Topic 2)

Which of the following procedures would be performed after the root cause of a security incident has been identified to help avoid future incidents from occurring?

1. Walk-throughs
2. Lessons learned
3. Attack framework alignment
4. Containment

# Answer: B

**Explanation:**

After the root cause of a security incident has been identified, it is important to take the time to analyze what went wrong and how it could have been prevented. This process is known as “lessons learned” and allows organizations to identify potential improvements to their security processes and protocols. Lessons learned typically involve a review of the incident and the steps taken to address it, a review of the security systems and procedures in place, and an analysis of any potential changes that can be made to prevent similar incidents from occurring in the future.

# NEW QUESTION 145

- (Exam Topic 2)

A company recently experienced a significant data loss when proprietary information was leaked to a competitor. The company took special precautions by using proper labels; however, email filter logs do not have any record of the incident. An investigation confirmed the corporate network was not breached, but documents were downloaded from an employee's COPE tablet and passed to the competitor via cloud storage. Which of the following is the best mitigation strategy to prevent this from happening in the future?

1. User training
2. CAsB
3. MDM
4. EDR

# Answer: C

**Explanation:**

MDM stands for mobile device management, which is a solution that allows organizations to manage and secure mobile devices used by employees. MDM can help prevent data loss and leakage by enforcing policies and restrictions on the devices, such as encryption, password, app installation, remote wipe, and so on. MDM can also monitor and audit the device activity and compliance status. MDM can be the best mitigation strategy to prevent data leakage from an employee’s COPE tablet via cloud storage, as it can block or limit the access to cloud services, or apply data protection measures such as containerization or encryption. References:

https://www.blackberry.com/us/en/solutions/corporate-owned-personally-enabled
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https://www.professormesser.com/security-plus/sy0-601/sy0-601-video/mobile-device-management/

# NEW QUESTION 149

- (Exam Topic 2)

An attacker was eavesdropping on a user who was shopping online. The attacker was able to spoof the IP address associated with the shopping site. Later, the user received an email regarding credit card statement with unusual purchases. Which of the following attacks took place?

1. On-path attack
2. Protocol poisoning
3. Domain hijacking
4. Bluejacking

# Answer: A

**Explanation:**

An on-path attack is an attack that took place when an attacker was eavesdropping on a user who was shopping online and was able to spoof the IP address associated with the shopping site. An on-path attack is a type of network attack that involves intercepting or modifying traffic between two parties by placing oneself in the communication path. An on-path attack can also be called a man-in-the-middle attack or a session hijacking attack. An on-path attacker can steal sensitive information, such as credit card details, or redirect the user to a malicious website. References: https://www.comptia.org/blog/what-is-a-man-in-the-middleattack

https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 151

- (Exam Topic 2)

A security administrator performs weekly vulnerability scans on all cloud assets and provides a detailed report. Which of the following describes the administrator's activities?

1. Continuous deployment
2. Continuous integration
3. Continuous validation
4. Continuous monitoring

# Answer: C

**Explanation:**

Continuous validation is a process that involves performing regular and automated tests to verify the security and functionality of a system or an application. Continuous validation can help identify and remediate vulnerabilities, bugs, or misconfigurations before they cause any damage or disruption. The security administrator’s activities of performing weekly vulnerability scans on all cloud assets and providing a detailed report are examples of continuous validation.

# NEW QUESTION 156

- (Exam Topic 2)

Which of the following would satisfy three-factor authentication requirements?

1. Password, PIN, and physical token
2. PIN, fingerprint scan, and ins scan
3. Password, fingerprint scan, and physical token
4. PIN, physical token, and ID card

# Answer: C

**Explanation:**

Three-factor authentication combines three types of authentication methods: something you know (password), something you have (physical token), and something you are (fingerprint scan). Option C satisfies these requirements, as it uses a password (something you know), a physical token (something you have), and a fingerprint scan (something you are) for authentication.

Reference: CompTIA Security+ Study Guide (SY0-601) 7th Edition by Emmett Dulaney, Chuck Easttom Note: There could be other options as well that could satisfy the three-factor authentication requirements as per the organization's security policies.

# NEW QUESTION 160

- (Exam Topic 2)

An organization has hired a security analyst to perform a penetration test The analyst captures 1Gb worth of inbound network traffic to the server and transfers the pcap back to the machine for analysis. Which of the following tools should the analyst use to further review the pcap?

1. Nmap
2. CURL
3. Neat
4. Wireshark

# Answer: D

**Explanation:**

Wireshark is a tool that can analyze pcap files, which are files that capture network traffic. Wireshark can display the packets, protocols, and other details of the network traffic in a graphical user interface. Nmap is a tool that can scan networks and hosts for open ports and services. CURL is a tool that can transfer data from or to a server using various protocols. Neat is a tool that can test network performance and quality.

# NEW QUESTION 161

- (Exam Topic 2)

Which of the following would be most effective to contain a rapidly spreading attack that is affecting a large number of organizations?

1. Machine learning
2. DNS sinkhole
3. Blocklist
4. Honey pot

# Answer: B

**Explanation:**

A DNS sinkhole would be most effective to contain a rapidly spreading attack that is affecting a large number of organizations. A DNS sinkhole is a technique that involves redirecting malicious or unwanted domain names to an alternative IP address, such as a black hole, a honeypot, or a warning page. A DNS sinkhole can help to prevent or disrupt the communication between infected systems and command-and-control servers, malware distribution sites, phishing sites, or botnets. A DNS sinkhole can also help to identify and isolate infected systems by monitoring the traffic to the sinkhole IP address. References: https://www.comptia.org/blog/what-is-a-dns-sinkhole https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 166

- (Exam Topic 2)

A security analyst is investigating network issues between a workstation and a company server. The workstation and server occasionally experience service disruptions, and employees are forced to reconnect to the server. In addition, some reports indicate sensitive information is being leaked from the server to the public.

The workstation IP address is 192.168.1.103, and the server IP address is 192.168.1.101. The analyst runs arp -a On a separate workstation and obtains the following results:
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Which of the following is most likely occurring?

1. Evil twin attack
2. Domain hijacking attack
3. On-path attack
4. MAC flooding attack

# Answer: C

**Explanation:**

An on-path attack is a type of attack where an attacker places themselves between two devices (such as a workstation and a server) and intercepts or modifies the communications between them. An on-path attacker can collect sensitive information, impersonate either device, or disrupt the service. In this scenario, the attacker is likely using an on-path attack to capture and alter the network traffic between the workstation and the server, causing service disruptions and data leakage.

# NEW QUESTION 169

- (Exam Topic 2)

A company is focused on reducing risks from removable media threats. Due to certain primary applications, removable media cannot be entirely prohibited at this time. Which of the following best describes the company's approach?

1. Compensating controls
2. Directive control
3. Mitigating controls
4. Physical security controls

# Answer: C

**Explanation:**

Mitigating controls are designed to reduce the impact or severity of an event that has occurred or is likely to occur. They do not prevent or detect the event, but rather limit the damage or consequences of it. For example, a backup system is a mitigating control that can help restore data after a loss or corruption. In this case, the company is focused on reducing risks from removable media threats, which are threats that can compromise data security, introduce malware infections, or cause media failure123. Removable media threats can be used to bypass network defenses and target industrial/OT environments2. The company cannot prohibit removable media entirely because of certain primary applications that require them, so it implements mitigating controls to lessen the potential harm from these threats.

Some examples of mitigating controls for removable media threats are:

Encrypting data on removable media
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Scanning removable media for malware before use

Restricting access to removable media ports

Implementing policies and procedures for removable media usage and disposal Educating users on the risks and best practices of removable media

# NEW QUESTION 173

- (Exam Topic 2)

A small, local company experienced a ransomware attack. The company has one web-facing server and a few workstations. Everything is behind an ISP firewall. A single web-facing server is set up on the router to forward all ports so that the server is viewable from the internet. The company uses an older version of thirdparty software to manage the website. The assets were never patched. Which of the following should be done to prevent an attack like this from happening again? (Select three).

1. Install DLP software to prevent data loss.
2. Use the latest version of software.
3. Install a SIEM device.
4. Implement MDM.
5. Implement a screened subnet for the web server.
6. Install an endpoint security solution.
7. Update the website certificate and revoke the existing ones.
8. Deploy additional network sensors.

**Answer:** BEF

# NEW QUESTION 177

- (Exam Topic 2)

A security analyst receives alerts about an internal system sending a large amount of unusual DNS queries to systems on the internet over short periods of time during non-business hours. Which of the following is most likely occurring?

1. A worm is propagating across the network.
2. Data is being exfiltrated.
3. A logic bomb is deleting data.
4. Ransomware is encrypting files.

# Answer: B

**Explanation:**

Data is being exfiltrated when an internal system is sending a large amount of unusual DNS queries to systems on the internet over short periods of time during non-business hours. Data exfiltration is the unauthorized transfer of data from a system or network to an external destination or actor. Data exfiltration can be performed by malicious insiders or external attackers who have compromised the system or network. DNS queries are requests for resolving domain names to IP addresses. DNS queries can be used as a covert channel for data exfiltration by encoding data in the domain names or subdomains and sending them to a malicious DNS server that can decode and collect the data. References:

https://www.comptia.org/blog/what-is-data-exfiltration

https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 179

- (Exam Topic 2)

Which Of the following best ensures minimal downtime for organizations vÄh crit-ical computing equipment located in earthquake-prone areas?

1. Generators and UPS
2. Off-site replication
3. Additional warm site
4. Local

# Answer: B

**Explanation:**

Off-site replication is a process of copying and storing data in a remote location that is geographically separate from the primary site. It can ensure minimal downtime for organizations with critical computing equipment located in earthquake-prone areas by providing a backup copy of data that can be accessed and restored in case of a disaster or disruption at the primary site.

# NEW QUESTION 184

- (Exam Topic 2)

The Chief Executive Officer (CEO) of an organization would like staff members to have the flexibility to work from home anytime during business hours, including during a pandemic or crisis. However, the CEO is concerned that some staff members may take advantage of the flexibility and work from high-risk countries while on holiday or outsource work to a third-party organization in another country. The Chief Information Officer believes the company can implement some basic controls to mitigate the majority of the risk. Which of the following would be best to mitigate the CEO's concerns? (Select two).

1. Geolocation
2. Time-of-day restrictions
3. Certificates
4. Tokens
5. Geotagging
6. Role-based access controls

# Answer: AB

**Explanation:**

Geolocation and time-of-day restrictions would be best to mitigate the CEO’s concerns about staff members working from high-risk countries while on holiday or outsourcing work to a third-party organization in another country. Geolocation is a technique that involves determining the physical location of a device or user based on its IP address, GPS coordinates, Wi-Fi signals, or other indicators. Time-of-day restrictions are policies that limit the access or usage of resources based on the time of day or week. Geolocation and time-of-day restrictions can help to enforce access control rules, prevent unauthorized access, detect anomalous behavior, and comply with regulations. References: https://www.comptia.org/blog/what-is-geolocation https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 186

- (Exam Topic 2)

A security analyst is creating baselines for the server team to follow when hardening new devices for deployment. Which of the following best describes what the analyst is creating?

1. Change management procedure
2. Information security policy
3. Cybersecurity framework
4. Secure configuration guide

# Answer: D

**Explanation:**

A secure configuration guide is a document that provides an overview of the security features and best practices for a specific product, system, or application. A secure configuration guide helps to reduce unnecessary cyber vulnerabilities and enhance overall security by applying consistent and standardized settings and policies. A security analyst can create baselines for the server team to follow when hardening new devices for deployment based on a secure configuration guide.

* A. Change management procedure. This is not the correct answer, because a change management procedure is a document that describes the steps andprocesses for implementing, reviewing, and approving changes to an IT system or environment. A change management procedure helps to minimize the risks and impacts of changes on the system performance, availability, and security.
* B. Information security policy. This is not the correct answer, because an information security policy is a document that defines the rules and principles forprotecting the confidentiality, integrity, and availability of information assets within an organization. An information security policy helps to establish the roles and responsibilities of employees, managers, and stakeholders regarding information security.
* C. Cybersecurity framework. This is not the correct answer, because a cybersecurity framework is a document that provides a set of standards, guidelines, andbest practices for managing cybersecurity risks and improving resilience. A cybersecurity framework helps to align the business objectives and priorities with the security requirements and capabilities.
* D. Secure configuration guide. This is the correct answer, because a secure configuration guide is a document that provides an overview of the security featuresand best practices for a specific product, system, or application. A secure configuration guide helps to reduce unnecessary cyber vulnerabilities and enhance overall security by applying consistent and standardized settings and policies.

Reference: Secure Configuration Guide, Security Technical Implementation Guide - Wikipedia.

# NEW QUESTION 190

- (Exam Topic 2)

A user enters a password to log in to a workstation and is then prompted to enter an authentication code Which of the following MFA factors or attributes are being utilized in the authentication process? {Select two).

1. Something you know
2. Something you have
3. Somewhere you are
4. Someone you know
5. Something you are
6. Something you can do

# Answer: AB

**Explanation:**

MFA (Multi-Factor Authentication) is a method of verifying a user’s identity by requiring two or more factors or attributes that belong to different categories. The categories are something you know (such as a password or a PIN), something you have (such as a token or a smart card), something you are (such as a fingerprint or an iris scan), something you do (such as a gesture or a voice command), and somewhere you are (such as a location or an IP address). In this case, the user enters a password (something you know) and then receives an authentication code (something you have) to log in to a workstation.

# NEW QUESTION 193

- (Exam Topic 2)

A new security engineer has started hardening systems. One o( the hardening techniques the engineer is using involves disabling remote logins to the NAS. Users are now reporting the inability lo use SCP to transfer files to the NAS, even though the data is still viewable from the users' PCs. Which of the following is the MOST likely cause of this issue?

1. TFTP was disabled on the local hosts.
2. SSH was turned off instead of modifying the configuration file.
3. Remote login was disabled in the networkd.conf instead of using the ssh
4. conf.
5. Network services are no longer running on the NAS

# Answer: B

**Explanation:**

SSH is used to securely transfer files to the remote server and is required for SCP to work. Disabling SSH will prevent users from being able to use SCP to transfer files to the server. To enable SSH, the security engineer should modify the SSH configuration file (sshd.conf) and make sure that SSH is enabled. For more information on hardening systems and the security techniques that can be used, refer to the CompTIA Security+ SY0-601 Official Text Book and Resources.

# NEW QUESTION 195

- (Exam Topic 2)

An attacker is using a method to hide data inside of benign files in order to exfiltrate confidential data. Which of the following is the attacker most likely using?

1. Base64 encoding
2. Steganography
3. Data encryption
4. Perfect forward secrecy

# Answer: B

**Explanation:**

Steganography is a technique for hiding data inside of benign files such as images, audio, or video. This can be used to exfiltrate confidential data without raising suspicion or detection.

References: How to Hide Files Inside Files [Images, Folder] - Raymond.CC Blog; How to Hide Data in a Secret Text File Compartment - How-To Geek; How to Hide Data Within an Image - Medium

# NEW QUESTION 196

- (Exam Topic 2)

An organization is outlining data stewardship roles and responsibilities. Which of the following employee roles would determine the purpose of data and how to process it?

1. Data custodian
2. Data controller
3. Data protection officer
4. Data processor

# Answer: B

**Explanation:**

A data controller is an employee role that would determine the purpose of data and how to process it. A data controller is a person or entity that decides why and how personal data is collected, used, stored, shared, or deleted. A data controller has the responsibility to comply with data protection laws and regulations, such as the General Data Protection Regulation (GDPR), and to ensure the rights and privacy of data subjects. References: https://www.comptia.org/blog/what-is-a-data-controller

https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 201

- (Exam Topic 2)

An air traffic controller receives a change in flight plan for an morning aircraft over the phone. The air traffic controller compares the change to what appears on radar and determines the information to be false. As a result, the air traffic controller is able to prevent an incident from occurring. Which of the following is this scenario an example of?

1. Mobile hijacking
2. Vishing
3. Unsecure VoIP protocols
4. SPIM attack

# Answer: B

**Explanation:**

Vishing is a form of phishing that uses voice calls or voice messages to trick victims into revealing personal information, such as credit card numbers, bank details, or passwords. Vishing often uses spoofed phone numbers, voice-altering software, or social engineering techniques to impersonate legitimate organizations or authorities. In this scenario, the caller pretended to be someone who could change the flight plan of an aircraft, which could have caused a serious incident.

# NEW QUESTION 204

- (Exam Topic 2)

A company recently suffered a breach in which an attacker was able to access the internal mail servers and directly access several user inboxes. A large number of email messages were later posted online. Which of the following would bast prevent email contents from being released should another breach occur?

1. Implement S/MIME to encrypt the emails at rest.
2. Enable full disk encryption on the mail servers.
3. Use digital certificates when accessing email via the web.
4. Configure web traffic to only use TLS-enabled channels.

# Answer: A

**Explanation:**

S/MIME stands for Secure/Multipurpose Internet Mail Extensions, which is a standard for encrypting and digitally signing email messages. S/MIME can provide confidentiality, integrity, authentication and non-repudiation for email communications. S/MIME can encrypt the emails at rest, which means that the email contents are protected even if they are stored on the mail servers or the user inboxes. S/MIME can prevent email contents from being released should another breach occur, as the attacker would not be able to decrypt or read the encrypted emails without the proper keys or certificates. Verified References:

* Cryptography Concepts – SY0-601 CompTIA Security+ : 2.8 https://www.professormesser.com/security-plus/sy0-601/sy0-601-video/cryptography-concepts-2/

(See

S/MIME)

* Mail Encryption - CompTIA Security+ All-in-One Exam Guide (Exam SY0-301) https://www.oreilly.com/library/view/comptia-security-all-in-one/9780071771474/sec5\_chap14.html (See S/MIME)
* Symmetric and Asymmetric Encryption – CompTIA Security+ SY0-501 – 6.1 https://www.professormesser.com/security-plus/sy0-501/symmetric-and-asymmetric-encryption/ (See S/MIME)

# NEW QUESTION 208

- (Exam Topic 2)

A company's help desk has received calls about the wireless network being down and users being unable to connect to it The network administrator says all access points are up and running One of the help desk technicians notices the affected users are working in a building near the parking lot. Which of the following is the most likely reason for the outage?

1. Someone near the building is jamming the signal
2. A user has set up a rogue access point near the building
3. Someone set up an evil twin access point in the affected area.
4. The APs in the affected area have been unplugged from the network

# Answer: A

**Explanation:**

Jamming is a type of denial-of-service attack that involves interfering with or blocking the wireless signal using a device that emits radio waves at the same frequency as the wireless network. It can cause the wireless network to be down and users to be unable to connect to it, especially if they are working in a building near the parking lot where someone could easily place a jamming device.

# NEW QUESTION 213

- (Exam Topic 2)

Which of the following would help ensure a security analyst is able to accurately measure the overall risk to an organization when a new vulnerability is disclosed?

1. A full inventory of all hardware and software
2. Documentation of system classifications
3. A list of system owners and their departments
4. Third-party risk assessment documentation

# Answer: A

**Explanation:**

A full inventory of all hardware and software would help ensure a security analyst is able to accurately measure the overall risk to an organization when a new vulnerability is disclosed, as it would allow the analyst to identify which systems and applications are affected by the vulnerability and prioritize the remediation efforts accordingly. A full inventory would also help the analyst to determine the impact and likelihood of a successful exploit, as well as the potential loss of confidentiality, integrity and availability of the data and services. References:

https://www.professormesser.com/security-plus/sy0-601/sy0-601-video/risk-analysis/ https://www.comptia.org/landing/securityplus/index.html https://www.comptia.org/blog/complete-guide-to-risk-management
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# NEW QUESTION 216

- (Exam Topic 2)

A security analyst is investigating a report from a penetration test. During the penetration test, consultants were able to download sensitive data from a back-end server. The back-end server was exposing an API that should have only been available from the companVs mobile application. After reviewing the back-end server logs, the security analyst finds the following entries

![](data:image/jpeg;base64,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)

Which of the following is the most likely cause of the security control bypass?

A. IP address allow list B. user-agent spoofing

1. WAF bypass
2. Referrer manipulation

# Answer: B

**Explanation:**

User-agent spoofing is a technique that allows an attacker to modify the user-agent header of an HTTP request to impersonate another browser or device12. Useragent spoofing can be used to bypass security controls that rely on user-agent filtering or validation12. In this case, the attacker spoofed the user-agent header to match the company’s mobile application, which was allowed to access the back-end server’s API2.

# NEW QUESTION 220

- (Exam Topic 2)

A company is concerned about individuals driving a car into the building to gain access. Which of the following security controls would work BEST to prevent this from happening?

1. Bollard
2. Camera
3. Alarms
4. Signage
5. Access control vestibule

# Answer: A

**Explanation:**

Bollards are posts designed to prevent vehicles from entering an area. They are usually made of steel or concrete and are placed close together to make it difficult for vehicles to pass through. In addition to preventing vehicles from entering an area, bollards can also be used to protect buildings and pedestrians from ramming attacks. They are an effective and cost-efficient way to protect buildings and pedestrians from unauthorized access.

# NEW QUESTION 223

- (Exam Topic 2)

Which of the following processes would most likely help an organization that has conducted an incident response exercise to improve performance and identify challenges?

1. Lessons learned
2. Identification
3. Simulation
4. Containment

# Answer: A

**Explanation:**

Lessons learned is a process that would most likely help an organization that has conducted an incident response exercise to improve performance and identify challenges. Lessons learned is a process that involves reviewing and evaluating the incident response exercise to identify what went well, what went wrong, and what can be improved. Lessons learned can help an organization enhance its incident response capabilities, address any gaps or weaknesses, and update its incident response plan accordingly.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://www.sans.org/reading-room/whitepapers/incident/incident-handlers-handbook-33901

# NEW QUESTION 226

- (Exam Topic 2)

A security analyst is reviewing SIEM logs during an ongoing attack and notices the following: http://company.com/get php? f=/etc/passwd

http://company.com/..%2F. .42 F..42F.. $2Fetct2Fshadow http: //company.com/../../../ ../etc/passwd

Which of the following best describes the type of attack?

1. SQLi
2. CSRF
3. API attacks
4. Directory traversal

# Answer: D

**Explanation:**

Directory traversal (also known as file path traversal) is a web security vulnerability that allows an attacker to read arbitrary files on the server that is running an application. This might include application code and data, credentials for back-end systems, and sensitive operating system files1. In some cases, an attacker might be able to write to arbitrary files on the server, allowing them to modify application data or behavior, and ultimately take full control of the server1.

Directory traversal in its simplest form uses the …/ pattern, which means to step up one level in the directory structure. By repeating this pattern, an attacker can traverse to the root directory and then access any file or folder on the server. For example, the following request attempts to read the Unix password file /etc/passwd from the server:

http://company.com/get.php?f=/etc/passwd

Some web applications may implement some defenses against directory traversal attacks, such as filtering out

…/ patterns or percent-decoding the user input before validating it. However, these defenses can often be bypassed by using variations or encoding techniques. For example, the following requests use different ways to represent …/ or / characters: http://company.com/…%2F…%2F…%2Fetc%2Fpasswd

http://company.com/…/…/…/%2Fetc%2Fpasswd http://company.com/%2E%2E/%2E%2E/%2E%2E/etc/passwd

These requests may still result in directory traversal attacks if the web application does not properly handle them12.

* A. SQLi. This is not the correct answer, because SQLi stands for SQL Injection, which is an attack that exploits a vulnerability in a web application’s databaselayer, where malicious SQL statements are inserted into an entry field for execution3. The requests in the question do not contain any SQL statements or commands.
* B. CSRF. This is not the correct answer, because CSRF stands for Cross-Site Request Forgery, which is an attack that exploits the trust a web server has in auser’s browser, where malicious requests are sent to the web server using the user’s credentials4. The requests in the question do not indicate that they are forged or sent by another website.
* C. API attacks. This is not the correct answer, because API stands for Application Programming Interface, which is a set of rules and specifications that allowsoftware components to communicate and exchange data. API attacks are attacks that target the vulnerabilities or weaknesses of APIs, such as authentication, authorization, encryption, rate limiting, or input validation5. The requests in the question do not target any specific API functionality or feature.
* D. Directory traversal. This is the correct answer, because directory traversal is an attack that exploits insufficient security validation or sanitization of user-supplied file names, such that characters representing “traverse to parent directory” are passed through to the operating system’s file system API12. The requests in the question contain various patterns of …/ or / characters that attempt to access restricted files and directories on the server.

Reference: What is directory traversal, and how to prevent it? - PortSwigger, Directory traversal attack - Wikipedia, What Is SQL Injection (SQLi) and How To Prevent It, What Is Cross-Site Request Forgery (CSRF)? | Acunetix, API Security Testing – How to Hack an API and Get Away with It (Part 1 of 3).

# NEW QUESTION 231

- (Exam Topic 2)

Unauthorized devices have been detected on the internal network. The devices’ locations were traced to Ether ports located in conference rooms. Which of the following would be the best technical controls to implement to prevent these devices from accessing the internal network?

1. NAC
2. DLP
3. IDS
4. MFA

# Answer: A

**Explanation:**

NAC stands for network access control, which is a security solution that enforces policies and controls on devices that attempt to access a network. NAC can help prevent unauthorized devices from accessing the internal network by verifying their identity, compliance, and security posture before granting them access. NAC can also monitor and restrict the activities of authorized devices based on predefined rules and roles.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://www.cisco.com/c/en/us/products/security/what-is-network-access-control-nac.html

# NEW QUESTION 235

- (Exam Topic 2)

Which of the following is most likely to contain ranked and ordered information on the likelihood and potential impact of catastrophic events that may affect business processes and systems, while also highlighting the residual risks that need to be managed after mitigating controls have been implemented?

1. An RTO report
2. A risk register
3. A business impact analysis
4. An asset value register
5. A disaster recovery plan

# Answer: B

**Explanation:**

A risk register is a document or a tool that records and tracks information about the identified risks and their analysis, such as likelihood, impact, priority, mitigation strategies, residual risks, etc. It can contain ranked and ordered information on the likelihood and potential impact of catastrophic events that may affect business processes and systems, while also highlighting the residual risks that need to be managed after mitigating controls have been implemented.

# NEW QUESTION 239

- (Exam Topic 2)

A company is enhancing the security of the wireless network and needs to ensure only employees with a valid certificate can authenticate to the network. Which of the following should the company implement?

1. PEAP
2. PSK
3. WPA3
4. WPS

# Answer: A

**Explanation:**

PEAP stands for Protected Extensible Authentication Protocol, which is a protocol that can provide secure authentication for wireless networks. PEAP can use certificates to authenticate the server and the client, or only the server. PEAP can also use other methods, such as passwords or tokens, to authenticate the client. PEAP can ensure only employees with a valid certificate can authenticate to the network.

# NEW QUESTION 241

- (Exam Topic 2)

A security administrator suspects there may be unnecessary services running on a server. Which of the following tools will the administrator most likely use to confirm the suspicions?

1. Nmap
2. Wireshark
3. Autopsy
4. DNSEnum

# Answer: A

**Explanation:**

Nmap is a tool that is used to scan IP addresses and ports in a network and to detect installed applications. Nmap can help a security administrator determine the services running on a server by sending various packets to the target and analyzing the responses. Nmap can also perform various tasks such as OS detection, version detection, script scanning, firewall evasion, and vulnerability scanning.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://nmap.org/

# NEW QUESTION 242

- (Exam Topic 2)

A company a "right to forgotten" request To legally comply, the company must remove data related to the requester from its systems. Which Of the following Company most likely complying with?

1. NIST CSF
2. GDPR
3. PCI OSS
4. ISO 27001

# Answer: B

**Explanation:**

GDPR stands for General Data Protection Regulation, which is a law that regulates data protection and privacy in the European Union (EU) and the European Economic Area (EEA). GDPR also applies to the transfer of personal data outside the EU and EEA areas. GDPR grants individuals the right to request the deletion or removal of their personal data from an organization’s systems under certain circumstances. This right is also known as the “right to be forgotten” or the “right to erasure”. An organization that receives such a request must comply with it within a specified time frame, unless there are legitimate grounds for retaining the data.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://gdpr-info.eu/issues/right-to-be-forgotten/

# NEW QUESTION 247

- (Exam Topic 2)

Which of the following is used to validate a certificate when it is presented to a user?

1. OCSP
2. CSR
3. CA
4. CRC

# Answer: A

**Explanation:**

Online Certificate Status Protocol (OCSP) is used to validate a certificate when it is presented to a user. OCSP is a protocol that allows a client or browser to query the status of a certificate from an OCSP responder, which is a server that maintains and provides the revocation status of certificates issued by a certificate authority (CA). OCSP can help to verify the authenticity and validity of a certificate and prevent the use of revoked or expired certificates. References:

https://www.comptia.org/blog/what-is-ocsp

https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 251

- (Exam Topic 2)

A security analyst is reviewing computer logs because a host was compromised by malware After the computer was infected it displayed an error screen and shut down. Which of the following should the analyst review first to determine more information?

1. Dump file
2. System log
3. Web application log
4. Security too

# Answer: A

**Explanation:**

A dump file is the first thing that a security analyst should review to determine more information about a compromised device that displayed an error screen and shut down. A dump file is a file that contains a snapshot of the memory contents of a device at the time of a system crash or error. A dump file can help a security analyst analyze the cause and source of the crash or error, as well as identify any malicious code or activity that may have triggered it.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://docs.microsoft.com/en-us/windows-hardware/drivers/debugger/introduction-to-crash-dump-files

# NEW QUESTION 252

- (Exam Topic 2)

Which of the following can be used by an authentication application to validate a user's credentials without the need to store the actual sensitive data?

1. Salt string
2. Private Key
3. Password hash
4. Cipher stream

# Answer: C

**Explanation:**

Password hash is a method of storing a user’s credentials without the need to store the actual sensitive data. A password hash is a one-way function that transforms the user’s password into a fixed-length string of characters that cannot be reversed. The authentication application can then compare the password hash with the stored hash to validate the user’s credentials without revealing the original password. References: 1 CompTIA Security+ Certification Exam Objectives, page 15, Domain 3.0: Implementation, Objective 3.5: Implement secure authentication mechanisms 2

CompTIA Security+ Certification Exam Objectives, page 16,

Domain 3.0: Implementation, Objective 3.6: Implement identity and account management best practices 3 https://www.comptia.org/blog/what-is-password-hashing

# NEW QUESTION 254

- (Exam Topic 2)

Law enforcement officials sent a company a notification that states electronically stored information and paper documents cannot be destroyed. Which of the following explains this process?

1. Data breach notification
2. Accountability
3. Legal hold
4. Chain of custody

# Answer: C

**Explanation:**

A legal hold is a process that requires an organization to preserve electronically stored information and paper documents that are relevant to a pending or anticipated litigation or investigation. It suspends the normal retention and destruction policies and procedures for such information and documents until the legal hold is lifted or released.

# NEW QUESTION 256

- (Exam Topic 2)

A security engineer needs to recommend a solution to defend against malicious actors misusing protocols and being allowed through network defenses. Which of the following will the engineer most likely recommended?

1. A content filter
2. AWAF
3. A next-generation firewall
4. An IDS

# Answer: C

**Explanation:**

A next-generation firewall (NGFW) is a solution that can defend against malicious actors misusing protocols and being allowed through network defenses. A NGFW is a type of firewall that can perform deep packet inspection, application-level filtering, intrusion prevention, malware detection, and identity-based access control. A NGFW can also use threat intelligence and behavioral analysis to identify and block malicious traffic based on protocols, signatures, or anomalies. References:

https://www.comptia.org/blog/what-is-a-next-generation-firewall

https://www.certblaster.com/wp-content/uploads/2020/11/CompTIA-Security-SY0-601-Exam-Objectives-1.0.pd

# NEW QUESTION 260

- (Exam Topic 2)

Which of the following automation use cases would best enhance the security posture Of an organi-zation by rapidly updating permissions when employees leave a company Or change job roles inter-nally?

1. Provisioning resources
2. Disabling access
3. APIs
4. Escalating permission requests

# Answer: B

**Explanation:**

Disabling access is an automation use case that can enhance the security posture of an organization by rapidly updating permissions when employees leave a company or change job roles internally. It can prevent unauthorized access and data leakage by revoking or modifying the access rights of employees based on their current status and role.

# NEW QUESTION 262

- (Exam Topic 2)

A security professional wants to enhance the protection of a critical environment that is Used to store and manage a company's encryption keys. The selected technology should be tamper resistant. Which of the following should the security professional implement to achieve the goal?

1. DLP
2. HSM
3. CA
4. FIM

# Answer: B

**Explanation:**

HSM stands for hardware security module, which is a physical device that is used to store and manage cryptographic keys in a secure and tamper-resistant manner. HSMs can provide high-performance encryption and decryption operations, as well as key generation, backup, and recovery. HSMs can also prevent unauthorized access or extraction of the keys, even by the cloud service provider or the HSM vendor. HSMs can enhance the protection of a critical environment that is used to store and manage encryption keys for a financial institution or any other organization that deals with sensitive data. References:

https://www.comptia.org/certifications/security
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https://www.professormesser.com/security-plus/sy0-501/hardware-security-3/

# NEW QUESTION 265

- (Exam Topic 2)

A contractor overhears a customer recite their credit card number during a confidential phone call. The credit card Information is later used for a fraudulent transaction. Which of the following social engineering techniques describes this scenario?

1. Shoulder surfing
2. Watering hole
3. Vishing
4. Tailgating

# Answer: A

**Explanation:**

Shoulder surfing is a social engineering technique that involves looking over someone’s shoulder to see what they are typing, writing, or viewing on their screen. It can be used to steal passwords, PINs, credit card numbers, or other sensitive information. In this scenario, the contractor used shoulder surfing to overhear the customer’s credit card number during a phone call.

# NEW QUESTION 268

- (Exam Topic 2)

A network engineer is troubleshooting wireless network connectivity issues that were reported by users The issues are occurring only in the section of the building that is closest to the parking lot. Users are intermittently experiencing slow speeds when accessing websites and are unable to connect to network drives. The issues appear to increase when laptop users return to their desks after using their devices in other areas of the building There have also been reports of users being required to enter their credentials on web pages in order to gain access to them Which of the following is the most likely cause of this issue?

1. An external access point is engaging in an evil-Twin attack
2. The signal on the WAP needs to be increased in that section of the building
3. The certificates have expired on the devices and need to be reinstalled
4. The users in that section of the building are on a VLAN that is being blocked by the firewall**Answer:** A

**Explanation:**

An evil-Twin attack is a type of wireless network attack that involves setting up a rogue access point that mimics a legitimate one. It can trick users into connecting to the rogue access point instead of the real one, and then intercept or modify their traffic, steal their credentials, launch phishing pages, etc. It is the most likely cause of the issue that users are experiencing slow speeds, unable to connect to network drives, and required to enter their credentials on web pages when working in the section of the building that is closest to the parking lot, where an external access point could be placed nearby.

# NEW QUESTION 272

- (Exam Topic 2)

Which of the following will increase cryptographic security?

1. High data entropy
2. Algorithms that require less computing power
3. Longer key longevity
4. Hashing

# Answer: A

**Explanation:**

Data entropy is a measure of the randomness or unpredictability of data. High data entropy means that the data has more variation and less repetition, making it harder to guess or crack. It can increase cryptographic security by making the encryption keys and ciphertext more complex and resistant to brute-force attacks, frequency analysis, etc

# NEW QUESTION 273

- (Exam Topic 2)

A corporate security team needs to secure the wireless perimeter of its physical facilities to ensure only authorized users can access corporate resources. Which of the following should the security team do? (Refer the answer from CompTIA SY0-601 Security+ documents or guide at comptia.org)

1. Identify rogue access points.
2. Check for channel overlaps.
3. Create heat maps.
4. Implement domain hijacking.

# Answer: A

**Explanation:**

Based on CompTIA SY0-601 Security+ guide, the answer to the question is A. Identify rogue access points. To secure the wireless perimeter of its physical facilities, the corporate security team should focus on identifying rogue access points, which are unauthorized access points that have been set up by employees or outsiders to bypass security controls. By identifying and removing these rogue access points, the team can ensure that only authorized users can access corporate resources through the wireless network. https://www.comptia.org/training/books/security-sy0-601-study-guide

# NEW QUESTION 278

- (Exam Topic 2)

A security engineer updated an application on company workstations. The application was running before the update, but it is no longer launching successfully. Which of the following most likely needs to be updated?

1. Blocklist
2. Deny list
3. Quarantine list
4. Approved fist

# Answer: D

**Explanation:**

Approved list is a list of applications or programs that are allowed to run on a system or network. An approved list can prevent unauthorized or malicious software from running and compromising the security of the system or network. An approved list can also help with patch management and compatibility issues. If the security engineer updated an application on the company workstations, the application may need to be added or updated on the approved list to be able to launch successfully. References: 1

CompTIA Security+ Certification

Exam Objectives, page 10, Domain 2.0: Architecture and Design, Objective 2.4: Explain the importance of embedded and specialized systems security 2

CompTIA Security+ Certification Exam Objectives, page 12,

Domain 3.0: Implementation, Objective 3.1: Implement secure network architecture concepts 3 https://www.comptia.org/blog/what-is-application-whitelisting

# NEW QUESTION 281

- (Exam Topic 2)

Employees in the research and development business unit receive extensive training 10 ensure they understand how to best protect company data. Which of the following is the type of data these employees are most likely to use in day-to-day work activities?

1. Encrypted
2. Intellectual property
3. Critical
4. Data in transit

# Answer: B

**Explanation:**

Intellectual property is a type of data that is proprietary and unique to an organization. It includes trade secrets and other information that the organization does not want to share with third parties or competitors. Employees in the research and development business unit are most likely to use intellectual property in their day-today work activities, as they are involved in creating new products, services, or processes for the organization. Intellectual property data requires a high level of security and protection, as it can provide a competitive advantage or disadvantage if leaked or stolen.

Encrypted data is not a type of data, but a state of data. Encryption is a method of transforming data into an unreadable format using a key, so that only authorized parties can access it. Encryption can be applied to any type of data, such as intellectual property, critical data, or data in transit.

Critical data is a type of data that is essential for the operation and continuity of an organization. It includes information such as customer records, financial transactions, employee details, and so on. Critical data may or may not be intellectual property, depending on the nature and source of the data. Critical data also requires a high level of security and protection, as it can affect the reputation, performance, or legal compliance of the organization.

Data in transit is not a type of data, but a state of data. Data in transit refers to data that is moving from one location to another over a network, such as the internet, a LAN, or a WAN. Data in transit can be vulnerable to interception, modification, or theft by malicious actors. Data in transit can also be any type of data, such as intellectual property, critical data, or PII.

# NEW QUESTION 284

- (Exam Topic 2)

A security analyst reviews web server logs and notices the following line: 104.35. 45.53 [22/May/2020:07 : 00:58 +0100] "GET . UNION ALL SELECT user login, user \_ pass, user email from wp users—— HTTP/I.I" 200 1072 http://www.example.com/wordpress/wp—admin/

Which of the following vulnerabilities is the attacker trying to exploit?

1. SSRF
2. CSRF
3. xss
4. SQLi

# Answer: D

**Explanation:**

SQLi stands for SQL injection, which is a type of web security vulnerability that allows an attacker to execute malicious SQL statements on a database server.

SQLi can result in data theft, data corruption, denial of service, or remote code execution.

The attacker in the web server log is trying to exploit a SQLi vulnerability by sending a malicious GET request that contains a UNION ALL SELECT statement. This statement is used to combine the results of two or more SELECT queries into a single result set. The attacker is attempting to retrieve user login, user pass, and user email from the wp users table, which is a WordPress database table that stores user information. The attacker may use this information to compromise the WordPress site or the users’ accounts.

# NEW QUESTION 287

- (Exam Topic 2)

Which of the following would most likely include language prohibiting end users from accessing personal email from a company device?

1. SLA
2. BPA
3. NDA
4. AUP

# Answer: D

**Explanation:**

AUP or Acceptable Use Policy is a document that defines the rules and guidelines for using a company’s IT resources, such as devices, networks, internet, email, etc. It usually includes language prohibiting end users from accessing personal email from a company device, as well as other activities that may compromise security or productivity1. https://www.thesecuritybuddy.com/governance-risk-and-compliance/what-are-sla-mou-bpa-and-nda/ 3: https://www.professormesser.com/security-plus/sy0-501/agreement-types/ 1: https://www.techopedia.com/definition/2471/acceptable-use-policy-aup

# NEW QUESTION 291

- (Exam Topic 2)

An organization wants to ensure that proprietary information is not inadvertently exposed during facility tours. Which of the following would the organization implement to mitigate this risk?

1. Clean desk policy
2. Background checks
3. Non-disclosure agreements
4. Social media analysis

# Answer: A

**Explanation:**

A clean desk policy is a set of rules that require employees to clear their desks of any documents, papers, or devices that contain sensitive or confidential information when they leave their workstations. This policy helps to prevent unauthorized access, theft, or disclosure of proprietary information during facility tours or other situations where outsiders may visit the premises.

\* A. Clean desk policy. This is the correct answer, because a clean desk policy is a simple and effective way to mitigate the risk of exposing proprietary information during facility tours.

# NEW QUESTION 294

- (Exam Topic 2)

A company has numerous employees who store PHI data locally on devices. The Chief Information Officer wants to implement a solution to reduce external exposure of PHI but not affect the business.

The first step the IT team should perform is to deploy a DLP solution:

1. for only data in transit.
2. for only data at reset.
3. in blocking mode.
4. in monitoring mode.

# Answer: D

**Explanation:**

A DLP solution in monitoring mode is a good first step to deploy for data loss prevention. It allows the IT team to observe and analyze the data flows and activities without blocking or interfering with them. It helps to identify the sources and destinations of sensitive data, the types and volumes of data involved, and the potential risks and violations. It also helps to fine-tune the DLP policies and rules before switching to blocking mode, which can disrupt business operations if not configured properly.

# NEW QUESTION 295

- (Exam Topic 2)

A systems administrator is required to enforce MFA for corporate email account access, relying on the possession factor. Which of the following authentication methods should the systems administrator choose? (Select two).

1. passphrase
2. Time-based one-time password
3. Facial recognition
4. Retina scan
5. Hardware token
6. Fingerprints

# Answer: BE

**Explanation:**

Time-based one-time password (TOTP) and hardware token are authentication methods that rely on the possession factor, which means that the user must have a specific device or object in their possession to authenticate. A TOTP is a password that is valid for a short period of time and is generated by an app or a device that the user has. A hardware token is a physical device that displays a code or a password that the user can enter to authenticate. A passphrase (Option A) is a knowledge factor, while facial recognition (Option C), retina scan (Option D), and fingerprints (Option F) are all inherence factors. https://ptgmedia.pearsoncmg.com/imprint\_downloads/pearsonitcertification/bookreg/9780136798675/97801367 https://www.youtube.com/watch?v=yCJyPPvM-xg

# NEW QUESTION 299

- (Exam Topic 2)

Which of the following can be used to calculate the total loss expected per year due to a threat targeting an asset?

1. EF x asset value
2. ALE / SLE
3. MTBF x impact
4. SLE x ARO

# Answer: D

**Explanation:**

The total loss expected per year due to a threat targeting an asset can be calculated using the Single Loss Expectancy (SLE) multiplied by the Annualized Rate of Occurrence (ARO). SLE is the monetary loss expected from a single event, while ARO is the estimated frequency of that event occurring in a year. Reference: CompTIA Security+ Study Guide: Exam SY0-501, 7th Edition, by Emmett Dulaney and Chuck Easttom, Chapter 9: Risk Management, page 414.

# NEW QUESTION 304

- (Exam Topic 2)

An engineer is using scripting to deploy a network in a cloud environment. Which the following describes this scenario?

1. SDLC
2. VLAN
3. SDN
4. SDV

# Answer: C

**Explanation:**

SDN stands for software-defined networking, which is an approach to networking that uses software-based controllers or application programming interfaces (APIs) to communicate with underlying hardware infrastructure and direct traffic on a network. SDN decouples the network control plane from the data plane, enabling centralized management and programmability of network resources. SDN can help an engineer use scripting to deploy a network in a cloud environment by allowing them to define and automate network policies, configurations, and services through software commands.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://www.cisco.com/c/en/us/solutions/software-defined-networking/overview.html

# NEW QUESTION 309

- (Exam Topic 2)

A Chief Information Security Officer (CISO) is evaluating the dangers involved in deploying a new ERP system for the company. The CISO categorizes the system, selects the controls that apply to the system, implements the controls, and then assesses the success of the controls before authorizing the system. Which of the following is the CISO using to evaluate the environment for this new ERP system?

1. The Diamond Model of Intrusion Analysis
2. CIS Critical Security Controls
3. NIST Risk Management Framework
4. ISO 27002

# Answer: C

**Explanation:**

The NIST Risk Management Framework (RMF) is a process for evaluating the security of a system and implementing controls to reduce potential risks associated with it. The RMF process involves categorizing the system, selecting the controls that apply to the system, implementing the controls, and then assessing the success of the controls before authorizing the system. For more information on the NIST Risk Management Framework and other security processes, refer to the CompTIA Security+ SY0-601 Official Text Book and Resources.

# NEW QUESTION 312

- (Exam Topic 2)

A security analyst is using OSINT to gather information to verify whether company data is available publicly. Which of the following is the BEST application for the analyst to use?

1. theHarvester
2. CuckooC. Nmap

D. Nessus

# Answer: A

**Explanation:**

TheHarvester is a reconnaissance tool that is used to gather information about a target organization, such as email addresses, subdomains, and IP addresses. It can also be used to gather information about a target individual, such as email addresses, phone numbers, and social media profiles. TheHarvester is specifically designed for OSINT (Open-Source Intelligence) and it can be used to discover publicly available information about a target organization or individual.

# NEW QUESTION 314

- (Exam Topic 2)

An organization has been experiencing outages during holiday sales and needs to ensure availability of its point-of-sales systems. The IT administrator has been asked to improve both server-data fault tolerance and site availability under high consumer load. Which of the following are the best options to accomplish this objective? (Select two.)

1. Load balancing
2. Incremental backups
3. UPS
4. RAID
5. Dual power supply
6. VLAN

# Answer: AD

**Explanation:**

Load balancing and RAID are the best options to accomplish the objective of improving both server-data fault tolerance and site availability under high consumer load. Load balancing is a method of distributing network traffic across multiple servers to optimize performance, reliability, and scalability. Load balancing can help improve site availability by preventing server overload, ensuring high uptime, and providing redundancy and failover. RAID stands for redundant array of independent disks, which is a technology that combines multiple physical disks into a logical unit to improve data storage performance, reliability, and capacity.

RAID can help improve server-data fault tolerance by providing data redundancy, backup, and recovery.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://www.nginx.com/resources/glossary/load-balancing/ https://www.ibm.com/cloud/learn/raid

# NEW QUESTION 316

- (Exam Topic 2)

After installing a patch On a security appliance. an organization realized a massive data exfiltration occurred. Which Of the following describes the incident?

1. Supply chain attack
2. Ransomware attack
3. Cryptographic attack
4. Password attack

# Answer: A

**Explanation:**

A supply chain attack is a type of attack that involves compromising a trusted third-party provider or vendor and using their products or services to deliver malware or gain access to the target organization. The attacker can exploit the trust and dependency that the organization has on the provider or vendor and bypass their security controls. In this case, the attacker may have tampered with the patch for the security appliance and used it to exfiltrate data from the organization.

# NEW QUESTION 320

- (Exam Topic 2)

Which of the following is used to quantitatively measure the criticality of a vulnerability?

1. CVE
2. CVSS
3. CIA
4. CERT

# Answer: B

**Explanation:**

The correct answer is B. CVSS.

CVSS stands for Common Vulnerability Scoring System. It is a framework that provides a standardized way to measure the criticality of a vulnerability based on various factors, such as the impact, exploitability, and remediation level of the vulnerability. CVSS assigns a numerical score from 0 to 10 to each vulnerability, where 0 means no risk and 10 means the highest risk. CVSS also provides a qualitative rating for each score, such as low, medium, high, or critical. CVSS helps organizations prioritize the remediation of vulnerabilities based on their severity and potential impact12.

CVE stands for Common Vulnerabilities and Exposures. It is a list of publicly known and standardized identifiers for vulnerabilities and exposures in software and hardware systems. CVE provides a brief description of each vulnerability or exposure, but does not assign a score or rating to them. CVE helps organizations communicate and share information about vulnerabilities and exposures in a consistent and reliable way3 .

CIA stands for Confidentiality, Integrity, and Availability. It is a model that defines the three main objectives of information security. Confidentiality means protecting data from unauthorized access or disclosure. Integrity means ensuring data is accurate and consistent and has not been tampered with. Availability means ensuring data is accessible and usable by authorized parties when needed. CIA helps organizations design and implement security controls and policies to protect their data and systems .

CERT stands for Computer Emergency Response Team. It is a group of experts who respond to security incidents and provide guidance and assistance to mitigate and prevent cyberattacks. CERT also conducts research and analysis on cybersecurity trends and issues, and disseminates information and best practices to the public. CERT helps organizations improve their security posture and resilience against cyber threats .

For more information on CVSS and other concepts related to vulnerability assessment and management, you can refer to [this video] or [this guide] from CompTIA Security+.

# NEW QUESTION 322

- (Exam Topic 2)

Which Of the following supplies non-repudiation during a forensics investiga-tion?

1. Dumping volatile memory contents first
2. Duplicating a drive With dd
3. a SHA 2 signature of a drive image
4. Logging everyone in contact with evidence
5. Encrypting sensitive data

# Answer: C

**Explanation:**

A SHA 2 signature is a cryptographic hash function that produces a unique and fixed-length output for any given input. It can provide non-repudiation during a forensics investigation by verifying the integrity and authenticity of a drive image and proving that it has not been altered or tampered with since it was created

# NEW QUESTION 326

- (Exam Topic 2)

A network administrator needs to determine the sequence of a server farm's logs. Which of the following should the administrator consider? (Select two).

1. Chain of custody
2. Tags
3. Reports
4. Time stamps
5. Hash values
6. Time offset

# Answer: DF

**Explanation:**

A server farm’s logs are records of events that occur on a group of servers that provide the same service or function. Logs can contain information such as date, time, source, destination, message, error code, and severity level. Logs can help administrators monitor the performance, security, and availability of the servers and troubleshoot any issues.

To determine the sequence of a server farm’s logs, the administrator should consider the following factors:

* Time stamps: Time stamps are indicators of when an event occurred on a server. Time stamps can help administrators sort and correlate events acrossdifferent servers based on chronological order. However, time stamps alone may not be sufficient to determine the sequence of events if the servers have different time zones or clock settings.
* Time offset: Time offset is the difference between the local time of a server and a reference time, such as Coordinated Universal Time (UTC) or GreenwichMean Time (GMT). Time offset can help administrators adjust and synchronize the time stamps of different servers to a common reference time and eliminate any discrepancies caused by time zones or clock settings.

References: https://www.comptia.org/certifications/security#examdetails https://www.comptia.org/content/guides/comptia-security-sy0-601-exam-objectives https://docs.microsoft.com/en-us/windows-server/administration/server-manager/view-event-logs

# NEW QUESTION 327
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