Hello Team!

After Mr. Stevens mentioned that we should have a password change and management policy, I was unfortunately reminded of our last business venture where multiple malicious actors managed to get into our systems and created a bunch of accounts.

We would like for your team to conduct an audit on all of our systems to ensure there are no “extras” that were added other than the users who are supposed to be able to access our systems.

For each system that our IT is supporting, please give me a list of employee and system/service accounts that are currently on those systems. For any that you find that should **not** be on those systems, note them in a separate section and note how you dealt with them.

~ Christoph Monero Zaslawski