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Technology Discussion

Project description should include: **“…of its scientific objectives, of the methodology that will be used, and of the significance and originality of this research project within the applicants’ field.”**

1. Description of field
   1. Overall systems look
   2. The age of cloud and data
   3. Data protection
2. Frameworks and questions to ask
   1. Many standards: IEEE, IEC, NIST; primary framework: OPC, PLC, TCP
   2. Main question: How to distribute/obfuscate/guard detailed data to protect against intellectual theft/espionage?
      1. Who wants access to the data?
      2. How does data security function in frameworks right now?
      3. What requirements are needed to preserve data security?
   3. Cloud aspect of DCS
      1. How does it work now?
      2. What does it offer in terms of data security?
      3. Is encryption enough?
3. Objective: Research ways of preserving data security in DCS to disclose data within requirements
   1. Possible routes
      1. Differential Privacy
      2. Disclosure of only relevant indexes of data required
      3. Cloud security

Problem Approach

What do business need to do to create detailed data privacy within compatible standards?

How do we protect the detailed data against intellectual theft/espionage?

Can we create a framework to protect data while meeting compatible standards?

If not what changes need to be implemented to current standards to protect detailed data?

* Logically centered control authority in networks control the control plane. When a switch or device wants information they ask the controller.
* SCADA operates the reverse way (assumpiton) where the decision was made at the forward data plane and now we tell the data historian.
* Need to protect data plane at both device level and historian level